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ABOUT THIS GUIDE

This manual provides instructions and illustrations on how to use
your Internet Camera.

Chapter 1, Introduction, provides the general information
on the camera.

Chapter 2, Hardware Installation, describes the hardware
installation procedure for the camera.

Chapter 3, Power Over Ethernet, explains the Power over
Ethernet features.

Chapter 4, Security, explains the security features of the
camera.

Chapter 5, Application of the Camera, provides
illustrations of the camera’s applications.

Chapter 6, Using the Utility, helps you to install and use the
setup wizard.

Chapter 7, Using the Camera, guides you through the
configuration using the web browser.

Chapter 8, IPView Pro, helps you to install and use the
software.

Chapter 9, Appendix.

Please note that the illustrations or setting values in this manual
are FOR YOUR REFERENCE ONLY. The actual settings and
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values depend on your system and network. If you are not sure
about the respective information, please ask your network
administrator or MIS staff for help.
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INTRODUCTION

Thank you for purchasing the Internet Camera, a camera device
that can be connected directly to an Ethernet or Fast Ethernet
network. Compared to the conventional PC Camera, the Internet
Camera features a built-in CPU and web-based solutions that can
provide a cost-effective solution to transmit real-time high-quality
video images and sounds for monitoring. The Internet Camera
can be managed remotely, accessed and controlled from any
PC/Notebook over the Intranet or Internet via a web browser.
The simple installation procedures and web-based interface allow
you to integrate it into your network easily. With comprehensive
applications supported, the Internet Camera is your best solution
for remote monitor, high quality, and high performance video
images.



Features and Benefits

Simple to Use

The Internet Camera is a standalone system with built-in CPU
requiring no special hardware or software such as PC frame
grabber cards. The Internet Camera supports both ActiveX mode
(for Internet Explorer users) and Java mode (for Internet Explorer
and Mozilla Firefox users). Therefore, all that is required is a web
browser software such as Internet Explorer 5.0 or above or
Mozilla Firefox. Just plug and view the picture from your Internet
Camera with a valid IP Address.

Support Variety of Platforms

The Internet Camera supports TCP/IP networking, SMTP e-mail,
HTTP and other Internet related protocols, and can be utilized in
a mixed operating system environment such as Windows, Unix,
and Mac. It can be integrated easily into other www/Intranet
applications.

Web Configuration

Applying a standard web browser, the administrator can configure
and manage the Internet Camera directly from its own web page
via the Intranet or Internet. Up to 32 users name and password are
permitted with privilege setting controlled by the administrator.

RS-485 Support

The pin 1 & 2 of the 1/0 connectors are used for RS-485 data
transmission. You can connect a special featured device (such as
an external camera stand with rotation function) to meet your
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needs. When the external device is connected, you could
configure the settings and control the device from the RS485
window of Web Configuration Utility.

Remote Utility

The powerful IPView Pro application assigns the administrator
with a pre-defined user ID and password, allowing the
administrator to modify the Internet Camera settings from the
remote site via Intranet or Internet. When new firmware is
available, you can also upgrade remotely over the network for
added convenience. Users are also allowed to monitor the image,
and take snapshots.

Broad Range of Applications

With today’s high-speed Internet services, the Internet Camera
can provide the ideal solution for live video images over the
Intranet and Internet for remote monitoring. The Internet Camera
allows remote access from a web browser for live image viewing
and allows administrator to manage and control the Internet
Camera anywhere and any time in the world. Apply the Internet
Camera to monitor various objects and places such as homes,
offices, banks, hospitals, child-care centers, amusement parks and
other varieties of industrial and public monitoring. The Internet
Camera can also be used for intruder detection; in addition, it can
capture still images for archiving and many more applications.



Unpacking the Package

Unpack the package and check all the items carefully. In addition
to this User’s Guide, be certain that you have:

B One TV-IP201P

B One Utility and User Guide CD-ROM
B One Quick Installation Guide
[ |

One AC power adapter suitable for your country’s electric
power

One Camera Stand
B One RJ-45 Ethernet Cable

If there is any content is damaged or missing, please contact your
local dealer immediately. Also, keep the box and packing
materials in case you need to ship the unit in the future.



System Requirement

Networking

10Base-T Ethernet or 100Base-TX Fast Ethernet.
Power over Ethernet Switch (e.g. TPE-S88)

Injector (e.g. TPE-1011)
Note: The TV-IP201P only supports Power over Ethernet
(PoE) devices that follow the IEEE 802.3af standard.

Accessing the Camera
For Web Browser Users

Operating System: Microsoft® Windows® 98SE/ME/2000/
XP/Vista

CPU: 1.1GHz or above (Intel Pentium 4 is preferred)

Memory Size: 256MB or above /512MB or above
(Windows Vista)

Resolution: 800x600 or above
Microsoft® Internet Explorer 5.0 or above

A network switch or hub with an available network LAN
port

A RJ-45 network cable

For IPView Pro Application Users

Operating System: Microsoft® Windows® 98SE/ME/
2000/XP/Vista

CPU: 1.1GHz or above (Intel Pentium 4 is preferred)



Memory Size: 256MB or above / 512MB or above
(Windows Vista)

Resolution: 800x600 or above

A network switch or hub with an available network LAN
port

A RJ-45 network cable
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Physical Description

This section describes the externally visible features of the
Internet Camera.

Front Panel
1. Link LED
3. Internal MIC
2. Power LED
1. Link LED

The Link LED is positioned on the right side of the Internet
Camera’s lens while facing the Internet Camera.

It is located to the left of the Power LED

A steady RED light confirms that the camera has good
connection to LAN connectivity.

Dependent on the data traffic the LED will begin to flash to
indicate that the Internet Camera is receiving/sending data
from/to the network.
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2. Power LED

The Power LED is positioned on the right side of the Internet
Camera’s lens while facing the Internet Camera.

A steady BLUE light confirms that the Internet Camera is
powered on.

3. Internal MIC

The built-in omni-directional microphone allows the camera to
receive sound and voice.
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Rear Panel

2. Reset Button 3. 1/0 Connector

1. Network Cable Connector 4. DC Power Connector

1. Network Cable Connector

The Internet Camera’s rear panel features an RJ-45 connector for
connections to 10Base-T Ethernet cabling or 100Base-TX Fast
Ethernet cabling (which should be Category 5 twisted-pair cable).
The port supports Auto-MDIX, allowing the Internet Camera to
automatically detect or negotiate the transmission speed of the
network.

2. Reset Button

Reset will be initiated when the reset button is pressed once. The
Power LED begins to flash.

Factory Reset will be initiated when the reset button is pressed
continuously for three seconds or when Power LED begins to
light up. Release the reset button and the Power LED will begin
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to flash, indicating the Internet Camera is changing to factory
reset. When factory reset is completed, the Internet Camera will
default to channel 11. This default setting will let the Internet
Camera connect to ANY access point on the infrastructure
network. The IP address will also return to the default setting
(192.168.0.30).

3. I/0O Connector

The camera provides the 1/0 connectors on the rear panel (pin 1/2
are for RS485, pin 3/4 are for input, pin 5/6 are for output), which
provide the physical interface to send and receive digital signals
to a variety of external alarm devices. For more information, refer
to Appendix F, 1/0 Terminal Application.

4. DC Power Connector

The DC power input connector is located on the Internet
Camera’s rear panel, and is labeled DC5V with a single jack
socket to supply power to the Internet Camera. Power will be
generated when the power supply is connected to a wall outlet.
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Top/Bottom Panel
Top Panel

Screw Hole

Bottom Panel Screw Hole

Screw Hole

Located on the top/bottom panel of the camera, the screw hole is
used to connect the camera stand onto the camera by attaching the
screw head on the camera stand into the screw hole of the camera.
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2

HARDWARE

INSTALLATION

Attaching the Camera to the Stand

The Internet Camera comes with
a camera stand (optional), which
is equipped with a swivel ball
screw head that can be attached
to the Internet Camera's bottom
screw hole. Attach the camera
stand to the Internet Camera and
station it for your application.
There are three holes located in
the base of the camera stand
allowing the Internet Camera to
be mounted on the ceiling or
any wall securely.
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Connecting the Ethernet cable

Connect an Ethernet cable to
the network cable connector
located on the Internet
Camera’s rear panel, and then
attach it to the network.

Attaching the Power Supply

Attach the external power
supply to the DC power input
connector located on Internet
Camera’s rear panel, and then
connect it to your local power

supply.

TIP: You can confirm power source is supplied from the LED indicators
label Power on the Internet Camera is illuminated.
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POWER OVER
ETHERNET

Connect to Power over Ethernet
Switch

Step 1:

Connect an Ethernet cable to
the LAN port located on the
Internet Camera’s rear panel.
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Step 2:

Connect the opposite end of the
Ethernet cable to the network
cable connector on the Power
over Ethernet switch

Step 3:
Verify that the Power and Link
LEDs are on.

Connect to TPE-1011

Step 1:

Connect the Power Cord to the
Injector. Then connect the
Power Cord to an outlet.

Step 2:
Connect a CAT-5 cable from a
switch to the TPE-1011’s Data
In port.
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Step 3:

Connect an Ethernet cable to
the LAN port on the Internet
Camera’s rear panel.

Step 4:

Connect the opposite end of the
Ethernet cable to the TPE-
101I’s PoE Out port.
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SECURITY

To ensure the highest security and prevent unauthorized usage of
the Internet Camera the Administrator has the exclusive privilege
to access the System Administration for settings and control
requirements to allow users the level of entry and authorize the
privileges for all users. The Internet Camera supports multi-level
password protection and access to the Internet Camera is strictly
restricted to define the user who has a “User Name” and “User
Password” that is assigned by the Administrator.

The administrator can release a public user name and password so
when remote users access the Internet Camera they will have the
right to view the image transmitted by the Internet Camera.

NOTE: Since the default settings are Null String, it is highly
recommended to set the "Admin ID" and "Admin Password" when you
are the first time to use the Internet Camera. Once the ID and Password
are defined, only the administrator has the access to management the
Internet Camera. This procedure should be done as soon as possible
since the security features with the Internet Camera will not be enabled
until the "Admin ID" and "Admin Password" is defined.
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5

APPLICATION OF
THE CAMERA

The Internet Camera can be applied in wide variety of
applications. With the built-in CPU, it can work as a standalone
system that provides a web-based solution transmitting high
quality video images and sounds for monitoring purposes. It can
be managed remotely, accessed and controlled from any PC
desktop over the Intranet or Internet via a web browser. With the
easy installation procedure, real-time live images will be
available. In addition, once the Internet Camera is installed
coupled with the IPView Pro application, you can further expand
the scope of the Internet Camera.

The following section will provide the typical applications for the
Internet Camera along with the IPView Pro application, and also
includes some basic knowledge to assist in the installation and
configuration of the Internet Camera.
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Applications of the Camera

® Monitoring of local and remote places and objects such as
construction sites, hospitals, amusement parks, schools and

day-care centers through the use of a web browser.

® Capture single frame

application.

® Configure the camera to upload image or send mail

images from the

messages with a single frame image.

Home or Business Application

16-Port 10/100Mbps
Fast Ethernat Switch
(TE100-818)

PoE Internet Camera

PoE Internet Camera Server Solution

Server with Audio
(TV-IP201P)

o/ Power over Ethernet
(PoE) Injector

(TPE-1011)

Internet

Data Data

Workstation

Power + Data

e Piptiltt = Dt = Dt + Powar

23

16-Port 10/100Mbps
Web Smart PoE Switch
(TPE-S88)

IPView Pro



. Warehouse
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USING THE UTILITY

This chapter describes the software utilities for the IP camera,
including how to set up your Camera with the utility. The Setup
Wizard is designed with a user-friendly interface that allows you
to set up the Camera easily.

Auto-Run Installation

Insert the Installation CD-ROM into your computer’s CD-ROM
drive to initiate the Auto-Run program.

@ TRENDNET

User's Guide

IPView

Setup Wizard

Xplug Control

—_—
Product Registration

Copyright £ 2007 TRENDnat. All Rights Resarved.
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User's Guide — click to preview the User's Guide in PDF
format for detailed information of the IP Camera

IPView— click to install IPView program to control and
navigate the camera. Please refer to the chapter 6 section
for detailed information on installing the utility.

Setup Wizard - click to launch the Setup Wizard program
which is helpful to set up the IP Camera configuration easily
and quickly.

Xplug Control — click to launch Xplug control. Please refer
to Troubleshooting section for more detail installation.
Product Registration— easy and quick register your product
at TRENDnet webside www.trendnet.com/register

Exit — click to close the Auto-Run program.
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Setup Wizard

To avoid IP address conflicts in your network, you can use Setup
Wizard to change the related settings of your Camera (such as the
IP address) after finishing hardware installation.

Installing Setup Wizard

1. Click Setup Wizard from the Auto-Run menu screen. The
InstallShield Wizard will appear. Click Next > when the
Welcome to the InstallShield Wizard for Setup Wizard

screen appears.

InstallShinld Wizard

InstallShiold Wizard

License Agreement
Fleste read the folowing kcente speement Canshully

Preas the PAGE DO key b0 vee the reat of the agresment.

TPy pEmm—p——

IK}HS} AGREEMENT
|| IrelectualPrepaty it
b

[NOTICE TO USER: THES IS5 A CONTRACT. BY INSTALLING, DOWNLOADING Of
UEIFIG THIS SOFTWARE, YOU ACCEPT THE TERMS AND CONDITIONS OF THIS

iy copghted. The m»mummmswu Copyright

i actice, o ademnah.

< Back.

o i ol the tewins '
setup will cloge. To inatal Setup Wizad, pou must sccept his sgreement

&

If you choose No. the

Tes Ho
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3.

5.

Click Browse to choose the desired destination location. By
default, the destination location is C:\Program Files\Setup
Wizard. Then click Next >.

Choase Destnation |ocation

Selec foider vhere Setu wll rital e

it thi ke, chck Mest. Toiatalito . chek Browse snd sebect

Dieatirion Feider

CAPragram Fler\Setup Wizad Hycwre.

The InstallShield Wizard starts to install the software. A
status screen appears indicating the progress of the
installation.

When the InstallShield Wizard Complete window appears,
click Finish.

InstallShield Wizard

InstallShield Wizard Complete

Setup has finished installing Setup Wizard on your computer.
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After installing the utility, the application program for the camera
is automatically installed to your computer, and creates a folder in
Start\Programs\SetupWizard.

Using Setup Wizard

This section describes the operation of Setup Wizard. To launch

the Wizard:

1. Click Start -> Programs -> Setup Wizard, and then click

SetupWizard.

'ﬁ Programs

3 Documents

&

Settings

e
b

Search

Help and Support:

Run...

L:.] Log OFf Tech...

iﬂl Turn OFF Computer...

g @Y%

@ SetupWizard
g Uninstall Setup Wizard

'I Startup

eader 7.0

v|
| @ Internet Explorer
Find msn

>.@I Cutlook Express
|pel Remote Assistance
&) windows Media Player
3 windows Messenger

@ windows Movie Maker

i@ He 3
l@ Skype 3
| ‘ahoao! Messenger 3
LR.L5, OCR. Registration

&8

wWindows Live Messenger

The window below will appear. The IP Camera Setup

Wizard will automatically search for IP Cameras within the

network.
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@ TREMNDNET = IP/Camera Setup Wizard

Wizard
- Select IP Camera, then click Wizard

- If the Camera’s default IP is different than your
network’s IP subnet, the Wizard will help you to search
for a proper IP address. Click YES to change the IP
address.

% Setup Wizard

Your Camera's 1P Address may be invalid. Please
change your Camera's [P Address to match your
network settings, or you will be unable to connect to
the camera.

Do you want the Wizard to help you to search the
proposing [P Address?

Yes Mo Cancel

- Use the DHCP assigned IP address or manually set the IP
address. The IP address must match your network’s IP
subnet. Then click OK.
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% Change IP Address |X‘

Change IP Address

1P Address |192‘168.U.2El
Subnet Mask |255255.255.D
Gateway |192‘158.D.1

The above-mentioned suggestion Address does not
guarantee its usability In some cases may still be with
the address conflict of IP of other equipment.

0K | Cancel |

Note: Please note the IP address. This is the IP address for
accessing the browser configuration of your camera from
your local area network. Your IP Address might look
different than the example above.

- Assign Admin ID & Password here. By default, there is
no Admin ID and Password. You can select “Change” to
type new Admin ID & Password. Then click Next (Right
Arrow)

@ TRENDNET IP.Camera Setup Wizard




- Setup the Primary DNS or Secondary DNS if necessary.
Then click Next (Right Arrow)

@ TRENDNET IP.Camera Setup Wizard

@ TRENDNET IP. Camera Setup Wizard

Search

- This button will search the available camera(s) within the
network.
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@ TRENDNET IP. Camera Setup Wizard

This button links to the web configuration section.

ernet Explorer

Fle Edt YView Favortes Iooks Help

Qe - () BREKA ) search 57 Favarkes

address | hetpiff192.168.0.30

About
- This button displays Setup Wizard information.

@ TRENDNET  IP Camera Setup Wizard

Exit
Exit the Setup Wizard
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7

USING THE CAMERA

You can access and manage the Internet Camera through: 1) a
web browser, and 2) the enclosed software IPView Pro. This
chapter describes the Web Configuration Utility, and provides the
instructions on using the camera with a web browser.

Web Configuration Utility

The Internet Camera must be configured through its built-in Web-
based Configuration. (Extensive knowledge of LAN will be helpful
in setting up the Internet Camera.)

From the web browser, enter the default IP address 192.168.0.30
in the Address bar and then press [Enter] to access the Welcome
screen of the Configuration Utility. The Welcome screen is
shown on the next page.

NOTE: The computer's IP address must be in the same subnet as the
camera in order for the two devices to communicate.
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- TRENDNET | TV-IP2Z01P | Main - Windows Internet Explorer
6’3' & http: /192 168.1. 30/view].asp

—— ~= Enter the default IP address |
File Edit View Favorites Toole Help
& - @snagit B o

4 4 | @TRENDNET | TV-IP201P | Main

PeE Internet Camera Server
@ TRENDNET ra Sorvor
View Image - Active X Mode

View Image - Java Mode System Administration

R \ideo [ Audio [~ Trigger Copture | Browse

B“I'

| Preview area

Copyright © 2007 THENDNEL. All Fights Hessrved.

Welcome Screen of the Configuration Utility

In the Welcome screen, there are three options to choose to set-up
and view your Internet Camera, including:

® View Image — ActiveX Mode
® View Image — Java Mode
®  System Administration
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Connect to 192.168.0.30

Click System Administration. A
login dialog window will appear.
Type the default User name/
Password (admin/admin) in the
corresponding boxes. Then, click
OK to enter the Configuration
Utility.

System Administration

The Configuration Utility contains eleven options in the left menu
bar: Home, System, Date/Time, Video/Audio, Network, Users,
Trigger, Upload, RS485, Information and Tools.

TIP: Once you have changed the settings in each option, click Save to
store the settings, click Cancel to abandon, or click Refresh to reload the
status. During the configuration, when you click Home in the left menu
bar, the Welcome screen will appear.

System

The System window contains the settings for identifying the
camera, including Camera Name and Location.

Camera Name

g Location
|
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Camera Name
Enter a descriptive name for the device.

Location
Enter the location of the camera.
Date/Time

The Date/Time window contains options for setting the date and
time on your camera.

Date/Time

Server's Time | | 2004-01-01 01:21:56

TimeZone | (GhT-12:00) Eniwetok Kwajalein b

Set DateTime | ) Synchronize with Time Server

IF Address

Pratocol: NTP TIME

® Set Manually

[ change the server's time and date:
Date Gry-mm-dd)
Time {hh:mrm:ss)

¥ Synchronize with this PC

Date & Time
- Server’s Time: Display the current date/time settings for the
camera.

- Time Zone: Select the desired time zone from the dropdown
menu. (Please refer to the Appendix for the time zone
selection table.)
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- Synchronized with Time Server: Select this option and the
time will be based on GMT setting. When selecting the option,
you have to enter the required information in the following
fields:

e IP Address - Enter the IP Address of the Time Server in
this field.
e Protocol — Select proper protocol: NTP or TIME.

- Set Manually: This option allows the system administrator to
set date/time manually. Select the Change the server’s time
and date to enter Date and Time or select the Synchronize
with this PC to set up date/time according to the connected
PC’s configuration.

Video/Audio

The Video/Audio window contains options for controlling the
image and audio settings of the camera.

Video/Audio

Emvironment| 5 qutdoor O Indoor
Light Frequency| ) goHz () 50H7
Video Resolution| (7 176144 & 3206240 (O 640x480
CompressionRate| ) | pyest O Low @ Medium O High O Highest
FrameRate| 7)1 © 3 O7 Q12 Q15 O 25 @ 30(FramesiSec)
Fipimage | [ porizantal [ vertical
Audio

Format O PcM (& ADPCM
Yolume o1

Environment

Select Outdoor or Indoor according to the installation location
of the camera.
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Light Frequency
Select 60HZ or 50HZ.

Video Resolution

Select the desired video resolution from three formats: 176x144,
320x240, and 640x480. The higher resolution will produce better
image quality; however, it will use more resource within your
network.

Compression Rate

Select the desired compression rate from the five levels: Lowest,
Low, Medium, High, and Highest. The higher compression rate
can increase the data transmission speed over the network;
however, it will produce poorer image quality.

Frame Rate

Select the optimal setting depending on your network status.
Please note that the higher setting can produce better image
quality; however, it will use more resource within your network.
The available settings are 1, 3, 7, 12, 15, 25 and 30.

Flip Image

Select Horizontal to display the image in a horizontal mirror
mode. Select Vertical to display the image in a vertical mirror
mode.

Audio

Select PCM or ADPCM. Adjust the Volume of the camera by
pressing +1 or -1.
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Note: PCM and ADPCM are different audio codes. P

that you set the audio to ADPCM.

CM has
better audio quality, but requires higher bandwidth (8Kbps).
ADPCM has slightly less quality and requires less bandwidth
(2Kbps). If you are viewing the camera via Internet, we suggest

In addition, adjust the image settings by clicking Adjust Image:

& http: //192.168.0.30/config/tcfg_image.asp
=

Brightness EI

£ TIT

-

Contrast EI

Saturation IU—I

[ o ]

Close

Daone

& Internet

#100% -

+64.

40

Brightness: Adjust the brightness level ranging from -64 to

Saturation: Adjust the colors level ranging from -64 to +64.
Contrast: Adjust the contrast level ranging from -64 to +64.
Sharpness: Adjust the sharpness level ranging from -6 to +6.




Network

The Network window contains options that allow you to set up
networking configuration of the camera.

IP Assignment | <) s Static IP address

IP Address 192 168 1 30
Subnet Mask 255 | 255 .|255 |0
Default Gateway 192 | [188 | |1 |1

) Obtain IP address automatically via DHCP

O Obtain IP address autormatically via PPPoE

User|D
Passward
DNS IP Address Primary 0 0 0 0
Secondary |0 |0 .0 |0

Dynamic DNS | [T Enable Dynamic DNS

Service Provider
Domain Mame
User Mame

Password

Http Port| 5y Defaultis 80

Save Cancel

IP_ Assignment

- Use Static IP Address: Select this option to manually
configure the IP address. The default settings are:
e |P Address —192.168.0.30
e Subnet Mask — 255.255.255.0
e Default Gateway — 192.168.0.1
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- Obtain IP address automatically via DHCP: If your
network uses a DHCP server, select this option. The camera
will be assigned an IP address from the DHCP server
automatically.

- Obtain IP address automatically via PPPoE: If your
application requires a direct connection from an ADSL
modem through the camera’s RJ-45 LAN port, click this
option and enter the User ID and Password into the respective
boxes. (Note: You should have an ISP PPPoE account.) The
camera will get an IP address from the ISP as starting up.

DNS IP Address

DNS (Domain Name System) server is an Internet service that
translates domain names into IP addresses. Enter at least one DNS
IP address.

Dynamic DNS

Check the Enable Dynamic DNS item to enable the Dynamic
DNS function, which allows you to run your domain over a
changing IP address. Select one Dynamic DNS provider from the
pull-down menu, and then enter the required information in the
following fields, including the Domain Name, User Name, and
Password.

Http port
The default HTTP Port is 80.
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Users
The Users window contains commands that allow the system
administrator to assign legal users who are permitted to monitor
the camera from the remote site.

SNy Admin Password

Canfirm Password

SILEEY User Name Apply

User Password

Wetify Password

Delete User User List ’7

Administrator

Enter the password in the Admin Password box, enter the same
password in the Confirm Password box to confirm the password,
and then click Apply.

The default setting for Admin is blank space. For security
purposes, you are strongly recommended to set the Admin
Password (a maximum of 16 characters) as soon as possible to
enable security function for the camera.

Add User

- User Name: Enter the user name in this field (a maximum of
32 characters, printable ASCII code).
A maximum of 32 users names are allowed; however, each
users name must be different. Each user name can be used as
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a group given the password. For example, if the User Name is
“Guest” and the User Password is “Guest”, anyone can
access the camera with these details used as a group of users
under the User Name “Guest”.

Delete User

Select the user you want to delete from the dropdown menu, and
then click Delete.

Trigger

The Trigger window contains the control settings for external
device through the 1/0O port, and the settings required for e-mail.

[laaerErgll [] Enable Trigger Email

SMTP Server Address

Sender e-mail Address

Receiver e-mail Address1

Receiver e-mail Address2

User Name

FPassword

Sending Interval 5 Seconds
Sending Times 1

[ send atest e-mall

Trigger Output [ Enable Trigger Output

Time Interval 1} Seconds

Access Control
Save Cancel
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Enable Trigger Email

SMTP Server Address: To use the e-mail alert function, you
must enter the mail server address in the field.

Sender e-mail Address: Enter the e-mail address of sender.
Receiver e-mail Address 1/2: Enter the e-mail address of
receiver(s).

User Name: Enter the user name in this field to login to the
sender’s mail server.

Password: Enter the user password in this field.

Sending Interval: Enter the time interval to send next e-mail;
the unit is in seconds.

Sending Times: Enter the sending times for every e-mail
alert.

Send a test e-mail: When completed, you can do a test to
confirm the related settings by checking this option.

Trigger Output

Check the item to enable the camera to receive the signal from
specified detection area, and then enter the proper settings in the
Time Interval field.

Access Control

Click

the Access Control

3 htp: A1 92.168.0.30 - TRENDNET | TV-IP201P | Access Control... [= 156

button to bring up a dialog
window. This window contains
list of users, allowing the
administrator to assign legal
users who are permitted to
control the trigger output.

IP Camena Accese Gontrol
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Upload

To upload the image to FTP server, you need to configure the
related settings in the Upload window.

FIPServer| ot agress

Port Mumber |21 (Defaultis 21)
User Narme
Password

Directary Path

Operation [ Upload image to FTP semer

@ Aways (O Schedule

Day " Imon | | Tue | IWed | | Thu | Fii

Sat Sun
Time Period o, . thhimm:ss)
Stop : thh:mm:ss)
Image Frequency 1w SecondsiFrame

Base File Name

File & overwrite
O DatefTime Suffix
@ Sequence Murnber Suffic Up to |0

Save Cancel

FTP Server

This field contains the following five basic settings for your FTP
server.
- Host Address: The IP Address of the FTP server.

- Port Number: The standard port number for the FTP server
is Port 21. It’s also the default setting. If the FTP server uses a
different port, please consult the IT manager.
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- User Name: Enter the user name in this field.

- Password: Enter the password in this field to login to the
FTP server.

- Directory Path: Enter an existing folder name in this field,
The images will be uploaded to the given folder.

Operation

To enable the FTP upload function, check Upload image to FTP

server and then select the desired options:

- Always: Allows you to upload the images to FTP server
continuously.

- Schedule: Allows you to schedule upload. In the Schedule
option, you can set the Day and Time Period option.

e Image Frequency: Set the time for every frame.

e Base File Name: Enter the file name to make sure that
the images could be saved as the base file name.

e File: Since you may not upload only one image to the
FTP server, you can choose the filing rule, including
Overwrite, Date/Time Suffix, and set up the Sequence
Number.

RS485

The RS485 window contains the control settings for external
device through the I/O port. You have to configure the respective
settings in this window.
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RS485

Enable| O Enaple & Disable

Port Setting | &) popular protocol command setting

¥ [ PresetPosiion ]

O Custom protocol setting
Baudrate 1200 v

Home Test
Up Test
Down Test
Left Test

Right Test

Mame  Command String
Test

Test

Test

o
m
o
i
el
o
w
o
=

1
2
3 Test
4

Save Cancel

Check the Enable item to enable this function on your camera,
and configure the related settings in the following fields.

NOTE: When RS485 is enabled, the system will provide the additional
control buttons on the View Image screen (ActiveX mode and Java
mode). See the illustrations on page 56 and 58.

Port setting

Select the proper protocol setting from the two options:

Popular protocol command setting or Custom protocol

setting.

- Popular protocol command setting: Select the proper
protocol from the pull-down menu.
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Click the Preset Position button to bring up a control window,
which allows you to control the camera with more options.

S END 5901P | Precet Po =]

-
-] ]
-

. : Arrow buttons
Current Position | |
Preset Position
| Done & Internet ®100% -

Arrow buttons: Use these buttons to move the camera’s
lens to your desired position. Click the center button to
return to the default home position.

Current Position: When you move the camera’s lens to
your desired position, assign the position by entering a
name (a maximum of 16 characters) in this box, then
click Add. The position will be saved in the Preset
Position with a number.

Preset Position: When you have saved position(s) in the
camera, select the position number from the pull-down
list; the camera’s lens will move to the position
immediately. You can use the Add and the Delete buttons
to add/remove the preset position(s). You can save up to
8 positions.
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- Custom protocol setting: Selecting this field allows you to
configure the commands protocol manually. You can click
Test to test each command that you have assigned.

In the Name and Command String boxes, you can
customize more buttons for your needs. Please note that the
setting values in the Command String boxes should be from
the connected external device (please refer to the manual of
connected device).

Information

The Information window provides general information of the
camera, including the Model, Firmware Version, Mac Address,
and IP Address.

% Model | Internet Camera

g Firmware Version | 1.05 build: 109
g MAC Address | 00:61:64:60:20:30
% IP Address | 192.168.1.30

Model
The camera’s model name will be display here.

Firmware Version
The field displays the firmware version of the camera.

MAC Address
This field displays the MAC Address of the camera.

IP Address

This field displays the IP Address of the camera.
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Tools

The Tools window contains commands for restarting the camera
and upgrading firmware.

Reboot | Do you want to reboot this device? YES

Factory Reset | Do you want to factory reset this device? YES

LED Control| & mormal O 0N O OFF SAVE

Update FirmWare | Current Firmware version:  1.05 build: 109

YWarning: Make sure you choose the correctversion before Clicking
"Update”"

Reboot

Do you really want to reboot this device? Click YES from this
option, and you can restart the camera just like turning the device
off and on and saved settings are retained.

Factory Reset

Do you really want to factory reset this device? Click YES from
this option, and you can resume all factory default settings for the
camera.

NOTE: You have to configure the network settings again after a Factory
Reset.

LED Control

The LED control allows user to setup the LED illumination as
desired. This feature provides the flexibility when surveillance
activity is ON. There are three options: Normal, ON, and OFF.
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Update Firmware

This option allows you to update the firmware of the camera once
you obtained a latest version of firmware. Click Browse to find
the firmware file saved in your computer, and then click Update.

NOTE: It will take a few minutes to update firmware. Please wait to
complete the procedure; you can then reboot the camera.

Once the configuration is completed, click Home to return to the
Welcome screen and select the desired View Video option either
through ActiveX Mode or Java Mode as described in the next
section.

Position the camera to the desired location appropriately for your
purpose. Then adjust the camera focus by manually turning the
lens clockwise or counter-clockwise. Please refer to Appendix E
for detailed instruction.

View Image — ActiveX Mode

To view video images from the browser, click View Image -
ActiveX Mode from the Welcome screen to access the video
images from Internet Explorer as illustrated below:
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@ TREnDnET PoE Internet Camera Server

TV-IP201P

View Image - Active X Mode View Image - Java Mode System Administration

Camera Name VideolAudio [4] videa [ Audio
Camera Location Trigger Out [ ] oFF

BROWSE Path
CAPTURE! Filename

Copyright © 2007 TRENDnet. All Rights Reserved.

Camera Name/Location: The Camera name and location will be
displayed when the Camera Name/Location fields are entered in
the Web Configuration Utility.

Video/Audio: You can enable/disable the video and audio
function by clicking the desired selection.

Trigger Out: you can turn on/off the output device manually by
clicking the OFF button.

Browse/Capture: Allow you to capture and save the video image.
In Active X mode, you can select the path by clicking “Browse”.
To capture and save an image to the selected path, click "Capture"
A file name is given automatically to the image.
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When you enable RS485 on the camera, the system will provide
additional control buttons on the screen (as show below).

@ TREnDnET PoE Internet Camera Server

TV-P201P

View Image - Active X Mode View Image - Java Made System Administration

Camera Name Video/Audio [V] vigeo [ Audio
‘Camera Location Trigger Out [] OFF

BROWSE Path
CAPTURE! Filename

Lot | ore | Ren|
Do

Presz, Foslion

[ o]

Custorn Comrerd

[

‘Copyright © 2007 TRENDnet. All Rights Aeserved.

You can use the Up, Down, Left, and Right buttons to move the
camera’s lens to your desired position. Click the Home button to
return to the default home position.

When you select popular protocol command setting in RS485
configuration window, you can use the Preset Position pull-down
menu to select one position, then click Go To to move the
camera’s lens to your desired position.

If you select Custom protocol setting in RS485 configuration
window, you can use the Custom Command pull-down menu to
select one position, then click Go To to move the camera’s lens to
your desired position.
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NOTE: In the View Image screen (ActiveX mode and Java mode),
Preset Position will be unavailable when you select Custom
Command.

View Image — Java Mode

To view video images from the browser, click View Image —
Java Mode from the Welcome screen to access the video images
from your browser as illustrated below:

@ TRENDNET. PoE Internet Camera Server

TVIP201R
View Image - Active X Mode =" View Image - Java Mode System Administration

Camera Name
Camera Location

¥ Video [~ Audio I~ Trigger Capture | Browse
e~

. ”I |

Topyright © 2007 THENDiEL. All Hights Reserved.

Camera Name/Location: The Camera name and location will be
displayed when the Camera Name/Location fields are entered in
the Web Configuration Utility.
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Video/Audio: You can enable/disable the video and audio
function by clicking the desired selection.

Trigger: you can turn on/off the output device manually by
clicking the OFF button.

Browse/Capture: Allow you to capture and save the video image.
In Java mode, you can select the path by clicking “Browse”. To
capture and save an image to the selected path, click "Capture™ A
file name is given automatically to the image.

When you enable RS485 on the camera, the system will provide
the additional control buttons on the screen (as shown below).

@ TRENDNET PoE Internet Camera Seruer

TV-IP201P
- View Image - Active X Mode View Image - Java Mode | System Administration g

Camera Name

Camera Location
W video [ Audio I Trigger Capture | Browse
UP ag 4
1

Left Home | Right
Digwn

Preset Position

[

Custom Command

' S

Copyright © 2007 TRENDnet. All Rights Reserved.

The function of these control buttons are the same as they are in
ActiveX mode screen.
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IPVIEW PRO

This chapter describes IPView Pro, which is a powerful software
application designed with a user-friendly interface for ease of
control and navigation requirements.

Installation

Step 1
Insert the CD-ROM into the CD-ROM drive to initiate the auto-
run program. The menu screen will appear as below:

@ TRENDNET

User’s Guide
IPView
Setup Wizard
Xplug Control
Product Registration

Exit

Copyright © 2007 TRENDnot. Al Rights Reserved.
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Step 2

Click the IPView Pro item to activate the InstallShield Wizard.
Click Next in the welcome screen.

Tnstall¥hield #izard

Welcome to the InstallShield Wizard for IPView
o

The InstalShieldR wizard will install IFYiew Pro on pour
computer. To continue, click Nest

Step 3
Read and accept the License Agreement; then, click Yes.

TnstallZhield Fizard

License Agreement

Please read the fallowing license agreement carefully,

Press the PAGE DOWN kep to see the rest of the agreement.

[End User License Agieement H

MOTICE TO USER: THIS IS A CONTRACT. BY INSTALLING, DOWNLOADING OR
USING THIS SOFTWARE, YOU ACCEFT THE TERMS AND CONDITIONS OF THIS
LICENSE AGREEMENT

1. Intellectual Property Rights:
The softvrare is copprighted. The softwars is also pratected by United States Coppright

Law and International Treaty provizions. Trademarks shall be used in accordance with
accepted trademark practice. including identification of trademark owner|s name.

[xl
Do you accept all the terms of the preceding License Agreement? I you choose Mo, the
setup will close. Toinstall IPYiew Pro, vou must accept this agreement.
IistallShield 4
< Back Tes No |
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Step 4
Choose the destination location. If no specific requirement, leave
the default setting and click Next.

TnstallZhield Wizard
Choose Destination Location ‘ i
Select falder where Setup will install files N P

Setup will install IPYiew Pra in the following folder.

Tavinstall to this folder, click Next. To install to 5 different folder, click Browss and select
another folder.

Destination Folder

C:\Pragram Files\PYiew Pra

Step 5
The InstallShield Wizard starts to install the software, and the
progress bar indicates the installation is proceeding.

ield Wizard

* etup tats -
‘M

IPYiew Pro Setup is performing the requested opsrations

Instaling:
CNWINDOWS S pstem32ping5.oc

T2%
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Step 6

If you use Windows® 2000/XP, it will appear a Digital Signature
warning screen. Click Continue Anyway (Windows® XP) or Yes
(Windows® 2000).

Hardware Installation Digital Signature Not Found x|

The Microsoft digital signature affims that softuare has
been tested with Windows and that the software has not
been altered since it was tested

1 The software vou are instaling for this hardware:
Y

Sound, video and gatne contrllers The software you are about to install does not contain a

Microsolt digital signature. Thersfore, there s no
auarantee that this software warks comectly with

has not passed Windows Loga testing ta verly its compatibilty bl

ith Windows XP. [Tl me wh hs testing i mportart)
(Emlrirn g el of s ol o Bt St D ] TR e
(5 Gl Aee (D et (e o G 76Ty Spebiarn
either immediately or in the future. Microsaft strongly
recommends that you stop this installalion now and
contact the hardware vendor for software that has
passed Windaws Logo testing.

1F you want to search for Microsot digially signed
software, visit the Windows Lpdate Web site at
hitp:/windowsupdate. miciosoft com to see if oneis
available.

Do you want to continue the allation?

Yes No | Moeinia
Windows® XP Windows® 2000

Step 7
Click Finish to complete the installation.

TnstallShield Wizard

InstallShield Wizard Complete

Setup has finished instaling IPYiew Fra on your computer.

< Back Cance| |
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Getting Started

This section describes the User Interface of IPView Pro, with
detailed procedures for using the application.

To launch IPView Pro, click Start > Programs > IPView Pro >
IPView Pro. The main screen will appear as below:

9 123 )13
)
R

NOTE: IPView Pro requires the system's resolution setting up to
1024x768. Please configure the resolution to 1024x768 or higher;
otherwise, it may shows incomplete screen when launching the
program.
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Item Feature

NO. Iltem Description
Date/Time Show current date/time.
2 | Status Mode Show the camera’s status in this window.
Window | Click the Change Status Mode button ( [J&l ) on
the right lower corner of the window to change
the display mode:
Cameralistmode  Camera information mode
View Window | Show the camera’s view in this window.
Connect/ Click to connect/disconnect the camera.
Disconnect
5 | Rotate image | Click to rotate the image shown in the View

Window.

angle
6 | Snapshot Click to capture a still image from the View
Window.
Audio ON/OFF| Click to turn on/off the camera’s audio.
Zoom Mode Click to zoom in/out the image in the View
Window.
9 | View Mode Select the view mode from these buttons.
Buttons

ﬁ Show one camera in View Window.

E Show four cameras in View Window.
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v e o

Show six cameras in View Window with
the first one as the major view.

Show eight cameras in View Window
with the first one as the major view.

Show nine cameras in View Window.

Show ten cameras in View Window with
the first two as the major views.

Show thirteen cameras in View Window
with the first one as the major view.

Show sixteen cameras in View Window.

Show the selected camera in full screen
view.

Enable displaying the video views in
circles.

10 | Key Lock Click to lock/unlock the camera. When locked,
Button | the user cannot operate any camera.
11 | Power Button | Click to exit or minimize IPView Pro.

12

Record Button

Record video clip of the selected camera and
save it in the computer. The storage position can
be configured in System Configuration. When
you click the button, you can select Manual
Record, Schedule Record, or Motion Record.

13

Play Button

Play the recorded video file in the computer.

14

System
Configuration

Click to enter the System Configuration.
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Using IPView Pro

Adding a Camera
To add a camera:

1. Click the System Configuration button to enter the System
Configuration.

Camera List
Mo Mame IP Address MAC Address
Mation Configuration-1
Mation Configuration-2
Toals
Mailing Configuration
Proxy Server
-l Recording Configuration Delete Camera
Schedule-Recording Con
Others Add Camera
Lo List
Account Name P Adoress | MAC Address [
About
Add Camera | Change P | Search ‘|
N
Search Camera | Input IP \
Load | Save az | Save ‘
3 s

If you are not sure of the camera’s IP address, you can click
Search to search the available camera(s) within the network.
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2. Select the camera you want by highlighting it, and then click

IPiew Pro Camera List
=l Camera Configuration QE EEQE | IP Address | MAC Address |
Wik Configuration r [F1  Internet_Camera  182.168.0.30 0003 18 00 75 08 |
Motion Configuratior |
Motion Configur: S
Toole The camera is added.
Mailing Configurstion
Proxy Server ——
- Recording Confiouration BED CENER)
sz Click the Add
Add Camera
[irers  Camera button.
e = (v T I
Account I I
Ahout I_ Internet_Camera ___192.168.0.30 00 03 18 00 75 08
The camera found
within the network.
Add Camera - | Change P | Search |
N
Search Camera | Inbut IP \
Load ‘ Save as | Save |
3 5

3. Click Save, and then click the System Configuration button to

return to View Window.

displayed now. You can

The selected camera’s video will be
click Save as to save the selected

cameras into the desired path and the selected cameras can be

reloaded by load button.
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Alternately, you can add a camera by entering the its IP address

directly:

4. Select the Input IP tab.

IP*iesa Pro
-1 Camera Configuration
Wb Configuration
Motion Configurati
Motion Configus
Toolz
Mailing Configurstion
Proxy Server
=1 Recording Condiouration

s Click the Add

Gters — Camera button.
Lo List
Accourt

About

Camera List

Bl [ |10 cickes | e cicle I

il

1 Internet_Camera  192.168.0.30 0003 18 00 75 08 |

The camera is added.

Delete Camera

Add Camera
IP Agidress: |1 92.168.0.30
Paort: an
Enter the camera’s
IP address and Port.
Add Camera
Search Cfmera  |nput |P
Load | Save &5 Save

5. Enter the camera’s IP address (default: 192.168.0.30) and
Port (default: 80), and then click Add Camera.

Click Save, and then click the System Configuration button to

return to View Window. The selected camera’s video will be

displayed now.
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Removing a Camera

To remove the camera from the list:

1. Select the camera you want to remove.
2. Click Delete Camera.

IPYiesw Pro Camera List
= Camera Contigurstion [ Mame I3 Aﬂress MAC Address |

Wb Configurstion

Internet_Camera  192.168.0.30 000318 00 75 05

Mation Configuration-1
Motion Configuration-2
Toals

Mailing Configuration

Proxy Server

= Recording Configurstion '

Schedule-Recording Con S~—————

Cthers Add Cameta

Log List

Account

Abhout

IP Address: |1 92163030

Port: 50

Add Camers

Search Camera |nput IP

Load ‘ Save as | Save
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Viewing a Camera

From the View Modes of the panel, you can select one-camera
mode or other modes to display your video. IPView Pro allows
a maximum of 16 cameras for viewing.

For example, if you use only one camera, select one-camera
mode ( ), and the View Window will display the view as
figure 1.

Figure 1 Figure 2

If there are four cameras,
select four-camera mode (E), and the View Window will
display the view as figure 2.

Recording V1deo

IPView Pro allows you to record the video clip and save it in your
computer through the following methods: Manual Record,
Schedule Record, and Motion Record.
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When you click the Record button and select Manual Record, it
will start recording. Click the button again to stop. If you select
Schedule Record or Motion Record, the system will record the
video clip according to the settings in System Configuration.

Playing Recorded Video

The recorded video clips are saved in your computer, and can be
played using Windows Media Player. To start playback, simply
click the Play button on the panel, and the following dialog screen
will appear, allowing you to select the file to playback.

) Salect Ons AV Fils 8
‘ Ehe: [WAKF] J
& e e
EaFingn Files R Select one file
yCAMI e to playback.
The folder that stores

the recorded file.

F Frogam FleslEViaw B ‘

OF
Y
N\

N

Select the recorded file in the computer, and then click OK.

Cancel ‘
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Configuring the System

Clicking the System Configuration button on the panel allows you
to configure the system settings, and the System Configuration
Screen will appear in the View Window as shown below. Once
configured, click Save to save the settings, and then click the
System Configuration button again to exit configuration.

IPYieww Pro Camera List
= i M. Marmne IP Adddress MAC Address
‘eb Configurstion
Mation Configuration-1
Mation Configuration-2
Toals
Mailing Configuration
Proxy Server
= Recording Configuration Delete Camera
Schedule-Recording Con
Cthers Add Cameta
Log List
J— Name P Address | mac adaress [
Ahout
Add Camera | Change IP ‘ Search |
Search Camera | Input IP
Load | Save as | Save ‘
< £

System Configuration Screen
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Camera Configuration

In this field, you can add/delete the camera (as described in the
previous section). Also, you can configure the following settings:

Web Configuration

In the left column, selecting the Web Configuration item will
launch the Web Configuration Utility in View Window.

@ TRENDNET PoE Internet @

View Image - Active X Mode

< 1} |

ICam )] LI Reload | Back |

You can configure these settings according to the description in
Chapter 5, Using the Camera. Click Back to exit the Web

Configuration Utility.
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Motion Configuration-1

The Motion Configuration-1 item provides the commands for
motion detection control. Before configuring, you should select
one camera from the pull-down menu.

Select one camera.

IPView Pro Cam 01 hd
—|- Carmera Configuration o
Select Custom region. * Custor reg_v | [|Mo. | Coordinates ~ Add
WIDTION L Onnigurat - Region

L ! 1 24 16,127 1277
Motion Configuration-2 Delete
Toul 3 | |
oals —J — Region

1 l J , |

[Kil

Mailing Configurat
ailing Configuration L Clear All
Regions

Proxy Serer
—| Recording Configuration
Schedule-Recordi
Others ' !
Log List .
Account
About

Lowy

~
A
\i
ay
=
@

- Detect Region:
e Full picture — When you select this option, the camera
will monitor the whole area.
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e Custom region — Click Add Region, and then use
mouse to draw an area in the view screen; when some
motion detected within the area, the camera starts
recording automatically. You can set multiple areas in
the view screen. Click Delete Region to remove the
area selected. Click Clear All Region to remove all
areas in the view screen.

- Sensitivity Level: Move the slide bar to adjust the
sensitivity level for detecting motion to record video.

Motion Configuration-2

The Motion Configuration-2 item allows you to configure to the
alarm and e-mail setting.

IPYiew Pro [cam 01 internet_Camera B
—-Camera Configuration Motion Options
Wieh Configurstion
Motion Configuration-1 I Invole Alarm

Tonls [~ Send e-Msil
Mailing Configuration
Proxy Server [~ Play music

= Recording Configuration

Schedule-Recaording Con | Browse music file

Cthers
I | ti
Log List erval time: 5 - Second
Accournt
About [ Trigger! active
Tricgper-CM holding time: 5 *| second

Save
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- Invoke Alarm: Select this option to enable alarm when
some motion detected by the system.

- Send e-mail: When this option is checked, click the Mailing
Configuration in the left column to enter the required
information (see the following section).

- Play music: You can use the music file to alert the event.
Click Browse music file to select the desired music, and set
the Interval time.

- Triggerl active: You can check this option to set the
Trigger-On holding time.

Tools

The Tools item allows you to configure to the alarm and e-mail
setting.
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Piview Pro Cam 01 Intarmet_Camera |
= Camera Configurstion
Wb Configurstion
Mation Configuration-1

'Mmiun Configuration-2 Reset |
Mailing Configuration
Proxy Server Factory Reset |

= Recording Configuration

Schedule-Recaording Con
Cthers Update Firmyware
Log List
Account
Sbout

Update Browse |

Reset: Restore the original setting of your camera. Do you
really want to reset this device? Click Yes in the pop-up
dialog box to confirm.

Factory Reset: Restore the factory default settings of the
camera. Do you really want to factory reset this device? Click
Yes in the pop-up dialog box to confirm.

Update Firmware: When new firmware is available, you
can upgrade it using this option. Click Browse to find the
firmware file, and then click Update.
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Mailing Configuration

When Motion Detection function is enabled and the Send e-mail
option is checked, you should enter the required information in

the respective fields.

IPiewi Pro
= Camera Configurstion
Wb Configurstion
Mation Configuration-1
Mation Configuration-2
Toals
Maling Configuration]
Proxy Server
= Recording Configuration
Schedule-Recaording Con
Cthers
Log List
Account
Sbout

Mail Server:
|

hdail Fram:

|

hiail Ta:

|

Subject:

Liser Matme:
Passwiord:

Interval Time:

1 Second

Save

Mail Server: Enter the mail server address that is used to
send your e-mail.

Mail From/To: Enter the sender’s/receiver’s e-mail address.
Subject: Enter the title of the e-mail.
User Name/Password: Enter the user name/password to
login the mail server.
Interval Time: Enter a number in this box to setup the time
(in second) to send e-mail regularly.
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Proxy Server

Check the Proxy Server option and enter the required settings in
the Address and Port boxes to enable and use the Proxy Server
function.

IPYiew Pro I™ Prosy Server
— Camera Configurstion

Wieh Configurstion Address Part
Motion Configuration-1
Motion Configuration-2
Tools

figuration

r

i Contiguration

Schedule-Recording Con

Cthers

Log List

Accournt

Ahout

Save
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Recording Configuration

In this field, you can configure the storage settings.

IPiewi Pro
= Camera Configurstion

Log Storage

Reserved HDD Space For MS-Windows OS5

Wb Configurstion

- Log Storage:

Reserved HDD Space For MS-Windows OS — You can
reserve 500 MB to 10000 MB hard disk space for the

program.

Each Recording File Size — If the recorded video files
reach the file size limit, video images will be recorded
into another file automatically. The available settings are

from 10 MB to 50 MB.

Storage List — The destination folder to save the
recorded video file can be specified here. Click Modify to
change the current path setting; click Add to add a new
destination folder; click Delete to remove a selected path

78

Mation Configurstion-1 |5UD MB J
Mation Configuration-2
Taolz Each Recording File Size
Mailing Configuration
Proy Server 1o we 1
- Recording Cnmiguraﬁnni
Schedule-Recording Con | [~ Storage List
Cthe
o ho. | Path [
Log List 1 G\ FilesiP*iesw P
Account Program FilegiPYiew Pro
Sbout
Mooty | Demte | ad
[~ Recycle
Reserved HOD space for esch camera 200 ME B
[~ Resume last time's state of recording.
Save



setting. Please note that you are not allowed to delete a
path setting if there is only one setting in the list.

- Recycle: You can check this option to clear the files when
the unreserved space of your hard disk is filled. The available
settings are from 200 MB to 50000 MB.

- Resume last time’s state of recording: You can check this
option to store the recording state, and resume the recording
state on the next time you record.

Schedule-Recording Configuration

This recording function will work after you have enabled
respective settings in the Schedule mode. The recording schedule
can be defined by Date Mode or Week Mode.

IPYies Pro |Cam 01 Internet_Camera J
= Camera Configurstion
ek Configuration ‘ = = |
Mition Configuration-1 Mo. Mode Start Date Start Time Stop Date Stop Time
Mation Configuration-2
Toals
Mailing Configuration
Proxy Server
= Recurdirj_g Configuration
=
=20 [ ,
Log List Delete
Acocount
Sbout
Start
| & 232005 | [ra7em
Stop
| & 232005 | [rzrem
Diate Mode | ¥Egk Mode
Acd
Save
3 3
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Date Mode: First, select the camera desired from the pull-
down menu. Then, setup the time in the Start/Stop fields.
Click Add to add the recording schedule to the list. Click Save
to save the settings.

IPYiew Pro [cam 01 internet_Camera B
— Camera Configurstion

Wb Configurstion = =
Motion Configuration-1 Mo, ‘ Mode Start Date Start Time Stap Date Stop Time |
Motion Configuration-2
Tools
Mailing Configuration
Proxy Server
= Recording Configuration
Schedule-Recording Con n "
Gthers Weekday buttons. —
Log List I Lelete
Accournt
Ahout
sun Fri
Start [ 1:17 PM Mon cat
Tue
Stop |1:27 PM \ed
Thu
Dte: Moge {\week Mode )
Add
Save

Week Mode: First, select the camera desired from the pull-
down menu. Then, setup the time in the Start/Stop fields, and
select the weekday from the buttons. Click Add to add the
recording schedule to the list. Click Save to save the settings.
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Others

When multiple cameras connected, this option allows the system
to display these views as the main view in circles according to
your time settings. The range of Time interval of scan is from 1
to 20 seconds.

IPiewy Pro Time interval of scan

= Camaravcvumigura?iun . f j Second
ek Configurstion
Mation Configuration-1
Mation Configuration-2
Toals
Mailing Configuration
Proxy Server
= Recording Configuration
‘S:hedule-Re:ording Con

Save

81



Log List

This filed displays the user(s) information, which include the
Date, MAC address, and the brief description of events.

IPYies Pro |Cam 01 Internet_Camera J
= Camera Configurstion
Wik Configuration Date IP Address Event
Mation Configuration-1 8/23/2005 1:05:31 PM 192.168.0.30 Connection succeeds
Motion Configuration-2 /2342005 1:05:31 P 192.163.0.30 Image resolution has been changed
Tools 812342005 1:08:28 Pht 182.168.0.30 Stop recording
Mailing Configuration §/23/2005 1:08:32 PM 192.168.0.30 Off-Line
Proxy Server 872352005 1:1215 PM 182.168.0.30 Connection succeeds
<. Recording Canfigurtion B/23/2005 1:12:49 PM 182.168.030 Start recording
Scheduls-Recarding Con B/2352005 1:13:01 PM 182.165.0.30 The Recording engine is started anc
82312005 1:13:01 PM 192.168.0.30 Stop recording
8/23£2005 1:13:05 P 192.168.0.30 Start recording
Sbout
] 5
3 3
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Account

This filed allows you to set the Admin ID and Admin Password.
You can also check the Login password check option to secure
your camera by checking the login password.

IPigw Pro Adimin
— Camera Configurstion
ek Cofiguration Admin D \
Motion Configuration-1
Motion Configuration-2 Admin Passward: ‘
Tools

Mailing Configuration
Proxy Server
= Recording Configuration
Schedule-Recording Con
Cthers
Log List
'Accnuntg
Ahout

[ Login passward check

Save
0 5
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About

This section provides information of the software application.

IPiewi Pro
=J--- Camera Configuration @ IPYiewe Pro
Wb Configurstion
Motion Configuration-1 wer 20800
CopiCon i ABIion;2 Thiz application is designed to remotely manage the Camera
U= SErver.

Mailing Configuration

Froy Server wWarning: This computer program is protected by copyright lsw and

=~ Recording Configuration internatiorsl treatiss. Unauthorized reproduction or distribution of this
Schedule-Recording Con programm, or any partion of it, of the wse with & registration key without the
Cthers explicit permission may result in severe criminal and civil penatties, and will
Log List be prosecuted to the maximum extent possible under law
Account
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APPENDIX

A. Frequently Asked Questions

Internet Camera Features

Q: What is an Internet Camera?

A: The Internet Camera is a standalone system connecting
directly to an Ethernet or Fast Ethernet network. It is different
from the conventional PC camera, the Internet Camera is an all-
in-one system with built-in CPU and web-based solutions
providing a low cost solution that can transmit high quality video
images for monitoring. The Internet Camera can be managed
remotely, accessed and controlled from any PC/Notebook over
the Intranet or Internet via a web browser.

Q: What is the maximum number of users that can be allowed to
access the Internet Camera simultaneously?

A: Maximum number of users that can log onto the Internet
Camera at the same time is 64. Please keep in mind the overall
performance of the transmission speed will slow down when
many users are logged on.

85



Q: What algorithm is used to compress the digital image?
A: The Internet Camera utilizes the M-JPEG image compression
technology providing high quality images for users.

Internet Camera Installation

Q: Can the Internet Camera be used out-doors?

A: The Internet Camera is not weatherproof. It needs to be
installed in an outdoor housing such as the 15-AH25B or the 15-
AH28B.

Q: What network cabling is required for the Internet Camera?
A: The Internet Camera requires Category 5 UTP cables.

Q: Can the Internet Camera be setup as a Webcam on the
computer?

A: No, the Internet Camera is used only on an Ethernet and Fast
Ethernet network.

Q: Can the Internet Camera be connected on the network if it
consists of only private IP addresses?

A: The Internet Camera can be connected to LAN with private IP
addresses.
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B. PING Your IP Address

The PING (Packet Internet Groper) command can determine
whether a specific IP address is accessible by sending a packet to
the specific address and waiting for a reply. It can also provide a
very useful tool to confirm if the IP address conflicts with the
Internet Camera over the network.

Follow the step-by-step procedure below to utilize the PING
command. However, you must disconnect the Internet Camera
from the network first.

Start a DOS window.
Type ping X.X.X.X, where x.x.x.X is the IP address of the Internet
Camera.

The succeeding replies as illustrated below will provide useful

explanation to the cause of the problem with the Internet Camera
IP address.
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C. Troubleshooting

Q: I cannot access the Internet Camera from a web browser.

Al: The possible cause might be the IP Address for the Internet
Camera is already being used by another device. To correct the
possible problem, you need to first disconnect the Internet
Camera from the network. Then run the PING utility (follow the
instructions in Appendix B - PING Your IP Address).

A2: Another possible reason is the IP Address is located on a
different subnet. On your Windows machine, go to start -> run
and type in ‘cmd’. When the command prompt appears type in
‘ipconfig’. If your machine is running Windows 98SE or Me, go
to start -> run -> type in ‘winipcfg’. Identify the subnet by
looking at the IP address. Then run the setup wizard to change
the IP address of the camera (see Chapter 6).

A3: Other possible problems might be due to the network cable.
Try replacing your network cable. Test the network interface of
the product by connecting a local computer to the unit, utilizing a
standard Crossover (hub to hub) Cable. If the problem is not
solved the Internet Camera might be faulty.

Q: Why does the Power LED not light up constantly?

A: Make sure you connect the camera to a Power over Ethernet
switch that supports 802.3af standard. Try using a different
Ethernet cable. If the problem persists, connect the camera to a
power outlet using the provided 5V, 2.5A power supply.

Q: Why does the Link LED not light up?
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Al: Make sure that the network cable is properly connected to the
camera and to the switch or hub on your network. If the Link
LED is still not lit, try using a different network cable.

A2: The network switch or hub may not be functioning properly.
Confirm that power for the switch or hub is connected and is
working properly.

Q: Why does the Internet Camera work locally but not
externally?

Al: Make sure to open up port 80 TCP on your router. When you
access the camera remotely, you need to type in http://[your
public IP address]:80. Consult your network administrator for
more information.

Q: Why does a series of broad vertical white line appears through
out the image?

A: The lens is directly exposed to sunlight. You need to
reposition the Internet Camera so that it is not directly exposed to
sunlight.

Q: The focus is bad on the camera. What should I do?

Al: The focus might not be correctly adjusted. You need to
adjust the Internet Camera focus manually as described in Adjust
Internet Camera Focus.

Q: Noisy images occur how can | solve the problem?

A: The video images might be noisy if the Internet Camera is
used is a very low light environment. To solve this issue you
need more lighting.

Q: The image quality is poor., how can | improve the image?
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Al: A probable cause might be the incorrect display properties
configuration for your desktop. You need to open the Display
Properties on your desktop and configure your display to show at
least 657000 colors for example at least 16-bit.

NOTE: Applying only 16 or 256 colors on your computer will
produce dithering artifacts in the image.

A2: You can adjust Please refer to the Web Configuration section
for detail information.

Q: There are no images available through the web browser?

A: The ActiveX might be disabled. If you are viewing the images
from Internet Explorer make sure ActiveX has been enabled in
the Internet Options menu. Alternatively, you can use the Java
Applet for viewing the required images.
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D. Time Zone Table

[GMT 'I'I EIEI] Mldwa_l.J zlan Samaa
[GRT-10:00] Haweaii

[GRAT-03:00] &lazka

[GMT-08:00) Facific Time U5 & Canada]; Tijuana
[GMT-07:00] &rizona

[GMT-07:00] Mountain Time [US & Canada)
[GMT-06:00] Central Time [LIS & Canada)
[GRT-06:00) Mexica City, Tegucigalpa

(G T-06:00) 5 agkatchewan

[GMT-05:00] Bogota, Lima, Quito

[GMT-05:00] Eaztern Time [US % Canada)
[GMT-05:00] Indiana [East)

[GMT-04:00] Atlantic: Time [Canada)

[GMT-04:00] Caracas, La Paz

[GMT-04:00] 5 antiago

[GMT-03:30] Mewfoundland

[GT-03:00] Brazilia

[GMT-03:00] Buenos Aires, Georgetown

[GMT-02:00] Mid-&Hantic

[GMT-01:00] Azores, Cape Verde |x.

[GMT] Cazablanca, Monrovia

[GMT] Greerwich Mean Time : Dublin, Edinburgh, Lizbon, London
[GMT+01:00] Amzterdam, Berdin, Bem, Rome, Stockholm, Yienna
[GMT+01:00) Belgrade, Bratislava, Budapest, Liubliana, Prague
[GMT+01:00] Bruszels, Copenhagen. Madrid, Paris, Yilnius
[GMT+01:00) Sarajewa, Skopje. Sofija, ‘Warsaw, Zagreb
[GMT+02:00] Athens, 1stanbul, Minzk

[GMT+02:00] Bucharest

[GRT+02:00] Cairo
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[GMT+02:00] Harare, Pretoria

[GMT+02:00] Helsinki, Riga, T allinn
[GMT+02:00) Jerusalem

[GMT+03:00] Baghdad, Kuwait, Rivadh

[GMT +03:00] Mozcow, St Petersburg; Yolgograd
[GMT+03:00) Nairobi

[GMT+03:30] Tehran

[GMT+04:00] &bu Dhabi, Muscat

[GMT+04:00] Baku, Thiliz

[GRT+04:30] K.abul

[GMT+05:00) Ekaterinburg

[GMT +05:00] lslamabad, Farachi, T ashkent
[GMT+05:20] Bombay, Caloutta, Madias, Mew Delhi
[GMT +06:00] Aztana, Almaty, Dhaka

[GMT +06:00) Colombao

[GMT+07:00] Bangkok, Hanoi, Jakarta

(G T+08:00] Beiing, Chongging, Hong Fong, Lmig
[GhT+08:00] Perth

[GMT +08:00) Singapare

[GMT+08:00] Taipe

[GMT+09:00] Dzaka, Sapporo, Tokyo
[GMT+05:00] Seoul

[GMT+09:00] % akuksk

[GMT+03:30) Adelaide

[GMT+09:30] Dranwin

[GMT+10:00] Brisbane

[GMT+10:00) Canberra, Melbourne, Spdney
[GMT+10:00] Guam, Port Moresby
[GMT+10:00] Hobart

[GMT +10:00] Wladivostolk

[GMT +08:00] Singapare
[GRT+02:00) Taipei

[GMT+039:00) Ozaka, Sapporo, Tokyo
[GRT+09:00] Seoul

[GMT+09:00) ' akutsk

[GMT+03:30) Adelaide

[GMT +09:30] Dranwin

[GMT+10:00] Brizhane

[GMT+10:00] Canberna, Melbourne, 5pdneyp
[GMT+10:00] Guam, Port Moreshy
(GMT+10:00] Habart

[GMT+1 ;i ] .&uckland 'W'elllngh:un i
[GMT+12:000 Fiji, k.amchatka, Marshall |z,
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E. Adjust Internet Camera Focus

To adjust the focus of the lens, you need to turn the lens slowly in
either clockwise or anti-clockwise direction until the desired
image appears. DO NOT over turn the lens in either of the
directions, as it will be out of focus.

NOTE: You can further adjust the Internet Camera's image quality
through System Administration — Video/Audio — Adjust Image in the Web
Configuration. Please refer to Web Configuration section for further
details.

Warning
Direct exposure to sunlight may cause permanent damage to the
CMOS sensor. Therefore do not expose the Internet Camera’s lens
directly to sunlight. When operation is required in glaring light
environment, it is recommended to use an iris lens.

The Internet Camera is designed for indoor usage and if your
application requires prolong exposure to sunlight, a sun visor is
recommended to protect the Internet Camera.
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F. I/O Terminal Application

Typically used in association with programming scripts for
developing applications for motion detection, event triggering,
alarm notification via e-mail, and a variety of external control
functions. The 6-pin I/O Terminal Block is located on the rear
panel and provides the interface to: a photo-coupled switch
output, a photo-coupled input, and RS-485 interface. The RS-485
is typically used for pan/tilt/zoom control.

Connector Pin Assignment

PIN No. FUNCTION SPECIFICATION
1 RS-485 (+) or (A) Compliant to RS-485
2 RS-485 (-) or (B)
3 Photo-Relay INPUT (+) |Active High voltage 9~40vDC
4 Photo-Relay INPUT (-)  |Dropout voltage 0 VDC
5 Photo-Relay OUTPUT  |Close circuit current maximum 70
(Normal Open) mAAC, or 100 mADC.
6 Photo-Relay OUTPUT  |Output resistance 30 Ohm.

(Common)

Open circuit voltage maximum
240VAC or 350vVDC

Monitoring and Controlling
By entering http requests in your browser’s URL field, you can:
Monitor the status of digital input
+ Drive the output switch on or off
Control the speed/position of pan/tilt/zoom motors in a
swivel stand or a speed dome camera.
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Interface Schematic
1. Input device (active control device) has independent
power supply.

| \-'l 3 I + }
1 Active

Control

1 Device
i of4] -

2. Output device (load) is driven by external power supply.

-[5] @ D
°[e] o

Rs-485 Aof 1 !
RS-485B Of 5

PTZ Camera

4]

3. RS485 Interface
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G. Specification

Video specification

Resolution:
Sensor:

Lens:

Gain control:
Exposure:
White Balance:

Image (Video Setting)

Compression:
Image frame rate:

Compression rate:
Frame rate:
Video resolution:

Audio

MIC Input:
Compression:

640 x 480 pixel
Color CMOS sensor
f:6.0mm, F: 1.8
Automatic
Automatic
Automatic

M-JPEG

CIF, QCIF, VGA @ 30fps
Support different frame rate for
different connections depending
on connection bandwidth:
Lowest/Low/ Medium/High
/Highest

Auto/20/15/10/7/4/1
176x144/320x240/640x480
Outdoor/Indoor/50Hz/60Hz

Internal MIC (mono)
ADPCM/PCM
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Hardware Interface
LAN Connector:

Communication protocol:

CPU:

RAM:

Flash ROM:
OsS:

Power Supply:

Power consumption:
LED Indicator:

1/0 port pin assignment:
Input:

Output:

RS-485:

Software
Browser:

Application Software:

One RJ-45 port, 10/100M auto-
sensed, Auto-MDIX

HTTP, FTP, TCP/IP, UDP, ARP,
ICMP, DHCP, PPPoE, DDNS,
SMTP, UPnP

ADMtek 5120

16MB

4MB

Linux

5VDC/2.5A, 100~240VAC,
50/60Hz

6 Watt max.

Power LED (Blue)

Link LED (Red)

1 set, 2-pin (photo relay; Active
High: 9~40VDC; Dropout: 0
VDC)

1 set, 2-pin (photo relay, Close
circuit current: 70mA or 100mA;
300hm; Open circuit voltage:
240 VAC or 350vDC)

Half duplex (to control external
pan/tilt device)

Internet Explorer 5.0 or above;
Netscape 6.0 or above
IPView Pro
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OS supported: Microsoft Windows 98SE/ME/

2000/XP/Vista
Operating environment
Operating temperature: 5°C ~ 40°C
Storage temperature: -25°C ~ 50°C
Humidity: 5% ~ 95%, non-condensing

m

FCC Class B, CE Class B, VCCI Class B
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H. Glossary of Terms

NUMBERS

10BASE-T

100BASE-TX

Applet

ASCII

ARP

AVI

10BASE-T is Ethernet over UTP Category Ill, 1V, or V
unshielded twisted-pair media.

The two-pair twisted-media implementation of
100BASE-T is called 100BASE-TX.

Applets are small Java programs that can be embedded
in an HTML page. The rule at the moment is that an
applet can only make an Internet connection to the
computer form that the applet was sent.

American Standard Code For Information Interchange,
it is the standard method for encoding characters as 8-
bit sequences of binary numbers, allowing a maximum
of 256 characters.

Address Resolution Protocol. ARP is a protocol that
resides at the TCP/IP Internet layer that delivers data
on the same network by translating an IP address to a
physical address.

Audio Video Interleave, it is a Windows platform audio
and video file type, a common format for small movies
and videos.
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BOOTP

C

Communication

Connection

DHCP

Bootstrap Protocol is an Internet protocol that can
automatically configure a network device in a diskless
workstation to give its own IP address.

Communication has four components: sender, receiver,
message, and medium. In networks, devices and
application tasks and processes communicate messages
to each other over media. They represent the sender and
receivers. The data they send is the message. The
cabling or transmission method they use is the medium.

In networking, two devices establish a connection to
communicate with each other.

Dynamic Host Configuration Protocol was developed
by Microsoft a protocol for assigning dynamic IP
addresses to devices on a network. With dynamic
addressing, a device can have a different IP address
every time it connects to the network. In some systems,
the device's IP address can even change while it is still
connected. DHCP also supports a mix of static and
dynamic IP addresses. This simplifies the task for
network administrators because the software keeps
track of IP addresses rather than requiring an
administrator to manage the task. This means a new
computer can be added to a network without the hassle
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DNS

E

Enterprise
network

Ethernet

of manually assigning it a unique IP address. DHCP
allows the specification for the service provided by a
router, gateway, or other network device that
automatically assigns an IP address to any device that
requests one

Domain Name System is an Internet service that
translates domain names into IP addresses. Since
domain names are alphabetic, they're easier to
remember. The Internet however, is really based on IP
addresses every time you use a domain name the DNS
will translate the name into the corresponding IP
address. For example, the domain  name
www.network_camera.com  might translate  to
192.167.222.8.

An enterprise network consists of collections of
networks connected to each other over a geographically
dispersed area. The enterprise network serves the needs
of a widely distributed company and operates the
company’s mission-critical applications.

The most popular LAN communication technology.
There are a variety of types of Ethernet, including 10
Mbps (traditional Ethernet), 100 Mbps (Fast Ethernet),
and 1,000 Mbps (Gigabit Ethernet). Most Ethernet
networks use Category 5 cabling to carry information,
in the form of electrical signals, between devices.
Ethernet is an implementation of CSMA/CD that
operates in a bus or star topology.
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F

Fast Ethernet

Firewall

G

Gateway

Group

HEX

Fast Ethernet, also called 100BASE-T, operates at 10
or 100Mbps per second over UTP, STP, or fiber-optic
media.

Firewall is considered the first line of defense in
protecting private information. For better security, data
can be encrypted. A system designed to prevent
unauthorized access to or from a private network.
Firewalls are frequently used to prevent unauthorized
Internet users from accessing private networks
connected to the Internet, especially Intranets all
messages entering or leaving the intranet pass through
the firewall, which examines each message and blocks
those that do not meet the specified security criteria.

A gateway links computers that use different data
formats together.

Groups consist of several user machines that have
similar characteristics such as being in the same
department.

Short for hexadecimal refers to the base-16 number
system, which consists of 16 unique symbols: the
numbers 0 to 9 and the letters A to F. For example, the
decimal number 15 is represented as F in the
hexadecimal numbering system. The hexadecimal
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IEEE

Intranet

Internet

Internet
address

system is useful because it can represent every byte (8
bits) as two consecutive hexadecimal digits. It is easier
for humans to read hexadecimal numbers than binary
numbers.

Institute of Electrical and Electronic Engineers.

This is a private network, inside an organization or
company, that uses the same software you will find on
the public Internet. The only difference is that an
Intranet is used for internal usage only.

The Internet is a globally linked system of computers
that are logically connected based on the Internet
Protocol (IP). The Internet provides different ways to
access private and public information worldwide.

To participate in Internet communications and on
Internet Protocol-based networks, a node must have an
Internet address that identifies it to the other nodes. All
Internet addresses are IP addresses

Internet Protocol is the standard that describes the
layout of the basic unit of information on the Internet
(the packet) and also details the numerical addressing
format used to route the information. Your Internet
service provider controls the IP address of any device it
connects to the Internet. The IP addresses in your
network must conform to IP addressing rules. In
smaller LANs, most people will allow the DHCP
function of a router or gateway to assign the IP
addresses on internal networks.
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IP address

ISP

JAVA

LAN

IP address is a 32-binary digit number that identifies
each sender or receiver of information that is sent in
packets across the Internet. For example 80.80.80.69 is
an IP address, it is the closet thing the Internet has to
telephone numbers. When you “call” that number,
using any connection methods, you get connected to
the computer that “owns” that IP address.

Internet Service Provider, is a company that maintains
a network that is linked to the Internet by way of a
dedicated communication line. An ISP offers the use
of its dedicated communication lines to companies or
individuals who can’t afford the high monthly cost for
a direct connection.

Java is a programming language that is specially
designed for writing programs that can be safely
downloaded to your computer through the Internet
without the fear of viruses. It is an object-oriented
multi-thread programming best for creating applets and
applications for the Internet, Intranet and other
complex, distributed network.

Local Area Network a computer network that spans a
relatively small area sharing common resources. Most
LANs are confined to a single building or group of
buildings.
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NAT

Network

NWay Protocol

PING

Network Address Translator generally applied by a
router, that makes many different IP addresses on an
internal network appear to the Internet as a single
address. For routing messages properly within your
network, each device requires a unique IP address. But
the addresses may not be valid outside your network.
NAT solves the problem. When devices within your
network request information from the Internet, the
requests are forwarded to the Internet under the router's
IP address. NAT distributes the responses to the proper
IP addresses within your network.

A network consists of a collection of two or more
devices, people, or components that communicate with
each other over physical or virtual media. The most
common types of network are:

LAN - (local area network): Computers are in close
distance to one another. They are usually in the same
office space, room, or building.

WAN - (wide area network): The computers are in
different geographic locations and are connected by
telephone lines or radio waves.

A network protocol that can automatically negotiate the
highest possible transmission speed between two
devices.

Packet Internet Groper, a utility used to determine
whether a specific IP address is accessible. It functions
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PPPOE

Protocol

by sending a packet to the specified address and waits
for a reply. It is primarily used to troubleshoot Internet
connections.

Point-to-Point Protocol over Ethernet. PPPoE is a
specification for connecting the users on an Ethernet to
the Internet through a common broadband medium,
such as DSL or cable modem. All the users over the
Ethernet share a common connection.

Communication on the network is governed by sets of
rules called protocols. Protocols provide the guidelines
devices use to communicate with each other, and thus
they have different functions. Some protocols are
responsible for formatting and presenting and
presenting data that will be transferred from file server
memory to the file server’s net work adapter Others are
responsible for filtering information between networks
and forwarding data to its destination. Still other
protocols dictate how data is transferred across the
medium, and how servers respond to workstation
requests and vice versa. Common network protocols
responsible for the presentation and formatting of data
for a network operating system are the Internetwork
Packet Exchange (IPX) protocol or the Internet
Protocol (IP). Protocols that dictate the format of data
for transferors the medium include token-passing and
Carrier Sense Multiple Access with Collision Detection
(CSMA/CD),implemented as token-ring, ARCNET,
FDDI, or Ethernet. The Router Information Protocol
(RIP),a part of the Transmission Control
Protocol/Internet Protocol (TCP/IP) suite, forwards
packets from one network to another using the same
network protocol.
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RARP

RJ-45

Router

Server

SMTP

SNMP

Station

Subnet mask

Reverse Address Resolution Protocol, a TCP/IP
protocol that allows a physical address, such as an
Ethernet address, to be translated into an IP address.

RJ-45 connector is used for Ethernet cable connections.

A router is the network software or hardware entity
charged with routing packets between networks.

It is a simple computer that provides resources, such as
files or other information.

The Simple Mail Transfer Protocol is used for Internet
mail.

Simple Network Management Protocol. SNMP was
designed to provide a common foundation for
managing network devices.

In LANs, a station consists of a device that can
communicate data on the network. In FDDI, a station
includes both physical nodes and addressable logical
devices. Workstations, single-attach stations, dual-
attach stations, and concentrators are FDDI stations.

In TCP/IP, the bits used to create the subnet are called
the subnet mask.
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T

(TCP/IP)

Transceiver

UDP

ULP

User Name

Utility

UuTpP

Transmission Control Protocol/Internet Protocol is a
widely used transport protocol that connects diverse
computers of various transmission methods. It was
developed y the Department of Defense to connect
different computer types and led to the development of
the Internet.

A transceiver joins two network segments together.
Transceivers can also be used to join a segment that
uses one medium to a segment that uses a different
medium. On a 10BASE-5 network, the transceiver
connects the network adapter or other network device
to the medium. Transceivers also can be used on
10BASE-2 or 10BASE-T networks to attach devices
with AUI ports.

The User Datagram Protocol is a connectionless
protocol that resides above IP in the TCP/IP suite

The upper-layer protocol refers to Application Layer
protocols such as FTP, SNMP, and SMTP.

The USERNAME is the unique name assigned to each
person who has access to the LAN.

It is a program that performs a specific task.

Unshielded twisted-pair. UTP is a form of cable used
by all access methods. It consists of several pairs of
wires enclosed in an unshielded sheath.
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WAN

Windows

Workgroup

Workstations

Wide-Area Network. A wide-area network consists of
groups of interconnected computers that are separated
by a wide distance and communicate with each other
via common carrier telecommunication techniques.

Windows is a graphical user interface for workstations
that use DOS.

A workgroup is a group of users who are physically
located together and connected to the same LAN, or a
group of users who are scattered throughout an
organization but are logically connected by work and
are connected to the same network group.

Workstation refers to the intelligent computer on the
user’s desktop. This computer may be an Intel-based
PC, a Macintosh, or a UNIX-based workstation. The
workstation is any intelligent device a user works from.
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Limited Warranty

TRENDware warrants its products against defects in material and workmanship,
under normal use and service, for the following lengths of time from the date of
purchase.

TV-IP201P — 3 Years Warranty

If a product does not operate as warranted above during the applicable warranty
period, TRENDware shall, at its option and expense, repair the defective product
or part, deliver to customer an equivalent product or part to replace the defective
item, or refund to customer the purchase price paid for the defective product. All
products that are replaced will become the property of TRENDware. Replacement
products may be new or reconditioned.

TRENDware shall not be responsible for any software, firmware, information, or
memory data of customer contained in, stored on, or integrated with any products
returned to TRENDware pursuant to any warranty.

There are no user serviceable parts inside the product. Do not remove or attempt
to service the product by any unauthorized service center. This warranty is voided
if (i) the product has been modified or repaired by any unauthorized service
center, (ii) the product was subject to accident, abuse, or improper use (iii) the
product was subject to conditions more severe than those specified in the manual.

Warranty service may be obtained by contacting TRENDware office within the
applicable warranty period for a Return Material Authorization (RMA) number,
accompanied by a copy of the dated proof of the purchase. Products returned to
TRENDware must be pre-authorized by TRENDware with RMA number marked
on the outside of the package, and sent prepaid, insured and packaged
appropriately for safe shipment.

WARRANTIES EXCLUSIVE: IF THE TRENDWARE PRODUCT DOES NOT
OPERATE AS WARRANTED ABOVE, THE CUSTOMER'S SOLE REMEDY
SHALL BE, AT TRENDWARE'S OPTION, REPAIR OR REPLACEMENT. THE
FOREGOING WARRANTIES AND REMEDIES ARE EXCLUSIVE AND ARE IN
LIEU OF ALL OTHER WARRANTIES, EXPRESSED OR IMPLIED, EITHER IN
FACT OR BY OPERATION OF LAW, STATUTORY OR OTHERWISE,
INCLUDING WARRANTIES OF MERCHANTABILITY AND FITNESS FOR A
PARTICULAR PURPOSE. TRENDWARE NEITHER ASSUMES NOR
AUTHORIZES ANY OTHER PERSON TO ASSUME FOR IT ANY OTHER
LIABILITY IN CONNECTION WITH THE SALE, INSTALLATION MAINTENANCE
OR USE OF TRENDWARE’S PRODUCTS.



TRENDWARE SHALL NOT BE LIABLE UNDER THIS WARRANTY IF ITS
TESTING AND EXAMINATION DISCLOSE THAT THE ALLEGED DEFECT IN
THE PRODUCT DOES NOT EXIST OR WAS CAUSED BY CUSTOMER'S OR
ANY THIRD PERSON’S MISUSE, NEGLECT, IMPROPER INSTALLATION OR
TESTING, UNAUTHORIZED ATTEMPTS TO REPAIR OR MODIFY, OR ANY
OTHER CAUSE BEYOND THE RANGE OF THE INTENDED USE, OR BY
ACCIDENT, FIRE, LIGHTNING, OR OTHER HAZARD.

LIMITATION OF LIABILITY: TO THE FULL EXTENT ALLOWED BY LAW
TRENDWARE ALSO EXCLUDES FOR ITSELF AND ITS SUPPLIERS ANY
LIABILITY, WHETHER BASED IN CONTRACT OR TORT (INCLUDING
NEGLIGENCE), FOR INCIDENTAL, CONSEQUENTIAL, INDIRECT, SPECIAL,
OR PUNITIVE DAMAGES OF ANY KIND, OR FOR LOSS OF REVENUE OR
PROFITS, LOSS OF BUSINESS, LOSS OF INFORMATION OR DATE, OR
OTHER FINANCIAL LOSS ARISING OUT OF OR IN CONNECTION WITH THE
SALE, INSTALLATION, MAINTENANCE, USE, PERFORMANCE, FAILURE, OR
INTERRUPTION OF THE POSSIBILITY OF SUCH DAMAGES, AND LIMITS ITS
LIABILITY TO REPAIR, REPLACEMENT, OR REFUND OF THE PURCHASE
PRICE PAID, AT TRENDWARE'S OPTION. THIS DISCLAIMER OF LIABILITY
FOR DAMAGES WILL NOT BE AFFECTED IF ANY REMEDY PROVIDED
HEREIN SHALL FAIL OF ITS ESSENTIAL PURPOSE.

Governing Law: This Limited Warranty shall be governed by the laws of the state
of California.

AC/DC Power Adapter, Cooling Fan, and Power Supply carry 1 year warranty.



TRENDNET

TRENDnet Technical Support

US - Canada

Toll Free Telephone: 1(866) 845-3673
24,7 Tech Support

Eu rope (Germany * France * Italy * Spain * Switzerland * UK)

Toll Free Telephone: +00800 60 76 76 67

English,/Espanol - 24,7
Francais/Deutsch - 11am-8pm, Monday - Friday MET

Worldwide

Telephone: +(31) (0] 20 504 05 35

Englis panol - 24,7
Francais,/Deutsch - 11am-Bpm, Monday - Friday MET

Product Warranty Registration

Please take a moment to register your product online.
Go to TRENDnet's website at http:/ /www.trendnet.com/ register

TRENDNET

20675 Manhattan Place
Torrance, CA 80501
USA
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