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Product Overview 
 

 
 

TEW-624UB 
 

 
Package Contents 
 
In addition to your wireless adapter, the package includes: 

• TEW-624UB 
• CD-ROM (Utility & Driver) 
• Multi-Language Quick Installation Guide 
• 1 x USB Cable (15.5cm/6.1in) 

 
If any package contents are missing or damaged, please contact the retail store, online 
retailer, or reseller/distributor from which the product was purchased. 

Features 

The 300Mbps Mini Wireless N USB Adapter, model TEW-624UB, networks a laptop or desktop 
computer to a high performance 300Mbps wireless network. Quickly connect to a wireless router at 
the touch of a button with the convenience of one-touch Wi-Fi Protected Setup (WPS). Realize up to 
50% energy savings with GREENnet techonology. 
Advanced Multiple Input Multiple Output (MIMO) antenna technology delivers superior wireless 
coverage and reduces dead spots. WMM® Quality of Service (QoS) technology prioritizes gaming, 
Internet calls, and video streams.  
Computers purchased with integrated wireless most often come with either 150 Mbps or even slower 
54 Mbps Wireless technology. Upgrade your laptop or desktop today to high speed 300 Mbps 
Wireless N.  Enjoy proven high performance speed and reliability in an ultra compact design that is 
slightly larger than a US penny.  

 
• Wi-Fi compliant with IEEE 802.11n standard 
• Backwards compatible with  IEEE 802.11g and IEEE 802.11b  
• Supports Ad-Hoc (Peer-to-Peer b/g only) or Infrastructure (AP-Client) mode 
• High-speed data rates up to 300Mbps using an IEEE 802.11n connection 
• Compact form factor 
• Supports MIMO technology with 2 high performance internal antennas 
• Dynamic Data Rate Scaling from 300Mbps to 1Mbps 
• Maximum reliability, throughput and connectivity with Automatic Data Rate Switching 
• Supports advanced wireless encryption up to WPA/WPA2-RADIUS 
• One-touch network connection with Wi-Fi Protected Setup (WPS) button  
• Easy user setup & diagnostic utilities 
• Coverage of up to 100 meters indoor and 300 meters outdoor * 
• 3-year limited warranty  
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Product Hardware Features 
 

 
 
 
 

 
 

 
• Power/Status LED -This LED turns on when the USB adapter has power and ready 

for use and blinks during wireless data transmission. 
 
• WPS (Wi-Fi Protected Setup) button – Push and hold this button for 3 seconds to 

activate WPS. The Power/Status LED will blink blue when WPS is activated. 

Application Diagram 
 

 
 
A router is installed near the modem (typically supplied by your ISP “Internet Service 
Provider”) and physically connected to it from the router’s WAN port to the modem’s 
network port which connects to the Internet creating a wireless network. Wireless 
signals from the router are broadcasted to wireless clients such as laptops with wireless 
capabilities. The TEW-624UB is used for computers without wireless capabilities and to 
connect to the wireless network.  

LED Indicator/ WPS Button 

USB Connector 
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Installation 
Software Installation 
This section describes how to install the driver and utility for the N300 Wireless Dual 
Band USB Adapter.  
1. Insert the TEW-624UB Driver and Utility CD.  
2. Browse through the CD-ROM and double click on the TEW-624UBv2MAC_Drivers 

folder. Click on the .zip file to unzip the file. A folder will appear once the file is 
unzipped. 

 
 

3. CD Double click on the Installer.pkg file to start the installation of the TEW-624UB. 

 
 

4. Click on “Continue” button to install drivers 

 

 
5. The license agreement will appear, click on the “Agree” button.  

 
 

6. If prompted to select a destination volume to install the utility and click continue 
7. Click on the “Install” button, you may be prompted to enter a password 

 
 

8. Click on “Continue Installation” when prompted.  
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9. Once the installation process is completed, click on “Restart”.  

 
 

10. Insert the TEW-624UB on to an available USB port.  

 
 

11. The wireless utility will automatically appear. If the utility does not appear, click on 
the WirelessUtility icon located in the Dock Menu.  

 
 

Wireless Utility  
 
General 
This screen shows the general information of the wireless adapter.  

 
 

• MAC Address: Displays the MAC address of the adapter. 

• SSID: Shows the current SSID, which must be the same as your wireless access point 
or router in order to establish the connection correctly.  

• BSSID: Displays the MAC address of your wireless access point.  
• Security: Shows the current encryption type used.  
• Connection: Shows the connection status of the adapter.   
• Network Type: Shows the connection type, Infrastructure or Ad-Hoc mode.  
• Channel: Shows the channel being used of your wireless network.   
• Link Speed: Shows the transmission and the reception data rate.   
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• HT Info:: Shows the HT mode being used. 
• Signal Strength: Shows the wireless signal strength of the connection between the 

adapter and the Access Point or router. 

• Turn Radio Off:: Press this button to disable the adapter.  
 

Profile 
The user can create and manage the created profiles for home, work or public areas. By 
double-clicking on one of the created profile, the setting will adjust to the specific 
setting such as SSID, channel, and encryption as saved by that particular profile. 

 
 

• Add: Adds a profile. The following screen will appear. The user can enter the 
necessary information required for accessing the particular Access Point or Wireless 
Router. Or you can search the desire wireless router or AP under Available 
Networks section and click on Add Profile button to add the Profile. 

• Edit: Edit an exist profile. The screen will back to profile. Edit the SSID and select the 
Wireless Mode, Authentication and Encryption then click Apply to save the profile. 
When the Profile name was changed, a new profile will be added in the list. 

• Duplicate: Duplicate the selected Profile. 
• Remove: Deletes the selected profile 

When adding a new profile the below screen will appear. This screen will allow you to 
set the wireless encryption settings from your wireless network to the wireless adapter.  

 
 

Wireless Network Security: The following options are available: Open System, Shared 
Key, WPA-PSK, WPA2-PSK, WPA EAP-TLS, WPA2 EPA-TLS .  Select Open System, Shared 
Key for WEP data encryption feature. 
o Open System and Shared: Requires the user to set a WEP key to exchange data 

with other wireless clients that have the same WEP key. WEP is considered basic 
level of wireless encryption, if you would like higher security connection, WPA2 
encryption is recommended.  
 Default Key: select one of the 4 keys to use. 
 Network Key: choose the encryption way, either in HEX or ASCII formats, and 

enter the password in the blank space.  
 Key Length: select 64 or 128 bits as the length of the keys 

Key Format: HEX or ASCII 
 

Key Length Hex ASCII 

Type characters 0-9, A-F, a-f alphanumeric 
format 

64-bit 10 characters 5 characters 

128-bit 26 characters 13 characters 

o WPA-PSK/WPA2-PSK: Requires the user to use a passphrase as the encryption key, 
with a minimum length of 8 characters long or maximum of 64 characters long. 
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Please select the cipher of TKIP or AES then enter the Passphrase key. AES cipher 
type is for WPA2 and TKIP is for WPA.  

o WPA/WPA2 EAP-TLS: Also known as RADIUS or Enterprise requires the user to have 
a radius server connected to their network for wireless authentication and a 
password. Please select the cipher of TKIP or AES then enter the Passphrase key. 
AES cipher type is for WPA2 and TKIP is for WPA. Then select the WPA/WPA2 
Certificate from drop down list. 

 

Available Networks 
This screen allows the user to scan for available wireless network.  It also allows the user 
to establish wireless communications with a target device. 

 
 
• Available Networks: Displays the wireless networks (wireless clients, access points 

or routers) that are within range.  
• Refresh: Click this button to rescan for available networks. Select any one of the 

wireless networks and connect to it by double-clicking.  

• Add Profile: Select your wireless network on the available network list and click 
“Add Profile” button to connect. You can also double click your wireless network 
from the available network list.  

Status 
Display the information of the adapter including manufacturer, driver version, utility 
version, encryption, encryption type, region, adapter’s MAC address, current connection 
data rate, channel, connection status, the associated router or Access Point’s SSID, 
network type, associated device’s MAC address, and Up time. 

 
 

• Manufacture: Wireless adapter’s manufacture 
• NDIS Driver Version: Driver version the wireless adapter is using. This can be useful 

to determine if the drivers installed are the latest or correct. 

• Utility Version: Utility version the wireless adapter is using. This information is 
useful to determine if the utility version is the latest version. 

• Encryption: The wireless encryption used on the wireless adapter. This information 
is useful to determine if the applied wireless encryption is the same as your wireless 
network.   

• Authentication: The authentication type used on the wireless adapter. This 
information is useful to determine if the applied wireless authentication is the same 
as your wireless network.   

• Region: The wireless adapter’s wireless region. 
• MAC Address:  The MAC address of the wireless adapter. This information is useful 

to determine your wireless adapter when looking at the DHCP server list of your 
wireless adapter.  
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• Data Rate: Displays the data rate of the wireless adapter and your wireless 
network.  

• Channel: Displays the channel of your wireless network is using and the wireless 
adapter is connected to.  

• Status: Displays the status of the wireless adapter. This information is useful when 
troubleshooting the connection of the wireless adapter and your wireless network.  

• SSID: The SSID your wireless network is connected to.  
• Network Type: Displays the type of network the wireless adapter set to.  
• Associated AP MAC: Displays the MAC address of the device the wireless adapter is 

connected to.  

• Up Time: Displays how long the wireless adapter has been connected.  
 

WiFi Protected Setup (WPS) 
Wi-Fi Protected Setup (WPS) is an optional certification program from the Wi-Fi Alliance 
that is designed to ease the task of setting up and configuring security on a wireless 
network. There are two methods used in the WPS as below instruction. 

 
 

Pin Input Configuration (PIN) 
Follow the steps below when using the WPS configuration with the Pin Input 
Configuration method. Please note that WPS will attempt to authenticate in 120 
seconds. Make sure you allow this time frame to prevent any failures.  
 
1. Click on the Pin Input Configuration (PIN) button, the PIN is shown on the button of 

the windows. 

 
 

2. Enter the PIN code into the WPS “Client PIN number” of you wireless access point 
or router ( in example, TRENDnet TEW-639GR Wireless N Gigabit Router) then click 
the  Start PIN button, the wireless access point or router will start the WPS 
configuration process. 
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3. Select a wireless access point or router then click the Select button start the WPS 

configuration.  

 
 

4. The wireless utility will automatically attempt to authenticate to your wireless 
network.  

 
 
 
 

Push Button Configuration (PBC) 
There are 2 ways to run WPS Push Button Configuration. Follow the steps below when 
using the WPS configuration with the Push Button Configuration (PBC) method through 
the wireless utility. Please note that WPS will attempt to authenticate in 120 seconds. 
Make sure you allow this time frame to prevent any failures.  
 
1. Click on the Push Button Configuration (PBC) button, push the WPS button on your 

wireless access point or router. 

 
The other way to configure method of WPS Push Button Configuration is 
through the physical button located on the unit.  
 
1. Press and hold the WPS button on your wireless router or access point. In most 

cases the WPS LED will turn on when WPS is activated.  
2. Push and hold for 5 seconds the WPS button on the wireless adapter. 
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3. Once the WPS LED turns off you can check if the authentication was successful by 

checking the Status tab on the wireless utility. 
 

About  
This screen displays information about the 300Mbps Dual Band Wireless N USB Adapter, 
such as the Driver and Utility version.  When a new version of the utility becomes 
available for upgrade, users will be able to identify by version numbers. 

 
 
 

Uninstall 
Uninstall Software 
This section describes how to uninstall the driver and utility for the N300 Wireless Dual 
Band USB Adapter.  

1. Insert the TEW-624UB Driver and Utility CD.  

 
 

2. Browse through the CD-ROM and double click on the TEW-624UBv2MAC_Drivers 
folder. Click on the .zip file to unzip the file. A folder will appear once the file is 
unzipped. 

 
 

3. Double click on the “Uninstall.command” to start to uninstall the TEW-624UB. Enter 
your password if prompted to continue to uninstall the drivers and utility.  

 
 

4. Once un-installation is completed you can close the window.  
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Appendix 
How to choose the type of security for your wireless network 
Setting up wireless security is very important. Leaving your wireless network open and 
unsecure could expose your entire network and personal files to outsiders. TRENDnet 
recommends reading through this entire section and setting up wireless security on your 
new router.  

There are a few different wireless security types supported in wireless networking each 

having its own characteristics which may be more suitable for your wireless network 

taking into consideration compatibility, performance, as well as the security strength 

along with using older wireless networking hardware (also called legacy hardware).  

It is strongly recommended to enable wireless security to prevent unwanted users from 

accessing your network and network resources (personal documents, media, etc.). 

In general, it is recommended that you choose the security type with the highest 

strength and performance supported by the wireless computers and devices in your 

network. Please review the security types to determine which one you should use for 

your network. 

Wireless Encryption Types 

• WEP: Legacy encryption method supported by older 802.11b/g hardware. This 

is the oldest and least secure type of wireless encryption. It is generally not 

recommended to use this encryption standard, however if you have old 802.11 

b or 802.11g wireless adapters or computers with old embedded wireless 

cards(wireless clients), you may have to set your router to WEP to allow the old 

adapters to connect to the router. Note: This encryption standard will limit 

connection speeds to 54Mbps.  

• WPA: This encryption is significantly more robust than the WEP technology. 

Much of the older 802.11g hardware was been upgraded (with firmware/driver 

upgrades) to support this encryption standard.  Total wireless speeds under 

this encryption type however are limited to 54Mbps. 

• WPA-Auto: This setting provides the router with the ability to detect wireless 

devices using either WPA or WPA2 encryption. Your wireless network will 

automatically change the encryption setting based on the first wireless device 

connected. For example, if the first wireless client that connects to your 

wireless network uses WPA encryption your wireless network will use WPA 

encryption. Only when all wireless clients disconnect to the network and a 

wireless client with WPA2 encryption connects your wireless network will then 

change to WPA2 encryption. NOTE:  WPA2 encryption supports 802.11n speeds 

and WPA encryption will limit your connection speeds to 54Mbps  

• WPA2: This is the most secure wireless encryption available today, similar to 

WPA encryption but more robust.  This encryption standard also supports the 

highest connection speeds. TRENDnet recommends setting your router to this 

encryption standard. If you find that one of your wireless network devices does 

not support WPA2 encryption, then set your router to either WPA or WPA-Auto 

encryption.  

 
Note: Check the specifications of your wireless network adapters and wireless appliances 
to verify the highest level of encryption supported.
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Below is brief comparison chart of the wireless security types and the recommended 
configuration depending on which type you choose for your wireless network. 

 

Security Standard WEP WPA WPA2 

Compatible 
Wireless 
Standards 

IEEE 802.11a/b/g 
(802.11n devices 
will operate at 
802.11g to connect 
using this standard) 

IEEE 802.11a/b/g 
(802.11n devices 
will operate at 
802.11g to connect 
using this 
standard) IEEE 802.11a/b/g/n 

Highest 
Performance 
Under This 
Setting Up to 54Mbps Up to 54Mbps Up to 450Mbps* 
Encryption 
Strength Low Medium High 

Additional 
Options 

Open System or 
Shared Key, 
HEX or ASCII,  
Different key sizes 

TKIP or AES,  
Preshared Key or 
RADIUS 

TKIP or AES,  
Preshared Key or 
RADIUS 

Recommended 
Configuration 

Open System ASCII  
13 characters 

TKIP 
Preshared Key 
8-63 characters 

AES  
Preshared Key 
8-63 characters 

 
*Dependent on the maximum 802.11n data rate supported by the device (150Mbps, 
300Mbps, or 450Mbps) 
 
How to find your IP address?  
Note: Please note that although the following procedures provided to follow for your 
operating system on configuring your network settings can be used as general 
guidelines, however, it is strongly recommended that you consult your computer or 
operating system manufacturer directly for assistance on the proper procedure for 
configuring network settings. 
 
 
 

Command Prompt Method 
Windows 2000/XP/Vista/7 
1. On your keyboard, press Windows Logo+R keys simultaneously to bring up the Run 
dialog box. 
2. In the dialog box, type cmd to bring up the command prompt. 
3. In the command prompt, type ipconfig /all to display your IP address settings. 
Note: If you are experiencing difficulties, please contact your computer or operating 
system manufacturer for assistance. 
 
How to configure your network settings to obtain an IP address automatically or use 
DHCP? 
Note: Please note that although the following procedures provided to follow for your 
operating system on configuring your network settings can be used as general 
guidelines, however, it is strongly recommended that you consult your computer or 
operating system manufacturer directly for assistance on the proper procedure for 
configuring network settings. 
 
Windows 7 

a. Go into the Control Panel, click Network and Sharing Center. 
b. Click Change Adapter Settings, right-click the Local Area Connection icon. 
c. Then click Properties and click Internet Protocol Version 4 (TCP/IPv4). 
d. Then click Obtain an IP address automatically and click OK. 

Windows Vista 
a. Go into the Control Panel, click Network and Internet.  
b. Click Manage Network Connections, right-click the Local Area Connection 
icon and click Properties. 
c. Click Internet Protocol Version (TCP/IPv4) and then click Properties. 
d. Then click Obtain an IP address automatically and click OK. 

Windows XP/2000 
a. Go into the Control Panel, double-click the Network Connections icon  
b. Right-click the Local Area Connection icon and the click Properties. 
c. Click Internet Protocol (TCP/IP) and click Properties. 
d. Then click Obtain an IP address automatically and click OK. 

MAC OS 10.4/10.5/10.6 
a. From the Apple, drop-down list, select System Preferences. 
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b. Click the Network icon. 
c. From the Location drop-down list, select Automatic.  
d. Select and view your Ethernet connection. 

In MAC OS 10.4, from the Show drop-down list, select Built-in 
Ethernet and select the TCP/IP tab. 
In MAC OS 10.5/10.6, in the left column, select Ethernet.  

e. Configure TCP/IP to use DHCP. 
In MAC 10.4, from the Configure IPv4, drop-down list, select Using 
DHCP and click the Apply Now button. 
In MAC 10.5, from the Configure drop-down list, select Using DHCP 
and click the Apply button.  
In MAC 10.6, from the Configure drop-down list, select Using DHCP 
and click the Apply button. 

f. Restart your computer. 
 
Note: If you are experiencing difficulties, please contact your computer or operating 
system manufacturer for assistance. 
How to connect to a wireless network using the built-in Windows utility? 
Note: Please note that although the following procedures provided to follow for your 
operating system on configuring your network settings can be used as general 
guidelines, however, it is strongly recommended that you consult your computer or 
operating system manufacturer directly for assistance on the proper procedure for 
connecting to a wireless network using the built-in utility.  
 
Windows 7 

1. Open Connect to a Network by clicking the network icon (  or ) in the notification 
area. 
2. In the list of available wireless networks, click the wireless network you would like to 
connect to, then click Connect. 
4. You may be prompted to enter a security key in order to connect to the network. 
5. Enter in the security key corresponding to the wireless network, and click OK.  
 
Windows Vista 

1. Open Connect to a Network by clicking the Start Button.  and then click Connect 
To. 

2. In the Show list, click Wireless. 
3. In the list of available wireless networks, click the wireless network you would like to 
connect to, then click Connect. 
4. You may be prompted to enter a security key in order to connect to the network. 
5. Enter in the security key corresponding to the wireless network, and click OK.  
 
Windows XP 
1. Right-click the network icon in the notification area, then click View Available 
Wireless Networks.  
2. In Connect to a Network, under Available Networks, click the wireless network you 
would like to connect to. 
3. You may be prompted to enter a security key in order to connect to the network. 
4. Enter in the security key corresponding to the wireless network, and click Connect.  
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Limited Warranty 
TRENDnet warrants its products against defects in material and workmanship, under 
normal use and service, for the following lengths of time from the date of purchase.    

TEW-624UB – 3 Years Warranty 

AC/DC Power Adapter, Cooling Fan, and Power Supply carry 1 year warranty. 

If a product does not operate as warranted during the applicable warranty period, 
TRENDnet shall reserve the right, at its expense, to repair or replace the defective 
product or part and deliver an equivalent product or part to the customer. The 
repair/replacement unit’s warranty continues from the original date of purchase. All 
products that are replaced become the property of TRENDnet. Replacement products 
may be new or reconditioned. TRENDnet does not issue refunds or credit. Please 
contact the point-of-purchase for their return policies. 
TRENDnet shall not be responsible for any software, firmware, information, or memory 
data of customer contained in, stored on, or integrated with any products returned to 
TRENDnet pursuant to any warranty. 
There are no user serviceable parts inside the product.  Do not remove or attempt to 
service the product by any unauthorized service center.  This warranty is voided if (i) the 
product has been modified or repaired by any unauthorized service center, (ii) the 
product was subject to accident, abuse, or improper use (iii) the product was subject to 
conditions more severe than those specified in the manual. 
Warranty service may be obtained by contacting TRENDnet within the applicable 
warranty period and providing a copy of the dated proof of the purchase. Upon proper 
submission of required documentation a Return Material Authorization (RMA) number 
will be issued. An RMA number is required in order to initiate warranty service support 
for all TRENDnet products. Products that are sent to TRENDnet for RMA service must 
have the RMA number marked on the outside of return packages and sent to TRENDnet 
prepaid, insured and packaged appropriately for safe shipment. Customers shipping 
from outside of the USA and Canada are responsible for return shipping fees. Customers 
shipping from outside of the USA are responsible for custom charges, including but not 
limited to, duty, tax, and other fees. 
 
WARRANTIES EXCLUSIVE: IF THE TRENDNET PRODUCT DOES NOT OPERATE AS 
WARRANTED ABOVE, THE CUSTOMER’S SOLE REMEDY SHALL BE, AT TRENDNET’S 
OPTION, REPAIR OR REPLACE. THE FOREGOING WARRANTIES AND REMEDIES ARE 
EXCLUSIVE AND ARE IN LIEU OF ALL OTHER WARRANTIES, EXPRESSED OR IMPLIED, 
EITHER IN FACT OR BY OPERATION OF LAW, STATUTORY OR OTHERWISE, INCLUDING 

WARRANTIES OF MERCHANTABILITY AND FITNESS FOR A PARTICULAR PURPOSE. 
TRENDNET NEITHER ASSUMES NOR AUTHORIZES ANY OTHER PERSON TO ASSUME FOR 
IT ANY OTHER LIABILITY IN CONNECTION WITH THE SALE, INSTALLATION MAINTENANCE 
OR USE OF TRENDNET’S PRODUCTS. 
 
TRENDNET SHALL NOT BE LIABLE UNDER THIS WARRANTY IF ITS TESTING AND 
EXAMINATION DISCLOSE THAT THE ALLEGED DEFECT IN THE PRODUCT DOES NOT EXIST 
OR WAS CAUSED BY CUSTOMER’S OR ANY THIRD PERSON’S MISUSE, NEGLECT, 
IMPROPER INSTALLATION OR TESTING, UNAUTHORIZED ATTEMPTS TO REPAIR OR 
MODIFY, OR ANY OTHER CAUSE BEYOND THE RANGE OF THE INTENDED USE, OR BY 
ACCIDENT, FIRE, LIGHTNING, OR OTHER HAZARD. 
 
LIMITATION OF LIABILITY: TO THE FULL EXTENT ALLOWED BY LAW TRENDNET ALSO 
EXCLUDES FOR ITSELF AND ITS SUPPLIERS ANY LIABILITY, WHETHER BASED IN 
CONTRACT OR TORT (INCLUDING NEGLIGENCE), FOR INCIDENTAL, CONSEQUENTIAL, 
INDIRECT, SPECIAL, OR PUNITIVE DAMAGES OF ANY KIND, OR FOR LOSS OF REVENUE OR 
PROFITS, LOSS OF BUSINESS, LOSS OF INFORMATION OR DATE, OR OTHER FINANCIAL 
LOSS ARISING OUT OF OR IN CONNECTION WITH THE SALE, INSTALLATION, 
MAINTENANCE, USE, PERFORMANCE, FAILURE, OR INTERRUPTION OF THE POSSIBILITY 
OF SUCH DAMAGES, AND LIMITS ITS LIABILITY TO REPAIR, REPLACEMENT, OR REFUND 
OF THE PURCHASE PRICE PAID, AT TRENDNET’S OPTION. THIS DISCLAIMER OF LIABILITY 
FOR DAMAGES WILL NOT BE AFFECTED IF ANY REMEDY PROVIDED HEREIN SHALL FAIL 
OF ITS ESSENTIAL PURPOSE. 
 
Governing Law: This Limited Warranty shall be governed by the laws of the state of 
California. 
 

 

 

 

 

 

 

 

 

 

PWP05202009v2       2014/04/16



 

   


	Product Overview
	Package Contents
	Features
	Product Hardware Features
	Application Diagram

	Installation
	Software Installation

	Wireless Utility
	General
	Profile
	Available Networks
	Status
	WiFi Protected Setup (WPS)
	Pin Input Configuration (PIN)
	About

	Uninstall
	Uninstall Software

	Appendix
	Limited Warranty


