TEG-S2500i
24+2G Stackable
Switch

User’s Guide

Version 11.01

4/26/2004

-1-



TRENDware TRENDnNet

Limited Warranty

TRENDware warrants its products against defects in material and workmanship, under normal use and service, for the following

lengths of time from the date of purchase.

Wired 10/100/1000Mbps Ethernet Products 5 years*
(Adapter, Switch, Router, Firewall, VPN, Fiber)
*AC adapter, Cooling Fan, and Power Supply 1year

If a product does not operate as warranted above during the applicable warranty period, TRENDware shall, at its option and
expense, repair the defective product or part, deliver to customer an equivalent product or part to replace the defective item, or
refund to customer the purchase price paid for the defective product. All products that are replaced will become the property of
TRENDware. Replacement products may be new or reconditioned.

TRENDware shall not be responsible for any software, firmware, information, or memory data of customer contained in, stored on,
or integrated with any products returned to TRENDware pursuant to any warranty.

There are no user serviceable parts inside the product. Do not remove or attempt to service the product by any unauthorized
service center. This warranty is voided if (i) the product has been modified or repaired by any unauthorized service center, (ii) the
product was subject to accident, abuse, or improper use (iii) the product was subject to conditions more severe than those
specified in the manual.

Warranty service may be obtained by contacting TRENDware office within the applicable warranty period for a Return Material
Authorization (RMA) number, accompanied by a copy of the dated proof of the purchase. Products returned to TRENDware must
be pre-authorized by TRENDware with RMA number marked on the outside of the package, and sent prepaid, insured and
packaged appropriately for safe shipment.

WARRANTIES EXCLUSIVE: IF THE TRENDWARE PRODUCT DOES NOT OPERATE AS WARRANTED ABOVE, THE
CUSTOMER'S SOLE REMEDY SHALL BE, AT TRENDWARE'S OPTION, REPAIR OR REPLACEMENT. THE FOREGOING
WARRANTIES AND REMEDIES ARE EXCLUSIVE AND ARE IN LIEU OF ALL OTHER WARRANTIES, EXPRESSED OR
IMPLIED, EITHER IN FACT OR BY OPERATION OF LAW, STATUTORY OR OTHERWISE, INCLUDING WARRANTIES OF
MERCHANTABILITY AND FITNESS FOR A PARTICULAR PURPOSE. TRENDWARE NEITHER ASSUMES NOR AUTHORIZES
ANY OTHER PERSON TO ASSUME FOR IT ANY OTHER LIABILITY IN CONNECTION WITH THE SALE, INSTALLATION
MAINTENANCE OR USE OF TRENDWARE'S PRODUCTS.

TRENDWARE SHALL NOT BE LIABLE UNDER THIS WARRANTY IF ITS TESTING AND EXAMINATION DISCLOSE THAT THE
ALLEGED DEFECT IN THE PRODUCT DOES NOT EXIST OR WAS CAUSED BY CUSTOMER'S OR ANY THIRD PERSON'S
MISUSE, NEGLECT, IMPROPER INSTALLATION OR TESTING, UNAUTHORIZED ATTEMPTS TO REPAIR OR MODIFY, OR
ANY OTHER CAUSE BEYOND THE RANGE OF THE INTENDED USE, OR BY ACCIDENT, FIRE, LIGHTNING, OR OTHER
HAZARD.

LIMITATION OF LIABILITY: TO THE FULL EXTENT ALLOWED BY LAW TRENDWARE ALSO EXCLUDES FOR ITSELF AND ITS
SUPPLIERS ANY LIABILITY, WHETHER BASED IN CONTRACT OR TORT (INCLUDING NEGLIGENCE), FOR INCIDENTAL,
CONSEQUENTIAL, INDIRECT, SPECIAL, OR PUNITIVE DAMAGES OF ANY KIND, OR FOR LOSS OF REVENUE OR
PROFITS, LOSS OF BUSINESS, LOSS OF INFORMATION OR DATE, OR OTHER FINANCIAL LOSS ARISING OUT OF OR IN
CONNECTION WITH THE SALE, INSTALLATION, MAINTENANCE, USE, PERFORMANCE, FAILURE, OR INTERRUPTION OF
THE POSSIBILITY OF SUCH DAMAGES, AND LIMITS ITS LIABILITY TO REPAIR, REPLACEMENT, OR REFUND OF THE
PURCHASE PRICE PAID, AT TRENDWARE'S OPTION. THIS DISCLAIMER OF LIABILITY FOR DAMAGES WILL NOT BE
AFFECTED IF ANY REMEDY PROVIDED HEREIN SHALL FAIL OF ITS ESSENTIAL PURPOSE.

Governing Law: This Limited Warranty shall be governed by the laws of the state of California.

TRENDware International Inc.
3135 Kashiwa Street
Torrance, CA 90505

USA

Tel: (310) 891-1100
www.trendnet.com




TEG-S2500i Stackable Switch User’s Guide

L INTRODUGCTION ..ttt etttk s b e sh e e sk e e ek e e eEe e bt e as e e R e e eh £ e eb £ 2 x b e e R b e eb b e e b e e ebe e ebeeebeembeeaneebeeabeenbeanbeans 7
LL2 INSTALLATION ..ottt sttt sttt et e bbb bbb b0 H o0 E b b e d e s h e b E R b e e bbb e e b e b sb et e e b e 8
L3 INITIAL SET UP FOR MANAGEMENT ...ttt ittt sttt h bbb b bbb b bbbt 10

1.3.1 out-of-band Terminal-mode ManagemENL ...........cocveririeiereresie et e e ae e ae e snesre e e eneeneens 10
1.3.2 In-band management through ETNEINEL...........ccoov i e re e e 1
IR T B =T g T=t = T oo T 4T S RSRS 13
1.4 LED INDICATORS INFORMATION ....utiitiitiitiitistiisiiie it sre st sne st e sb et sh bbb se b sh s sh bbb b bbb 14

2. WEB MANAGEMENT FUNGCTION ...ttt ettt et sbe e sb e bt e st e ssaesbeesbeesbeenesnnenees 15
2.1. WEB MANAGEMENT HOME OVERVIEW ..ottt st 15
2.2, PORT STATUS ..ottt ittt et e bbb bt a bR b b e e e R ha b e b e b e e R e b b e e se e b e b s b e bbbt sae e 16

P S 1o | L 1o A oto U1 (=T i 1o S = L SRR 17
2.3, PORT STATISTICS .ttt ittt e h bbb e bbb bbb e s s a e b e b e b e R bbb sa e b b s b e bbb e na e e 18
2.4, SHOW IMAC TABLE ..ottt sttt bbb bbb e b bbb e b e b se b b s b e b et b et e e 19
2.5, ADMINISTRATOR .....utiutiute ittt sttt sttt e bbb e bt et e bbb e b e e e e s a e h e AR e e b e b4 e e a b s e e b e b e e b e b e e b e b sa e e b e b e s b et e beenae e 20

2.5.1. IP and Management MOOE........cueueiuireieiresestereeseese e st e teste s e s e esae e e s e teseestesseeseeseessesaeseensesaesaessesnenraeneeneeneens 20

BT (ot T T 4o [OOSR 22

2.5. 2.1 AUVANCED ...ttt bbbkt h bbb E Rt b ekt b et 22
2.5.2.2 IMIISC CONFIQ 1.ttt ettt st et et et e e te e b et e b e s s e st e Rt et e e b et et e s es s e R e e beebe b e b et ent et e eReebe et et e e antereare s 23

2.5.3 CoNSO0le POIt INFOFMELION. .....c.eviriiiiirciieree et nr et 24

2.5.4 POFT CONIIOIS ...ttt e e Rttt n et n et nn e nn s 25

2.5.5 TIUNKING ©.vtteitt ettt ettt ettt et e e R e s et es et e s ae s EeeRe e R e e R e en e e e e st e e e e R e e EeeReeR e e e entenRenRenEeeneeneeneeneenrens 27

R I ANo [o =T T (o T [ o RSOOSR USSR 27
2.5.5.2 AgQregator INTOIMALION. .......iiiiiiiici ettt ettt s e seebe s b et et e e es e e beebesb e se st e e ensebeebesbessesbeseanearearen 28
2.5.5.3 SHALE ACTIVILY ..ottt et b ettt e bt e b s bRt et e b e R e b e e e st R e e Reebente b et ent e R e e beebenre b e s antereare s 29
2.5.6 FIlTEr DALADASE ... ..vcvieevieiieeieesree et 30
2.5.6.1. IGIMIP SNOOPING ©..vveveitiieiteiesteteetee st st st et et et e teetestesbe st esseseeseebesbe s b e s es s e s e esseb e e be e b e s ea b e s e es s ebeebeebesse b e e ensetaebeabenae b essaneareareas 30
2.5.6.2. SEALIC IMAC AGUIESS......ocviiiiiiriiieiet ittt b bbb bbbt b bttt b bbbt ne bbbttt 31
2.5.8.3 IMAC fIHBIING. ..o ettt ettt ettt e te e b et e b e st e s e e seebe e b e s e st e s ess e R e e beebe s te b e e ens et e ebeebenae b e e antereare s 32
2.5.7. VLAN CONFIGUIALION ...eeiiieiei ittt ettt s e e e sa et et e et e e teeneen e e e enteseesnesreaneeneeneeneeneens 33
2.5.7.0. POIE BASEA VLAN ...ttt bbb bbbk bbbttt b bbbt e bbbt 35
2.5.7.2. 802.1Q VLAN ... .ottt ettt bt h bbbt b e sk b ek b b eea b h e h e R R R Rt Rt n bt bR n b et ereane 36

BTt TS o= Va1 =TSRSS 40

2.5.9. POIT IMIITTON 1.t R R Rt R bR Rt n et nen et nn et nren s 42

B TR N AV o A T 1Y oV Vo 1= SO 43

BT T YodU L 1§, U= Vo T OSSR 45

2.5.12  802.1X CONTIGUIALION......cvieiiieie sttt ettt et st st e s reeseese e st esae e eneeseesaesresneereeneeneeneens 46

B T T 1 o SRS 48



2.5.14 Agent /Stacking MaNagEMENT ........ccvieieeeeeeieresteseseesre s e sseereeees e seestestesaestesseeseeseessesseseesseseesaessesneesenneeneesenns 49

2.5.14.1 ManagemMENT WED U .......oouiiiiiiiiieeiti sttt sttt s e te et e s b et et e s e eb e et e e beeb e s te st e e ensebeebeabesbebeeansareaneas 50
BTN N N T gL Y Ty oo 1= OSSOSO PSPPSR 52
2.5.14.3 StACKING MANAQET .....veviiviitiititeeett ettt sttt te s b et e st et e e eseete et e be b e s s es s eseebeebe st et e s e esseseebeebesee et e e ensebeebesbessebessansereareas 53

2.6. TETP UPDATE FIRMWARE ......ocuiiiiiiiiiitiitist it b bbb e b et b et e e 58
2.7. CONFIGURATION BACKUP ......coiuiiiiiiii it bbb e b bbb e 59
P O I e o oty o] (= O g1 1T [T U o] S SS 59
2.7.2. TETP Backup CONfIQUIALION .......ccueiiiiieiecieicee ettt st sa s e e aesa et e tesnesaesneenaeneeneeneens 59
2.8  RESET SYSTEM ..iuiiiiiiiieiti ittt et sh bbbkt s a b bbb e s h b e b b e R bbb e sa s b e b b et e be b e 60
PR {1 =T 3 TP TP PP TP TP PR 60
2.10. EVENT LLOGGING ..ottt bbb bbb s a bbb bbb e bbb et e be e 61
3. CONSOLE -- 1K XMODEM UPDATE FIRMWIARE ........ccot ittt ne e 62
4. OUT-OF-BAND TERMINAL MODE MANAGEMENT ...ttt 65
AL IMAIN IMIENU ..ot e bbb bbb e e b s E e b e b e b e e bbb sh s bbb et bbb e 66
4.2 SWITCH STATIC CONFIGURATION .....ciitiitiiiietie ittt sse sttt e bbbt e b b s bbb e e e e bbb b et e ne 67
T o 0o ) 1T TV L1 o] o PSSR 68
o ¥ 1 @] 1T 0= 4 o) o PSS 70
YA I A @0 41 1T [V 11 o] o PSS 71
4.2.3. 1. VAN CONFIGUIE 1.ttt sttt sttt eete e te e b et et e s ess et e e ke e b e s et e s e e st e s e ebe et e e be b e b enseteebeebesbesbesee st ereaneats 71
4.2.3.2. CrEaE @ VLAN GIOUD w.iveitiitieie it st eie st essesteasee e sseesbesseesbesbeebesseesbe s ke ea b e sbeebe e b e e st e ab e e ke e b e et e abeenbeebe et e nbe e benbeenbenbeenes 73
4.2.3.3. EQit/ DEIETE @ VLAN GIOUP. . .cuviuieieitiitiitetetetteteatestesteteseessesessessestessessessaseasessesseseessesaaseasessessessessesseseasestesbeseensesaaseass 75
4.2.3.4. GroOUPS SOMEA IMOTE ......ueviiiieiicii ettt sttt e s b st ese e bt e be e b et e s e st e s e e beesa e b e e besbe b e s es s et e ebeabesbe b e e enteteabenten 76
S Y/ TSY ol @o] ) T 131 =LA o] o USSR 77
S O =12 o SRS TSR RSRPPR 78
4.2.4.2. IMAC AQE INTEIVAL .....coiiiiitiiiiie ettt ettt b et st et e st e s e e be e b e s be s b e s e st e seebe e b e e be et e b essesaebeabesbe b e e entereanearas 78
4.2.4.3. Broadcast StOIM FIIEEIING ....oceiiiciiicicee ettt s e ta e b et e s be b e b e st et e e besbesbe b e e entereebenrn 79
4.2.4.4. Max bridge transmit delay DOUNG............oooiiiiiiei ettt st b et beens 80
4.2.4.5. POIT SECUFILY ©vovviuietiitieteitestet et ete et s e ste st e et eteete e b e te st e st ese et e e teeb e be b e s s e s s e s e eRe e b e ebe et e s e st e s e ebe e b e e be b e s esseteebeebe st et et entereanents 80
4.2.4.5. COIlISIONS RELNY FOTBVET ....c.viuieiiieieie ittt te sttt eatete e b e te st et et essebe e b e s besbe s e b esaese et e e be et e s esseseebeebesbenbenaenteraaneats 81
o T o T T AN oo 112 o OSSP P PRSPPI 82
4.2.4.7. IFG COMPENSALION .....viitiitiiteiteiesiese e etestestesaesseteeseetessesbe s esseseebeete st e be s es s eseeseabeebe s e s es e eseebenbeebe s ess et e ebeabesbesbeseensereabeats 82
4.2.5. Administration CONFIGUIALION .........cueiiiiiieic it e e e e et e sbesneereeneeneeneenes 84
4.2.5. 1. ChanQe USEINAIMIE .....iviiteviietiesietisteste st estesaesestesbessessesseseesseseabessesbessess et s eseebesseabe s e st esaebe et e ebeebe s en s et e ebeabesbebeneentereabeats 84
4.2.5.2. ChaNQE PASSWOIT .......cueiuiitiititesieei et ste sttt te ettt e b et esteteeb e te st e s esse s s ebe e b e te b e s ens e s e ebeebeebe b e s ensesaebeebenbebenaentereanearas 85
4.2.5.3. DEVICE INFOMMALION ...ttt bbb b bbbttt bbbt 85
Y S | o O a1 1o U] = U4 o] FO OSSPSR PRSPPI 86
o oL Y 1T g o] G @o 41 1T VT L1 o] o SRS 87
o O = 1o g1V o] 41 1T [V L= 1 o] o SR 88



O N oo o S - (ol 0T | SO RP PSSR 88

4.2.7.2. 802.1D Priority CONTIQUIALION ....oviieiiiicisti ettt sttt st e b b e s b e et e be st e s e sseteebeebe st e b e e entereanenren 89
4.2.8. MAC AdAress CONFIQUIALION ........ocveiieiiiiieie ettt e e st et be st e e e seese e s e e e et e ntesneeraeneeneeneenees 90
4.2.8.1. SEALIC MAC AUUIESS. ... ..ottt bbbt b bbbt b bbbkttt e bbbttt bbbt 90
4.2.8.2. FIltErING IMAC AGUIESS ... viveteiisieteete ettt ste ettt st et et e st e teeb e te st et ese et e e beebe s s et e s e e st et e ebeebesbe b e s ens et e ebesbesbe b e e entarearenten 94

4.3. PROTOCOL RELATED CONFIGURATION .....ccutiitiitiitiitistisii sttt st sr bbb bbb bbb e bbbt e 98
4.3 L. STP ettt E R R R R R bbb bbb bbbttt 98
4.3.1.1. ENADIE/DISADIE STP ...t 99
4.3.1.2. STP SYStEM CONFIGUIALION .......civiitiieiii ettt e bt st e b et e s e e beebesbe st e s esseteebesbesbe b e e ensetearenten 99
4.3.1.3. Perport CONFIGUIALION .....oviiiiciieti ettt st b bbbt e s b b e st e s e e beebeebe e besbe b e s enseseebesbestenbeeensereaneas 101
A.3.2. SNIMP .o E R h bR E bbbt b bbb 102
B )Y (=11 1 o] o] O SO SOS PR PT T PPRRRPP 103
4.3.2.2. COMIMUNILY SEFINGS 1.vvevritiiteititetett et ste et e et este st e st e b eseeseateabesse b e s s eseeseebeabesses b e s s eseeseebeebenbe b e s enseseebeabessenbeeensareaneas 104
e T I =TI T To =] OSSPSR 107
4.3.3. GVRP...oittt bR bbb bbbttt b e 109
B34, IGMP ..o E R R R R e R R R R e R et et e r Rt h e nrenne 110
4.3.5. LACP (Link Aggregation Control ProtoCOI).........cccciviiiiiiiieiiie ettt 111
4.3.5. 1. WWOIKING POIT SEHING ... .cviitiitiiiiet ittt sttt s e te st e b e s e st e seebeebeebeebeste st e b essesaebeebesbesbesaenseneaneas 111
4.3.5.2.  SEAIE ACTIVILY .eutetiiiiiteitiite ettt ettt sttt et e et e s b e et r e Rt Re et e b e bRt et e Rt R e e Re b e Re et e b easeReebeebente et e e ensereane s 112
4.3.5.3. LACP SEALUS. .....cotiuiiteittitese ettt ettt bt h bbb e s b e R bR e R Rk kRt R R e a e Rt bbb r e e ene 113
4.3.6. 802.1X PIOTOCOI .. c.vviiiieeiiecteese sttt r et 115
4.3.6.1. ENADIE/DISADIE BO2.1X ....evviviiiiiiiiiteieite ittt 115
4.3.6.2.  802.1X SYStEM CONFIGUIATION......cviiiitiiieitiitiiet ettt ettt e b e e e teete et e te st e e essesaebeebesbesbesaenseneaneas 117
4.3.6.3.  802.1X PerPort CONTIGUIALION .......eiiiiiiiieictise sttt ettt b et e e seetesbe st e be st e b essesaebeeaesbesbesaenseneaneas 118
4.3.6.4. 802.1X MiSC CONFIGUIALION ...cvviviiiiiiiitiiiet ettt ettt b e b st s e b e tesbe s besbe st et esseseebeebesbe st e saenseneaneas 119

4.4, STATUS AND COUNTERS .....0iitiitiitiitiatie ittt sttt s h bbb sa b bbb e e e e bbb e bbb et ne s b e bbb e 120
e R o 4 ] = 101 TSSO P TSP 120
Oy o O 1V 1 (=] £ TSP 121
O Vo) 0 0T 010 14 L o] PP 122
4.5, REBOOT SWITCH ...uiiiiiiiii ittt s bbbt e bbb bbb sa b e b b e bbb e bbb b e 123
A.5.0 DEIAUIL......c.eceieeec Rt 123
4.5.2. RESTAN ..ottt Rt R e r et r e nn s 123
4.6. TETP UPDATE FIRMWARE ..ottt ittt s e bbbt e bbbk e b bbb e 124
TN I I S T T P (= 01 -SSP 124
4.6.2. ReStOre CONFIGUIE B ...viiiie e et et e st e e et e e e e n e e e et esee e e eesrenrenneens 125
T I 2 7= Yo 8 o0 ) 1T UL = =P 126

5. APPLICATION EXAMPLES ... .. etttk h e b et et e e e e he e ebe e eb e e bt e st e sbeesbeenbeenbeeneas 127
5.1 VLAN APPLICATION USED WITH SWITCH ..ottt st 127



5.2. TRUNKING APPLICATION USED WITH SWITCH 1uutttiiiiiiiiiiiiiiiieeeeeiiiiitteessesssesssbssssssssssssssssssssesssssssssssssesssasssses 129

5.3. “SINGLE IP—AGENT MODE” APPLICATION USED WITH SWITCH ...viiiiiiiiiieiiiie i 130
5.3.1 Typical setup of “Single IP-Agent MOde™ NEIWOIK: ......c.ccveieiiieie s 131
5.4. “SINGLE IP - STACKING MODE” APPLICATION USED WITH SWITCH USED WITH SWITCH ...c.oooviviiiiiniininnns 134
5.4.1 Aqguide to build up “Stacking SWItCHES™.........cov i 135
5.4.2 An Example of Port-Base Stacking VLAN .........cocicieie sttt sne e 136
5.4.3 Limitaion with Trunking in Stacking MOE..........cceeveieiie e e 139
5.5 COMPATIBILITY ON VIRTUAL SERVER AND “SINGLE IP” .....cciiiiiiiiiiiiiii s 140



1. Introduction

24+2G switch is a high performance web-managed SNMP Layer 2 switch that provides users with 24
10/100Mbps Ethernet and 2 1000Mbps Gigabit ports. This Switch has SNMP management and
remote control capabilities such as “Web Cluster”. The Gigabit module, which can be copper or fiber
media, supports 1000BASE-SX, 1000BASE-LX or 1000BASE-T, allowing users to increase their
network response time at gigabit speeds and with great flexibility. A RS-232 serial port provides an
easy way for installation and initial set-up.

Non-blocking and maximum wire speed performances are designed on all ports. The Switch not only
supports Auto-Negotiation, but also Auto-MDIX function on all switched 24 10/100M RJ-45 ports
and two Gigabit Copper ports in both half or full duplex mode. The Auto-MDIX function makes it
convenient for the user, because it eliminates cabling on straight-line or cross-line issues.

24+2G switch provides a convenient way to operate Layer 2 management through the browser. The
User-friendly drop-down menu allows the user to easily learn, control and monitor. It supports not
only traditional SNMP function, but also RMON 1,2,3,9 groups for advanced network analysis. A
new management tool called “Single IP” is implemented here to provide the administrator an access
right to enter private IP domain through a single real IP. By this management tool, network manager
can remotely control his far-side servers in private IP domain without being there.

The Switch also supports both port-based VLAN and Tag-based. To increase bandwidth application,
it supports 7 groups with up to 4 ports Trunk, and moreover, these trunk ports provide fair-over
function to provide back up when one or more ports malfunction. A stacking mode is introduced
here to enhance the ability of VLAN. An integrated Ul not only displays the link status of the
stacking sets, but also gives the easy way to set up their VLAN.

Totally front access design and full LED status display ease user’s installation and inspection and
maintenance efforts at rack mount environments. The extra LED display reflecting the fan status
allows for quick diagnosis of over-heat issues.



1.1 Unpacking

Open the shipping carton of the Switch and carefully unpack its contents, the carton should contain
the following items:

One 24+2G, 24 port Fast Ethernet Layer 2 Switch.

Mounting Kit: 2 mounting brackets and screws

Four rubber feet with adhesive backing.

One AC power cord.

One RS-232 cable

This User’s Guide (Disk or CD).

Note: to get the “Stacking” feature, please install the optional Gigabit Module (purchased separately).

1.2 Installation

You can use the following guidelines when choosing a place to install the Switch.

® The surface must support at least 3 Kg of weight. Do not place heavy object on the Switch.
® Visually inspect the power cord and AC power connector.
® Make sure that there is proper heat dissipation form and adequate ventilation around the Switch.

Desktop or Shelf Installation:

When installing the Switch on the desktop of shelf, the rubber feet included with the device should
first be attached. Attach these cushioning feet on the bottom at each corner of the device. Allow
adequate space for ventilation between the device and the objects around it.

Rack Installation:

The 24+2G switch can be mounted in an ELA standard-sized, 19-inch rack, which can be placed in a
wiring closet with other equipment. To install, attach the mounting brackets on the switch side panels
(one on each side) and secure them with the screws provided. Then, use the screws provided with the
equipment rack to mount the switch on the rack.



Power on:

The 24+2G switch can be used with an AC power supply 90-260V AC, 50-60Hz. The AC power
connector is located at the rear of the unit. The switch’s power supply will adjust to the local power
source automatically and may be turned on without having any or all LAN segment cables connected.

After the power switch is turned on, the LED indicators should respond as fallows:

® All LED indicators will momentarily blink. This blinking of the LED indicators represents a
reset of the system.

® The power LED indicator will blink while the Switch loads onboard software and performs a
self-test. After approximately 20 seconds, the LED will light again to indicate the switch is in a
ready state.

® The Speed, Link/Activity LED indicator may remain ON or OFF depending on every port’s
situation.

® The fan LED will be vanished if fan works normally, or LED goes RED if fan stop
or failed.



1.3 Initial set up for management

There are two management ways can be chosen, one is out-of-band management, you work this way
with a PC and connect your PC and switch through RS232 cable. The other way is
in-band-management, you also work with a PC but connect your PC and switch through Ethernet
network no matter local or remotely, or simply directly connect your PC and switch through an
Ethernet cable. Before you activate the management function with the Switch, you have to read the
instructions below carefully and do some proper setting to insure you can access the switch through
your PC, then the switch devices will be replied or responded correctly as you wish.

1.3.1 out-of-band Terminal-mode Management

First, turn on your PC and execute with terminal mode program, such as, if you are in Microsoft
Window environment, you may choose “super terminal “from programs that are listed for
communication. Then follow the steps below:

Step 1: Set Hyper Terminal parameters on your PC

Bits Rate per second = 9600
Parity = None

Data Bits = 8

Stop Bit=1

Flow Control = None

Step 2:

After setting the above on the PC, then connect your switch device with RS 232 cable, then type the
“enter” key, then, the device will response the Main Menu to you and ask you answer the username
and password. Then, Type the default value for the username and password to get further service, the
default username is” admin” and default password “123 *“. To know more about operation in this
mode, please refer the instructions in chapter 4 of this manual to perform all function you want.
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Intelligent 24 + 2 Switch
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pPassword:

1.3.2 In-band management through Ethernet

In addition to terminal mode operation, 24+2G switch also supports in-band management through
browser, this function is much more user-friendly than terminal mode, because it can be operated
through mouse on the PC screen and moreover it can be performed either locally or remotely through
Ethernet.

Before you can access the switch, you have to know following things.

First you have to know the IP Address and Subnet Mask of both your switch and your PC. The
default value of the IP Address and Subnet Mask within the switch can be got through terminal
mode operation described in chapter 4, while the IP Address and Subnet Mask of PC can be found
in your PC system.

Second, in general, within a network, the members in the same network domain must have the same
Subnet IP unless there are routers between them, or, members in the same network domain can’t talk
to each others, so make sure the communication members in the same domain must have
different IP Addresses and same Subnet Mask.

Third, If there is a DHCP server in the network domain, be sure to enable the DHCP function both
on your PC and the switch, then save the setting and reboot the switch again (power-off-and—on once),
DHCP server and its protocol will automatically assign IP address and related IP Subnet Mask and
Default gateway, under this condition, you can execute your browser program in your PC and simply
type http:// IP-Address-of-switch to access the switch through Ethernet or over Internet. But if
there is no DHCP in the network, then you must follow the steps instructed below:
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When there is no DHCP server in your network domain, according to the concept described above,
you must modify either the PC side or switch side to match the rule “the communication members
in the same domain must have different IP Addresses and same Subnet Mask. “, below, we try to
state the steps if we modify the content of IP configuration within the switch to match the domain
requirement of the PC:

Step 1: Get the IP configuration information in your PC

Step 2: Get IP configuration value used for switch from your network manager.

Get an IP Address for your switch, get IP Subnet Mask, and get default gateway IP address (if needed)
from your network manager.

Step 3: Modify the IP configuration value within the switch to match the rule

In the step 3, you must use the data that get from step 2 to modify the default value within the switch,
to achieve this, use terminal mode operation mentioned in 1.3.1. After modifying the IP address,
Subnet Mask, Default Gateway in the switch, then save the setting and execute the browser program
with http:// IP_Address_ of _switch, then you may access the switch with following dialogue below.
Then type user name and password to get further service. To find out more operation in this mode,
please refer the instructions in chapter 3 of this manual.

Al

pnnect to

=D

R
indez. hikrn
Liser narme; Lﬁ admin v|
Password: | sue !
[ Remember my password
[ (] 4 ] [ Cancel J
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1.3.3 Telnet management

In addition to local terminal mode operation, 24+2G switch supports remote management through
Telnet over network or even over Internet for that environment without browser. In this mode, user
also has to do the same setting as required in in-band management to the IP Configuration before
executing the Telnet program. Again, after proper setting to the switch, save the setting and connect
your Ethernet cable from your PC to any port of the Ethernet Switch, then you can simply typing as
following at the command line to access the switch:

Telnet IP_Address_of_Switch

The following dialogue below appears, type in user name and password to login. To find out more
operation in this mode, please refer the instructions in chapter 3 of this manual.

[

User Interface

{c) Intelligent 24 + 2 Standalone Switch

username

passuword:

L.l

£ >
iDisconnected Auko detect TCRYIP 3 | MM PGS
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1.4 LED indicators information

There are many LEDs on the front panel of switch, after the power on, these LEDs will reflect the
current status truly within the switch, we explain below:

There is one power LED on the left side of front panel, whenever power is applied, it lights with
green, below it, there is Diagnostic LED, it will go blinking during the power-on diagnostics. There
are two more FAN status LEDs aside the power LEDs, the upper one indicate the left fan status inside
the switch, it vanishes when fan works normally, and will goes RED while fan is stop or with
malfunction, the lower one indicates the same for the fan at right side within the switch.

Each RJ-45 of 10/100M is with two LEDs built-in on its upper corner, left one indicates link status

and activity, while the right one indicates the speed information.

Each RJ-45 of 10/100/1000M for gigabit module (optional) is somewhat different. Upper yellow LED
indicates for 10M LINK, middle green LED indicates for 100M LINK, but for 1000M, or Gigabit,

both upper and middle LEDs are lit when gigabit port is link with other Gigabit port.

LED Color |Status
Solid Blinking
Power Green [Turn solid green when power is |N/A
applied to this device.
DIAG Green |Successful diagnostic. during power on diagnostics
FAN Red |Left side fan fail. N/A
LINK/ACT| Green |Successful connection with Fast |Sending , Receiving or
Ethernet. collision packets
10/100M | Green |Successful connection with N/A
100Mbps Fast Ethernet.
Vanish |Successful connection with N/A

10Mbps Fast Ethernet.
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2. Web Management Function

2.1. Web Management Home Overview
This is a Home Page.

PRAR FANT

DiAG Fahz

Main Menu
o

Home

Port status Welcome 24+2 Intelligent Switch

Port Statiztics

Show MAC Table

Administrator

HFTP Update Firmware Switch Information

Configuration Backup Description SHMP 24+2 Switch With IP Agent
Reset System M-A.C Address : 000a17ffofoz
Reboot Firmware .UEI'SIIZII'I v10.01.01

ASIC version A7.00

Module Information

TYPE DESCRIPTION
Modulel |1000Tx W)
Module2 |1000Tx [

At this page, you may see the basic switch information and module information. All information in
these fields is read-only. That is, user can’t modify its contents.

Description: Display the name of device type.

MAC Address: The unique hardware address assigned by manufacturer (default)
Firmware Version: Display the switch’s firmware version.

ASIC Version: Display the switch’s ASIC version.

On the top of web page, there is a link status from image of front panel; every port will be with a
connector icon if this port is really linked with others, you also may click the function that listed at
left. Below is the explanation of each function:

2-2. Port status

2-3. Port Statistics
2-4. Show MAC Table
2-5. Administrator
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2-6. TFTP Update Firmware
2-7. Configuration Backup
2-8. Reset System

2-9. Reboot

2.2. Port status

This page provides current status of every port that depends on user’s setting and the negotiation
result.

The following inforrnation provides a view of the current status of the unit
L. Flow Rate
State Negotiation |Speed Duplex Control Control{100K)
Port Link Config Actual Priority | Security
Config| Actual Config|Actual | Config|Actual | Config|Actual Actual
Full|Half Ingr Egr

PORTL| ©n On  |Down| Auto | Auto | 100 100 Full Ful [Qn|On| On off Off |Disable Off
PORTZ | On on  |[Down| Auto | Auto | 100 100 Full Full | COn|Qn| On Off Off |Disable Off
PORTZ| On On  (Down| Auto | Auto | 100 100 Full Full |[On|Qn| On Off Off |Disable Off
PORT4| ©n On  |Down| Auto | Auto | 100 100 Full Ful [Qn|On| On off Off |Disable off
PORTS | On on  (Down| Auto | Auto | 100 100 Full Full |[Cn|on| On Off Off |Disable Off
PORTA | On On (Down| Auto | Auto | 100 100 Full Full |[On|Qn| On Off Off |Disable Off
PORT7 | ©n On  |Down| Auto | Auto | 100 100 Full Ful [Qn|On| On off Off |Disable Off
PORTES| ©On on Up | Auto | Auto | 100 100 Full Full |On | on | oOff Off Off |Disahle Off
PORTS | On On  (Down| Auto | Auto | 100 100 Full Full |[On|Qn| On Off Off |Disable Off
PORT10/ ©n On  |Down| Auto | Auto | 100 100 Full Ful [Qn|On| On off Off |Disable off
PORT11| ©n On  |Down| Autg | Auto | 100 | 100 Full Ful [On|On| ©On Off Off |Disable Off
PORT12| On On  |Down| AutD | Auto | 100 100 Full Full |[On|on| On Off Off |Disable Off
PORT13| ©n On  |Down| Auto | Auto | 100 100 Full Ful [Qn|On| On off Off |Disable Off
PORT14 On on  (Down| Auto | Auto | 100 100 Full Full [Cn|on| On Off Off |Disable Off
PORT1S| On On  (Down| Auto | Auto | 100 100 Full Full |[On|on| On off Off |Disable Off
PORT16| Cn On  |Down| Auto | Auto | 100 100 Full Ful [Qn|On| On off Off |Disable off
PORTL7| On on  (Down| Auto | Auto | 100 100 Full Full |[Cn|on| On Off Off |Disable Off

State: Display port statuses: disable or enable. “Unlink” will be treated as “off”.

Link Status: Down means “No Link”, UP means “Link”.

Auto Negotiation: Display the auto negotiation mode: auto/force/Nway-force.

Speed status: Display 1000Mbps or 100Mbps or 10Mbps speed, port 1- 24 are 10/100Mbps, Port
25-26 are 10/100/1000Mbps.

Duplex status: Display full-duplex or half-duplex mode.

Flow Control: Full: Display the flow control is enabled or disabled in full mode.
Half: Display the backpressure is enabled or disabled in half mode.

7. Rate Control: Display the rate control setting.

Ingr: Display the port effective ingress rate of user setting.

M w bR

Egr: Display the port effective egress rate of user setting.
8. Port Security: Display the port security is enabled or disabled.
9. Config: Display the state of user setting.
10. Actual: Display the negotiation result.
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2.2.1 single port counter and status

User can also click any port directly on the front panel of Home Page to get single port Status
which is shown below.

There is a flow rate historical chart on the right. User can track the flow rate of this port in the
past 60 hours. Changing the scale will re-calculate the chart.

@ 5 Statiis - Matwiork Ports L = e : Eﬂ:"ﬂﬁi
Port 5
State on i
Link Up
Trunking Hane
YLAN CEFALLT
TxGoodPkt 3755 50M
T=BadPkt a]
RxGoodPkt 6281
RxzBadPkt 0
TxAbort 1]
Collision 0 om
DropPkt 0
. -thr -0.5hr 0 {now)
Seale 10 sec v
sE_'] D © Internet
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2.3. Port Statistics

The following information provides a view of the current status of the whole unit.
Press “Reset” button to clean all count.

Port Statistics

The following information provides a view of the current status of the unit,

Port State Link | TxGoodPkt| THBadPkt|RxGoodPkt RxBadPkt TxAbort Collision DropPkt

FORT1 | On |Down ] ] 0 0 0 ] 0
FORTZ | On |Down o o 0 0 0 0 0
FORET3 | On |Down 0 0 0 0 0 0 0
FORET4 | On |Down o o 0 0 0 0 0
PORTS | On |Down ] ] 0 0 0 ] 0
PORTE | On |Down ] ] 0 0 0 ] 0
PORTY | On |Down ] ] 0 0 0 ] 0
FORTS | On Up 477 o 218 0 0 0 2
FOETS | On |Down 0 0 0 0 0 0 0
PORT10| On |Down ] ] 0 0 0 ] 0
PORT11] On [Down ] ] 0 0 0 ] 0

i
&7
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2.4. Show MAC Table

The following information provides a table of the current MAC address that the switch has learned.
Press “Prev” or “Next” button will browse previous 50 or next 50 items. The “Top” button will re-list
the table from the first MAC.

A sorting function is implemented here. Clicking header on the top of table will bring a new sorted
list of current content in the order of its title. For instance, clicking the “MAC” on the top of table will
refresh the table by the index of “MAC”.

Learned MAC Table

The following infarrmation provides a table of the current MAC addreszes that switch has learned.

NO MAC PORT | ¥ID TYPE
1 00-05-1C-11-BD-47 12 1] Dynamic
2 00-0C-6E-55-53-34 12 1] Dynamic
3 00-04-E6-81-30-E2 12 1] Dynamic
4 00-04-17-D0-00-45 10 1] Static
3 00-04-17-FF-00-62 & 1] Static
& 00-04-17-00-33-33 3 1] Static
7 00-50-FC-64-68-CE =] 1] Dynamic

Total MACS in table: 7

F'revl Tu:upl NE}dl
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2.5. Administrator

There are many management functions can be set or performed if you click the
Administrator on Home Page, including:

IP and Management mode
Switch settings

Console port information
Port configuration
Trunking

IGMP and MAC Filter
VLAN configuration
Spanning tree

Port Mirror

SNMP/Trap Manager
Security Manager

802.1x Configuration
Ping

Agent /Stacking Management

LR 2R 2K 2% 2R 2% 2R 2% 2R 2% 2R 2% 2R 4

2.5.1. IP and Management mode

User can modify the switch IP Settings by filling with the new value, then clicks “apply” button to
confirm (save) his setting, then he/she must reboot switch, then new IP configuration value will be
activated.

The Management mode indicates which role this switch is currently playing. “Agent Slave” means it
is treated as a normal switch. “Agent Master” means the "Single IP" is activated and the switch is
treated as agent manager. ”Stacking slave” is used only when this switch is going to be a member of
stacking set. This setting will force the switch to activate spanning tree protocol and some VLAN
settings for preparation of stacking switches. “Stacking Master” does the same tasks too, but it
plays the role of manager of the whole stacking switches. Only the “Stacking Slave” can be added
into the members of a stacking set under one “Stacking master”. The default management mode is
"Agent Slave".

The extra “Agent IP” setting is necessary for the “Single IP” management. It defines the IP and the
subnet mask the master switch will be assigned, which are in the same IP domain as the managed
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hosts’ one.
User can confine the “Single IP” function to local management by assigning the agent IP to the same
one as switch IP. Different from original IP forwarding method, it uses a method like webpage link

and won’t increase the loading of switch.

”Agent IP “setting and “Agent management” in the main menu will not show up if the agent mode is
set as “Slave”.

[Note] If any of the value is changed in this field, reboot is necessary.

IP & Management Mode

DHCP::.EEIisé.b.ie' v'

Switch IP Address | 102.168.223.100

Switch Subnet_Mask| 255.255.255.0

Switch Gatewray ﬁ92.1 GB8.223.254

Management Mode : : Stacking Master v:

(Default ; Agent Slave) |Adent Slave
Angent Master

Stacking Slave
tacking Master
B 1 LI

Agent IP Address 182"

Agent Subnet_Mask| 255 2552550
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2.5.2 Switch Setting

2.5.2.1 Advanced

€ Miscellaneous Setting:

MAC Address Age-out Time: Type the number of seconds that an inactive MAC address remains in the
switch's address table. The valid range is 300~765 seconds. Default is 300 seconds.

Max bridge transit delay bound control: Limit the packets queuing time in switch. If enable, the
packets queued exceed will be drop. These valid values are 1sec, 2 sec, and 4 sec and off. Default is 1
seconds.

NOTE: Make sure of “Max bridge transit delay bound control” is enabled before enable Delay Bound,
because Enable Delay Bound must be work under “Max bridge transit delay bound control is enabled”
situation.

Broadcast Storm Filter: To configure broadcast storm control, enable it and set the upper threshold for
individual ports. The threshold is the percentage of the port's total bandwidth used by broadcast traffic.
When broadcast traffic for a port rises above the threshold you set, broadcast storm control becomes
active. The valid threshold value is 5%, 10%, 15%, 20%, 25% and off.

¥ MaC Table Address Entry
Age-out Time: |3UU seconds (300~765, must be multiple of 3)

Max bridge transmit delay bound cantral: IC'FF "’I
[ Enable Low Queue Delay Bound ----- Max Delay Time: |255 {1~255, 2ms,/unit)

Broadcast Storm Filter Mode: |5% 'I

€ Priority Queue Service settings:

First Come, First Serve: The sequence of packets sent is depending on arrive orders.
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All High before Low: The high priority packets sent before low priority packets.

WRR: Weighted Round Robin. Select the preference given to packets in the switch's high-priority
queue. These options represent the number of high priority packets sent before one low
priority packet is sent. For example, 5 High: 2 Low means that the switch sends 5 high-priority

packets before sending 2 low- priority packets.
Enable Delay Bound: Limit the low priority packets queuing time in switch. Default Max Delay
Time is 255ms. If the low priority packet stays in switch exceed Max Delay

Time, it will be sent. The valid range is 1-255ms.

Qos Policy: High Priority Levels: 0~7 priority level can map to high or low queue.

Priority Queue Service:

802.1p Priority

* First Come, First Serve
" all High before Low

= WRR

————— High weight: IE Low weight: I1

Qos Policy: High Priority Levels

[T Levelo T~ Levell [T Levelz [T Levelz W Leveld ¥ Levels W Levels ¥ Level7?

Ay | Default | Help |

2.5.2.2 Misc Config

Collisions Retry Forever:

Disable — In half duplex, collision-retry maximum is 48 times and packet will be
dropped if collision still happen.
Enable — In half duplex, if happen collision will retry forever.

Hash Algorithm: Choose algorithms, CRC-Hash or DirectMap, to maintain MAC address table.

IFG Compensation: Enable or disable inter-frame gap (IFG) compensation.
802.1x Protocol: Enable or disable 802.1x protocol.
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Advanced Misc Config |

Collisions Retry Forever : Im
Hash Algorithm IW
IFG compensation : Im
802.1x% Protocol : Im

Apply | Default | Help |

2.5.3 Console Port Information

Console is a standard UART interface to communicate with Serial Port.
User can use windows HyperTerminal program to link the switch. Connect To -> Configure:

Bits per seconds: 9600
Data bits: 8

Parity: none

Stop Bits: 1

Flow control: none

Console Information

Baudrate(bhitsfsec) 9500
Data Bits 2
Parity Check none
Stop Bits 1
Flow: Control none

Help |
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2.5.4 Port Controls

User may modify or change mode operation in this page.

Port Controls

Rate Control
Flow Control
Port State Negotiation|Speed |Duplex (100K} Priority Security
Full Half Ingress Egress
[Enable =||[auto =]  |100 =|[Ful =]||Enable *||Enable =||0 o [ Disable =|| ™
Apply
o Flow Rate
State Megotiation |[Speed Duplex Control Control(100K)
Port Link Config actual Priority|Security
Config|Actual Config|Actual|Config| Actual| Config Actual Actual
Full Half Ingr Egr
PORTS |On on Downlduto  [Auto (100 100 |Full Full On |On |On off off Disable |Off
PORTS |On on Downlbuto  |Auto |100 100 Full Full On |On (On Off Off Disahle [Off
PORT10/0N on Downlauto  JAgto 100 (100 [Full Full on |0n 0N Off off Disable |Off

State: User can disable or enable this port control.
Auto Negotiation: User can set auto negotiation mode is Auto, Nway (specify the speed/duplex on
this port and enable auto-negotiation), Force of per port.
Speed:
User can set 100Mbps or 10Mbps speed on Portl~Port24.
User can set 1000Mbps, 100Mbps or 10Mbps speed on Port25~Port26 (depend on module card
mode).
Duplex: User can set full-duplex or half-duplex mode of per port.
Flows control:
Full: User can set flow control function is enable or disable in full mode.
Half: User can set backpressure is enable or disable in half mode.
Rate Control: portl ~ port 24, supports by-port ingress and egress rate control. For example, assume
port 1 is 10Mbps, users can set its effective egress rate at 1Mbps and ingress rate at 500Kbps. Device
will perform flow control or backpressure to confine the ingress rate to meet the specified rate.

Ingress: Type the port effective ingress rate. The valid range is 0 ~ 1000. The unit is 100K.
0: disable rate control.
1 ~1000: valid rate value

Egress: Type the port effective egress rate. The valid range is 0~1000. The unit is 100K.
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0: disable rate control.
1 ~1000: valid rate value.

7. Port Priority: Enable or disable the port priority function. There are two priorities (high or low)
provided if port priority is enabled.

8. Port Security: A port in security mode will be “locked” without permission of address learning. Only
the incoming packets with SMAC already existing in the address table can be forwarded normally.
User can disable the port from learning any new MAC addresses, then use the static MAC addresses
screen to define a list of MAC addresses that can use the secure port. Enter the settings, then click
Apply button to change on this page.
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2.5.5 Trunking

The Link Aggregation Control Protocol (LACP) provides a standardized means for exchanging
information between Partner Systems on a link to allow their Link Aggregation Control instances to reach
agreement on the identity of the Link Aggregation Group to which the link belongs, move the link to that
Link Aggregation Group, and enable its transmission and reception functions in an orderly manner. In
conclusion, Link aggregation lets you group up to eight consecutive ports into a single dedicated
connection. This feature can expand bandwidth to a device on the network. LACP operation requires
full-duplex mode, more detail information refers to IEEE 802.3ad

2.5.5.1 Aggregator setting

Trunking

Aggregator Setting | Aaqqregator information State Activity

System Priority

K

Group ID | Groupt =] == Get
LACP -

Waork Ports |4

FORT] << Add << | FORTE =
PORT? PORTE
PORTS PORT?
PORT4 _ Remove->_| PORTS
PofiTg
PORTID
PORTI1
PORTIZ
PORT13 x|

Applﬁ;l Deletel Help I

1. System Priority: A value used to identify the active LACP. The switch with the lowest value has the
highest priority and is selected as the active LACP. Valid value is 1~65535.

2. Group ID: There are seven trunk groups to provide configure. Choose the "group id" and click
"Get".

3. LACP: If enable, the group is LACP static trunking group. If disable, the group is local static
trunking group. All ports support LACP dynamic trunking group. If connecting to the device that also
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supports LACP, the LACP dynamic trunking group will be created automatically.

4. Work ports: Allow max four ports can be aggregated at the same time. If LACP static trunking
group, the exceed ports is standby and able to aggregate if work ports fail. If local static trunking
group, the number must be as same as the group member ports.

Select the ports to join the trunking group. Allow max four ports can be aggregated at the same time.
If LACP enable, you can configure LACP Active/Passive status in each port on State Activity page.
Click Apply.

2.5.5.2 Aggregator Information

When you are setting LACP aggregator, you can see relation information in here.
1. This page is no group active. LACP don’t working.

Trunking

Aggregator Setting Aggregator information | State Activity

The following information provides a view of LACP current status.

NO GROUP ACTIVE

2. This page is Static Trunking groups.

| Aggregator Setting Aggregator information | State Activity

The tollowing infarmation provides a view of LACP current status.

Static Trunking Group
Group Key 1
Port_Mo 1234

Static Trunking Group
Group Key |2
Port_Mo 78910

3. This page is Actor and Partner trunking one group.
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Aqoregator Setting Aggregator information | State Activity

The following information provides a view of LACP current status.

Groupl
Actor Partner
Priority|0 1
MAC 000a17ffofoz 000a17ffofos
PortMo ([Key|Priority|Active |(PortNo |[Key|Priority
PORT1 (5131 selected|PORTZ21(|513|1
PORTZ (2131 selected|PORTZ22|513|1
PORTZ [513(1 selected|PORTZ23(513|1
PORT4 [513(1 selected|PORTZ24({513 |1

2.5.5.3 State Activity

Active (select): The port automatically sends LACP protocol packets.

N/A (no select): The port does not automatically sends LACP protocol packets, and responds only if it

receives LACP protocol packets from the opposite device.

1. Alink that has either two active LACP ports or one active port can perform dynamic LACP trunking.
A link has two N/A LACP ports will not perform dynamic LACP trunking because both ports are
waiting for and LACP protocol packet from the opposite device.

2. If you are active LACP’s actor, when you are select trunking port, the active status will be created
automatically.

| Agqregator Setting | Agqregator information State Activity |

Port| LACP State Activity [Port| LACP State Activity %
1 W active z W active
3 ¥ Active 4 V¥ Active
5 NF, & MA,

7 ¥ active g8 ¥ active
q W active 10 W active
11 N/A 12 M2
13 M, 14 M,
15 ML 16 ML
17 NiL, 18 MiA,
13 N/A 20 MiA
21 N/A 22 M2
23 MFL, 24 MFL,
25 N/A 26 M2
Apply | Help |
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2.5.6 Filter Database

2.5.6.1. IGMP Snooping

The 24+2G switch supports multicast IP. One can enable IGMP protocol on this web page, and then
display the IGMP snooping information on this page. There are all multicast groups, VIDs and member
ports in the list. IP multicast addresses range from 224.0.0.0 through 239.255.255.255.

IGMP Snooping | Static MAC Addresses | MAC Filtering

[% Multicast Group
Ip_Address I MemberPort
239,255 255.2450 1 g
23925858 2845.240 g g

IGMP Protocol: |Enable =

IGMP Query Mode: IEHEbIE 'I
-'g'-F'F'h"l

The Internet Group Management Protocol (IGMP) is an internal protocol of the Internet Protocol (IP)
suite.

IGMP can manage the multicast traffic if the members (switches, router or other network devices) of
group support IGMP. With IGMP enable, the member ports will detect IGMP queries, report packets and
manage the IP multicast traffic through the switch.

IGMP have three fundamental types of message as follows:

Message Description

Query  |Amessage sent from the queries (IGMP router or switch) asking for a
response from each host belonging multicast group.
Report  |A message sent by a host to the queries to indicate that the host wants to be or
is @ member of a given group indicated in the report message.
Leave Group |A message sent by a host to the queries to indicate that the host has quit being
a member of a specific multicast group.
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2.5.6.2. Static MAC Address

When you add a static MAC address, it remains in the switch's address table, regardless of whether the
device is physically connected to the switch. This saves the switch from having to re-learn a device's
MAC address when the disconnected or powered-off device is active on the network again.

IGMP Snooping Static MAC Addresses MAC Filtering

Static addresses currently defined on the switch are listed below,
Click Add to add a new static entry to the address table.

MAC Address POET WVID
000a17000355 FORT3
000a17000343 FORTS 0

Mac Address |
Port num |PORT1 =]
Vlan 1D [

Prevso | Top| mextso | [add] Delete | Help |

At the main menu, click administrator > Filter Database - Static MAC Address.
In the MAC address box, enter the MAC address to and from which the port should permanently
forward traffic, regardless of the device’s network activity.
3. Inthe Port Number box, enter a port number.
If tag-based (IEEE 802.1Q) VLANS are set up on the switch, static addresses are associated with
individual VLANS. Type the VID (tag-based VLANS) to associate with the MAC address.
Click the Add.
Click the “Prev 50” will list the previous 50 MAC addresses.
Click the “Top” will refresh the list from the first entry.
Click the “Next 50" will list the next 50 MAC addresses.

© N o v
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2.5.6.3 MAC filtering

MAC address filtering allows the switch to drop unwanted traffic. Traffic is filtered based on the
destination addresses.

| IGMP Snooping Static MAC Addresses MAC Filtering |

Specify a MAC address to filter,

MAC Address Wik
000a1 Tddooo _U
000&17dd0003 1]
000a17ddon1 6 ]

Mac Address |

vlan ID m

add] Detete | Help |

In the MAC Address box, enter the MAC address that wants to filter.
If tag-based (802.1Q) VLAN are set up on the switch, in the VLAN ID box, type the VID to associate
with the MAC address.

3. Click the Add.
Choose the MAC address that you want to delete and then click the Delete.
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2.5.7. VLAN configuration

A Virtual LAN (VLAN) is a logical network grouping that limits the broadcast domain. It allows you to
isolate network traffic so only members of the VLAN receive traffic from the same VLAN members.
Basically, creating a VLAN from a switch is logically equivalent of reconnecting a group of network
devices to another Layer 2 switch. However, all the network devices are still plug into the same switch
physically.

The 24+2G switch supports port-based, 802.1Q (tagged-based) and protocol-base VLAN in web
management page. In the default configuration, VLAN support is disabling.

VLAN Configuration

% VAN Operation Mode: |ND YWLAN j
[ Enable GWRP Protocol

VAN NOT EMNABLE

€ Support Port-based VLAN

Packets can only be broadcast among members of the same VLAN group. Note all unselected ports are
treated as belonging to another single VLAN. If the port-based VLAN enabled, the VLAN-tagging is
ignored.

VTasda

: - .
™ i Ny R N

- gl

, P e ) ?_

E1  E2 Ly M1 M2 i

k\ Engineering 4 x\ harketing _,a"
N L
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€ Support Tag-based VLAN (IEEE 802.1Q VLAN)

Tagged-based VLAN is an IEEE 802.1Q specification standard. Therefore, it is possible to create a
VLAN across devices from different switch venders. IEEE 802.1Q VLAN uses a technique to insert a

“tag” into the Ethernet frames. Tag contains a VLAN ldentifier (VD) that indicates the VLAN numbers.
WTES2E

"?J -'*m;?f u}*ﬂ-
,l z
E1 F? 1 : ru11 h12 |
v Engineering M0 =274 *-,MsrketqufﬂD )|
. Py J
- - \,__ -

€ Support Protocol-based VLAN

In order for an end station to send packets to different VLANS, it itself has to be either capable of tagging
packets it sends with VLAN tags or attached to a VLAN-aware bridge that is capable of classifying and
tagging the packet with different VLAN ID based on not only default PVID but also other information
about the packet, such as the protocol.

24+2G switch will support protocol-based VLAN classification by means of both built-in knowledge of
layer 2 packet formats used by selected popular protocols, such as Novell IPX and AppleTalk’s Ether
Talk, and some degree of programmable protocol matching capability.

-34-



2.5.7.1. Port Based VLAN

Rc'JL-'l‘«r\J Operation Mode: | Port Based vLAN |
I™ Enable GYRP Protocol

YLAMN Information

WLAMT__ 1
V0LAMZ_ 2

add| Edit| Delete | PrePage | NePage

Click Add to create a new VLAN group.

Enter the VLAN name, group ID and select the members for the new VLAN.

Click Apply.

If there are many groups that over the limit of one page, you can click the “Next Page” to view other
VLAN groups.

el

VLAN Name: |[vLAN1

VIiD: |1

PORT?
PORTS
PORTY
FORTIO
FORTI
FORT1 2
FORT13
FORT] 4 — == Remoyve
PORT1A
PORT16
PORTIY
PORTIS =]

Applyl Help |

NOTE: If the trunk groups exist, you can see it (ex: TRK1, TRK2...) in select menu of ports, and you
can configure it is the member of the VLAN or not.
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2.5.7.2.802.1Q VLAN

This page, user can create Tag-based VLAN, and enable or disable GVRP protocol.
There are 256 VLAN groups to provide configure. Enable 802.1Q VLAN, the all ports on the switch
belong to default VLAN, VID is 1. The default VLAN can’t be deleted.

WILAN Operation Mode: IEUEJQ j
™ Enable GWRP Protocol

| Basic | Port V1D

VLAMN Information
DEFALILT 1

Add| Edit| Delete | FrePage | MetPage | Help |

GVRP (GARP [Generic Attribute Registration Protocol] VLAN Registration Protocol)

GVRP allows automatic VLAN configuration between the switch and nodes. If the switch is
connected to a device with GVRP enabled, you can send a GVRP request using the VID of a VLAN
defined on the switch, the switch will automatically add that device to the existing VLAN.
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€ Basic

Create a VLAN and add tagged member ports to it.

1. From the main menu, click Administrator >VLAN configuration, click Add then you will see the
page as follow.

T e | Partvin

YLAMN Mame:

VIiD:

Protocol Vlan:

PORTE |
FORTY
FORTS
FORTS
FORTIO
FORT11
FORT12
FORTIZ T == Remove |
FORT14

FORT14

FORT16

PORTIT x|

Met | Help |

2. Type a name for the new VLAN.

3. Type a VID (between 2-4094). The default is 1.

4. Choose the protocol type.
We support 802.1v with the implementation of Port-and-Protocol-based VLAN classification.
User can combine the field “Protocol VIan” and the field of the port number to form a new
VLAN group.

NOTE:

IEEE 802.1v provides user to classify the packet through untagged port. There are two possible
strategies of the 802.1v supporting: Port-based VLAN and Port-and-Protocol-based VLAN. We
can support both Port-based VLAN and Port-and-Protocol-based VLAN with our product. User
set the VID to mark the packet from untagged port. Then, the packet can be scheduled by the way
of the IEEE 802.1q.
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T e | PortviD

VLAN Name: ||QvLAN1

VID: [25

Protocol ¥lan: || MOMNE |
PORTE
PorTs | | (4R
o APPLETALK

APPLETALK_MARP

PORT10
e NOVELL_IPX
SR BANYAN_VINES_C4
PORT{3—  ||[BANYAN_VINES C5
B BANYAN_VINES_AD
FORTIE DECNET_MOP_01
FORT1E DECMET_MOP_02
PORTI7 =| |

Next | Help |

5. From the Available ports box, select ports to add to the switch and click “Add >>". If the trunk
groups exist, you can see it in here (ex: TRK1, TRK2...), and you can configure it is the member
of the VLAN or not.

6. Click Next. Then you can view the page as follow :

WLAM Mame: AN
WLAN IO 25

UnTag Member

7. Uses this page to set the outgoing frames are VLAN-Tagged frames or no. Then click Apply.
Tag: outgoing frames with VLAN-Tagged.
Untag: outgoing frames without VLAN-Tagged.
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@Port VID
Configure port VID settings
From the main Tag-based (IEEE 802.1Q) VLAN page, click Port VID Settings.

a02.1a w

Basic Port ¥ID |

Assign a Port WLAN ID (1~255) for untagged traffic on each port,
then click Submit to apply the changes on this page.

|Enable |

LAppIH [ Default ] [Help]

Port VID (PVID)

Set the port VLAN ID that will be assigned to untagged traffic on a given port. This feature is useful
for accommodating devices that you want to participate in the VLAN but that don’t support tagging.
24+2G switch each port allows user to set one PVID, the range is 1~255, default PVID is 1. The
PVID must as same as the VLAN ID that the port belong to VLAN group, or the untagged traffic will
be dropped.

Ingress Filtering

Ingress filtering lets frames belonging to a specific VLAN to be forwarded if the port belongs to that
VLAN. 24+2G switch has two ingress filtering rule as follows:

Ingress Filtering Rule 1: A forward only packet with VID matching this port’s configured VID.
Ingress Filtering Rule 2: Drop Untagged Frame.
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2.5.8. Spanning Tree

The Spanning-Tree Protocol (STP) is a standardized method (IEEE 802.1D) for avoiding loops in
switched networks. Enable STP to ensure that only one path at a time is active between any two nodes
on the network.

You can enable Spanning-Tree Protocol on web management’s switch setting advanced item, select
enable Spanning-Tree protocol. We are recommended that you enable STP on all switches ensures a
single active path on the network.

1. You can view spanning tree information about the Root Bridge. Such as follow screen.

Root Bridge Information

Priority 32768
Mac Address 000a17ffofoz
Root_Path_Cost ]
Root Port ]
Max Age 20
Hello Time 2
Forward Delay 15

2. You can view spanning tree status about the switch. Such as follow screen.

STP Port Status

PortNum PathCost | Priority PortState
PORT1 10 128 FORMWARDING
POETZ 10 1238 FORWARDIMG
POET3 10 1238 FORMWARDIMG
PORET4 10 1238 FORMWARDIMG
POETS 10 123 FORMARDIMG
POETE 10 123 FORMWARDIMNG
PORETY 10 123 FORMWARDIMNG
PCOETE 10 123 FORMWARDIMG
PORTS 10 128 FORMWARDING
PORET1O 10 1238 FORWARDIMG
PORET11 10 1238 FORMWARDIMG
POET12 10 1238 FORMWARDIMG
POET12 10 123 FORMARDIMG
PORT14 10 123 FORMWARDIMNG
PORET1S 10 123 FORMWARDIMNG
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3. You can setting new value for STP parameter, then click set Apply button to modify

Configure Spanning Tree Parameters
STP State v

Priority {0-65535) IEETEE
I,

Max Age (6-40) % | [i0

Hello Time {1-10) |2

Forward Delay Time({4-30) |1 g

Apply

Parameter Description
Priority You can change priority value, A value used to identify the root bridge.

The bridge with lowest value has the highest priority and is selected as
the root. Enter a number 1 through 65535.
Max Age |You can change Max Age value, The number of second bridge waits
without receiving Spanning-Tree Protocol configuration messages
before attempting a reconfiguration. Enter a number 6 through 40.
Hello Time |You can change Hello time value, the number of seconds among the
transmission of Spanning-Tree Protocol configuration messages. Enter a
number 1 through 10.

Forward |You can change forward delay time, The number of seconds a port waits
Delay time |before changing from its Spanning-Tree Protocol learning and listening
states to the forwarding state. Enter a number 4 through 30.

4. The following parameter can be configured on each port, click set Apply button to modify

Configure Spanning Tree Port Parameters

Path Cost Priority
[% Port Number {1-65535; {0 - 255;
Default 10} Default 128)

|1II| 128
Applyl Help |

Parameter Description

You can make it more or less likely to become the root port, the rage is
0-255,default setting is 128
The lowest number has the highest priority.

Port Priority

Specifies the path cost of the port that switch uses to determine which port
Path Cost are the forwarding ports

the lowest number is forwarding ports, the rage is 1-65535 and default
value base on IEEE802.1D

10Mb/s = 50-600 100Mb/s = 10-60 1000Mb/s = 3-10
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2.5.9. Port Mirror

The Port Mirror is a method for monitor traffic in switched networks. Traffic through ports can be
monitored by one specific port. That is, traffic goes in or out monitored ports will be duplicated into
Analysis port.

Roving Analysis Mode: Press Space key to set mirror mode: Disable \Rx \Tx \Both.

2. Analysis Port: It means this port can be used to see all monitors port traffic. You can connect
analysis port to LAN analyzer or netxray.

3. Monitored Port: The ports you want to monitor. All monitor port traffic will be copied to analysis
port. You can select max 25 monitor ports in the switch. User can choose which port that they
want to monitor in only one mirror mode.

If you want to disable the function, you must select monitor port to none.

Mirror Port Configuration

Roving Analysis State: BOTH  »
Analysis Port: | PORTI v
Port Monitor
FORT1
PORTZ
PORT3
PORT4
PORTS
PORTE
PORT? O
PORTS O
PORTY O
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2.5.10. SNMP/Trap Manager

Any Network Management platform running the simple Network Management Protocol (SNMP) can
manage the switch, provided the Management Information Base (MIB) is installed correctly on the
management station. The SNMP is a Protocol that governs the transfer of information between
management station and agent.

1. System Options : Use this page to define management stations as trap managers and to enter
SNMP community strings. User can also define a name, location, and contact person for the
switch. Fill in the system options data, and then click Apply to update the changes on this page.

Name: Enter a name to be used for the switch.
Location: Enter the location of the switch.
Contact: Enter the name of a person or organization.

System Options
MName : |24+2 Intellinent Switch

Location : |h.|1|5

Contact :|[administratot]

Applyl Help |

2. Community strings serve as passwords and can be entered as one of the following:
RO: Read only. Enables requests accompanied by this string to display MIB-object information.

RW: Read write. Enables requests accompanied by this string to display MIB-object information
and to set MIB objects.

Community Strings

Current Strings : Mew Community String :
public__RO == Add == | String :
private_ R
Remaoyve | @RO O RW

3. Trap Manager : A trap manager is a management station that receives traps, the system alerts

generated by the switch. If no trap manager is defined, no traps are issued. Create a trap manager
by entering the IP address of the station and a community string.
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Trap Managers

192.168.1.1

== Add ==

I

Femuaove

IP Address : |192.1EE.1.254

Community : |private|
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2.5.11 Security Manager

On this page, user can change user name and password with following steps.

User name: Type the new user name.
Password: Type the new password.

3. Reconfirm password: Retype the new password.

4. Click Apply.

Security Manager

User Mame: Iadmin

AssignfChange password: sas

Reconfirm pssword: ee

-'Q'-F'F'Wl
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2.5.12 802.1x Configuration
System Configuration

802.1x makes use of the physical access characteristics of IEEE802 LAN infrastructures in order to
provide a means of authenticating and authorizing devices attached to a LAN port that has
point-to-point connection characteristics, and of preventing access to that port in cases in which the
authentication and authorization process fails.

To enable 802.1x, from Administrator \Switch setting \Advanced then you still to fill in the
authentication server information :

802.1x Configuration

System Configuration | Per Port Confiquration | Misc Configuration

Configure 802.1x Parameters

Radius Server IP : |192.1EE.221.T2
Server Port: |1E12
Accounting Port: |1E13
Shared Key : |12345672
MAS, Identifier: [MAS_L2_SwiTCH
Apply | Help |

Radius Server IP Address: the IP address of the authentication server.

Server Port: The UDP port number used by the authentication server to authenticate. Accounting
Port: The UDP port number used by the authentication server to retrieve accounting information.
Shared Key: A key shared between this switch and authentication server.

NAS, Identifier: A string used to identify this switch.

Perport Configuration

In this page, you can select the specific port and configure the Authorization State.
Each port can select four kinds of Authorization State:

- 46 -



Configure 802.1x Per Port State
Port Number Port State

PORTI
FORT2
FORTS
FORTS %

PORTS |
Apph_.rl Helpl

Fu : Force the specific port to be unauthorized.

FY

Al T

Fa : Force the specific port to be authorized.
Au : The state of the specific port was determined by the outcome of the authentication.
No : The specific port didn't support 802.1x function.

Misc Configuration

In this page, you can change the default configuration for the 802.1x standard:

Configure 802.1x misc configuration

Quiet period: |EIZI
Tz period: |3EI
Supplicant timeout: |3EI
Server timeout: |3EI -
Max requests: |2 I
Reauth period: |35EIEI
Apply | Help |

Quiet Period : Used to define periods of time during which it will not attempt to acquire a supplicant
(Default time is 60 seconds).

Tx Period : Used to determine when an EAPOL PDU is to be transmitted (Default value is 30
seconds).

Supplicant Timeout: Used to determine timeout conditions in the exchanges between the supplicant
and authentication server (Default value is 30 seconds).

Server Timeout : Used to determine timeout conditions in the exchanges between the authenticator
and authentication server (Default value is 30 seconds).

Max requests : Used to determine the number of re-authentication attempts that are permitted before
the specific port becomes unauthorized (Default value is 2 times).

Reauth Period : Used to determine a nonzero number of seconds between periodic re-authentication
off the supplications (Default value is 3600 seconds).
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2.5.13 Ping

This switch provides a simplified ping function for user to check whether a IP is on line or not.

Ping IP Address

Please input the host Ip to be pinged and count number, then press the Apply buttan.

IP Address |1921G68.223.254

Send Counts| 5

Input the IP Address and counts of ping packet to send. Press “Apply” to continue next page.

Ping IP Result

Thiz page provides the result of pinging host IP, Press the Stop button to stop pinging and return,

F'ing B_ett_ing
IP Address

Send Counts

Feply form the device

Reply Counts

Stop

This page will display the result of the pinging IP . It continues updating the “Reply Counts” when the
ping packets are sending. User can interrupt the progress by clicking “Stop” button.

If the reply counts remain zero after webpage reload stops, it could mean that the pinged host of this
IP does not exist.
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2.5.14 Agent /Stacking Management

This switch provides a new management tool for user to manage a group of LAN switches by an IP
agent method. “Single IP” is the name, meaning that the administrator can access other network
devices through one single IP device.

Different from the method of router's NAT (from virtual IP domain to real IP domain), single IP provides a
reverse access (from real IP domain to virtual IP domain) by an IP-forwarding technology. With this
[P-agent method, network administrator can remotely control his far-side hosts without being there, for
he/she can access the private domain hosts through the agency of one real IP switch with  “Single IP” .

There are maximum 32 sets of information of network devices stored in the single IP switch and 16
sets in Stacking switch. Basically these network devices should provide http or telnet service for the
single IP switch to forward those protocol packets; meanwhile SNMP protocol can be also passed
through if they support SNMP service.

More over, this single IP switch has no exclusiveness, meaning that administrator can group up
network devices of any type (router, switch, server...) or brand without worrying their incompatibility.

However, for stacking switch, only the switches of the same model can detect each other and transfer
information to their partner, so it won’t support other network devices. This is the major difference
between single IP agent mode and stacking mode. Please read Chapter 5 for more applications.

Stacking Management

Agent Control Port : Mol
{ 28000~30000 recommanded ) 22018 -
NO 1P HOST Action Auto Discover List
1 19216822314 Stack 01 ] [192188.22315
i - 192168.223.95
N Stack 03 192 168.223 66
IP Address 1192.168.223.66

Host Name( Max 15 letters) || stack 03

YLAN Mode | B021QYLAN v

[ Launch Manager
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2.5.14.1 Management Web Ul

Web Uls of “Agent Management” and “Stacking Management” look similar.

In this page, user can add or delete managed network devices here. If user disables the IP agent
function, that is, he/she sets the management mode to “Agent Slave” or “Stacking Slave” in the IP
setting webpage, this item will not show up in the main menu.

Agent Control Port: The control port defines the specific TCP/UDP port the single IP switch is
listening, which the agent manager sends its command to. Agent manager use this specific port to tell
single IP switch to change the current forwarding target host. The range of available port number is
28000 ~ 30000. Ignore the default settings of “Agent Control Port” unless user has the special need
for this protocol port, like virtual server. The default port number is 280109.

Agent Control Port : : M aol
[ 28000~30000 recommanded ) 125014 -

There are two ways to add the members: “Auto-discover” and “Manual”.

Auto-discover method:
Press “Find >>" and the found stackable switches will be gathered in “Auto Discover List”.
Select these found members and press *“ << Add” to add the selected hosts to the list.
The searching range bases on Class C IP domain within Agent IP. Changing “Agent IP”
domain in “Administrator/IP & Management Mode” webpage will alter the search range. For
example, Agent IP is set to 192.168.223.100, and then the auto-discover function will search
available switchs in the range from 192.168.223.1 to 192.168.223.255.

MO IP HOST Action Auto Discover List

192.168.223.14
192.168.223 .55
192.168.223 66
192168.223.77
192.168.223.88
192 168.223.147

Note: “Stacking Master” finds the “Stacking Slaves” only, while “Agent Master” will find all
slaves and masters.

Manual method:
User can add members by manual. Fill up the “IP Address” and “Host Name”, then press
“Apply” to complete the addition of a new member.

-50 -



NO___IP HOST Action Auto Discover List

[ _1821A88.22314 Slawe 01

__1921A8.223.55 Slave 02
___192.168.223 .66 Slave 03 :

 102168.223.88 10216822388

192168223147 192168223147

[yl = R SRR |

IP Address 192.168.223.77

| AddJEdit

Editing an existing member is also easy thing to do. Select the host which needs to edit and the
“IP address” and “Host Name” will appear what you choose. Modify the “Host Name” only for
advice. For any IP is not within the member list, the modification will assume to add a new

Host Name( Max 15 letters)

member. Press “Apply” to confirm the modification.
To delete an existing member, choose the host and press “Delete”. Then the host will be removed
from the list.

Launch Manager: This button launches the agent manager.

VLAN Mode  EIFEIERTRIIN -

[ Launch Manager ]

For “Stacking mode”, there is an extra option “VLAN Mode” for user to choose which type of VLAN
the stacking switch will carry on. There are “802.1Q” and “Port-base” VLAN .
Note:

For the cause of http authentication mechanism, it happens that web browser keeps asking
administrator to input login name and password when agent manager changes a new host. Typically
web browser will keep the authentication key of the successful login host and passes it to next other
WebPages. Since single IP switch remains its URL of the master switch IP no matter what the agent
manager has change the forwarding host, new host will still receive the same authentication key as the
master switch when it requests the login authentication. If the new host has the different username and
password from the master switch, authentication failure and reentry thus happens.

It is strongly recommended that the administrator changes the usernames and passwords of the
managed hosts to the same ones as master switch.
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2.5.14.2 Agent Manager

A floating menu will show up after clicking “Launch Agent Manager” in the agent management.

<3 Agent =-10] x| <3 Agent 10| x|
Agent Manager Agent Manager
’: <. Remote Agent = o <l Local Agent =
(192.168.3.25) %[192.153.5.1]
1 Router (= 1 Router [ES
(192.168.5.101) (192.168.5.101)
5 Switch 01 > Switch 01
(192.168.5.102) (192.168.5.102)
3 Switch 02 g Switch 02
(192.168.5.103) (192.168.5.103)
4 Web server 4 Web server
(192.168.5.104) (192.168.5.104)
5 Linux PC - Linux PC
(192.168.5.105) (192.168.5.105)
I o ¥ e

The agent manager holds 32+1 slots in the floating menu. The most top slot (zero slot) displays the
master switch IP and its relative location. “Remote Agent” means that the user comes from the other

IP domain than the managed ones, while “Local Agent”, that user comes form the same one as the
managed ones.

There are differences between “Remote Agent” and “Local Agent”. The “Local Agent”, we refer to it
as “Local Single IP”, uses a method like URL link and the main browser window will directly jump to
the target host. Since the URL of web browser has change, authentication will request once again
when new host is selected.

Due to consideration of switch loading, a restriction confines here that only one remote user can
access the agent manager in the same time. Other user will be rejected if someone has launched the
agent manger first. The switch will release the control of single IP access in 25 seconds after the
previous user closes his agent manager. For “Local Single IP”, there is no restriction, but if a remote
user has launched the agent manager in the same time, the local user is also denied.

Note: Commands from agent manager can not pass over current management level, meaning that, in
case that a slave host is a single IP switch with its agent function enable, user launch the slave host’s
agent manager and he/she will find the agent manager is replaced by the slave’s one. Much worst,
commands to pick the slave hosts will case unexpected forwarding error here.

We strongly recommend that a single IP switch should not activate the IP agent manager when it is a
slave host of active master switch.
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2.5.14.3 Stacking Manager
After addition of stacking members, press "Launch manager" to pop up the "Stacking Manager".

This web Ul provides not only the integrated VLAN management, but also a handy IP agent.
Administrator can easily access other detail configurations in one individual switch of stacking set by
clicking the hostname on the right side of this panel and jumping to its configuration webpage.

Link Status

The first page shows the current link status of all stacking members. Link-up ports will glow in their
port numbers. An off-line switch will dim to gray if it does not respond to the information request
from the stacking master in a period of time. This characteristic provides an easy method for network
diagnose. Network administrator can check backbones connection of stacking switches at a glance of
this panel.

; Stacking Manager - Microsoft Internet Explorer E| @l g|

Stacking Manager -~

e
i
FE
FE
25

EE=El Slave3
(192.168.5.30)
EE=E Slaved
(192.168.5.40)
Slaves
(192.16%.5.50)
w

Link Status

The Panel shows the current link-up port{s)

To wview or setup YLAN, cick "WLAN" to the switch panel.

VLAN SETUP
To configure the VLAN setting of the stacking switch, click "VLAN" to bring up the VLAN
configuration panel.
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There are two default VLAN existing in the stacking switches.

3 Stacking Manager - Microsoft Internet Explorer E”E| E| a Stacking Manager - Microsoft Internet Explorer El@lgl

Stacking Manager b Stacking Manager &
B < Mastar = (25 28 | < Master =
192.168.222.100 192.168.223.100
@l stave: £
(192.168.5.10)
I | | | I I I Slave2 | | I | | m Slave2
_ e _ S
I [ | [ 2] 28] Slave3 [III] (25 28 | Slave3
_ CETR AT _ (192.168.5.30)
l | | | l:l:l Slaved | | I | | m Slaved
_ (192.168.5.40) _ i
I | | | I I I Slaves | | I | | m Slaves
_ e _ S A
W W

Slawel
(192.168.5.10)

Link Status Link Status
DEFAULT. 1
4091 4091 Current setting is on the Current setting is on the
— above. abowve.
. Untagged Member . Untagged Member
Tagged Member Tagged Member

| Celete || Apply [ | Cancel |[ Delete ] [Apply] [ Cancel ]

As seen above, the VLAN name " DEFAULT" and VID " 1" is standard setting for general Tag
VLAN , and all port are added as untagged port; The other VLAN ™ 4091" , as so called " Stacking
Tag VLAN" , is an unique setting for this type of stacking. And all of their Giga ports are set to tag
members to form a VLAN connection channel.

A strong warning declares here that the Stacking Tag VLAN is highly restricted to be modified or
removed, for incorrect operation will ruin the connection of stacking switches. What condition and
how to change the Stacking Tag VLAN will discuss in next section.

To Add a new VLAN, press " Add" the VLAN Panel. They will come out two script prompt to ask
user to input VLAN name and VLAN ID.

Explorer User Prompt

Scnpt Frompt:

WLAM Mame [max lengthiz 16); 2 [
ance

i

LANZ
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Explorer User Prompt

Seript Prorpt:
WEAK D T14094):

Cancel
|20

After input, user can choose the VLAN member in the Stacking Manager panel by clicking the
designated port. Color cycling from blue, yellow to black means that the port is set to untagged port,
tagged port or no member. When finishing , press " Apply" to submit.

It is always wise to remember that the Giga ports of each member switch are set to tagged port and
keeping at least one member port in the master switch.

The stacking switches interchange VLAN information through the Giga ports which are set to tagged
members by "Stacking Tag VLAN", so a new VLAN should keep its Giga ports as tagged ones. Since
the master switch holds all VLAN group information, the master switch should have the right to
access the new VLAN by adding at least one Giga port to it s tagged member. An exclusion of all
master switch ports leads to unmanageability on this VLAN, for master switch has no such VLAN in
its internal table.

; Stacking Manager - Microsoft Internet Explorexr r| r| §|

Stacking Manager

< Master
192.16%8.223.100

Slavel
(192.163.5.10)

Slavez
(192.168.5.20)

Slave3d
(192.1638.5.30)

slaved
(192.16%.5.40)

Slaves
(192.1638.5.50)

Link Status

DEFAULT__
4091 4091 Please choice the YLAN
- members.

. Untagged Member

Tagged Member

[ Delete ] [Appl\;] [ Cancel ]

Edit or Delete a VLAN
To edit an existing VLAN, just select the VLAN from the VLAN panel and modify the members
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in the Stacking Manager panel. After done, press " Apply" to submit the setting.

/23 Stacking Manager - Mictosoft Internet Explozer E| El E|

Stacking Manager -~
< Master

| | | [ 192.168.223.100

m Slavel
(192.168.5.10)

 [25 26 | Slave2
(192.168.5.20)

 [25 [26 | Slave3
(192.168.5.30)

| | Slaved
(102.168.5.40)

m Slaves
(192.168.5.50)

W

Link Status

DEFALILT___ 1
4091 4091 Current setting is on the
= abowe.

. Untagged Member

Tagged Member

[ Delete ] [Apply] [ Cancel ]

To delete a VLAN is also an easy task. Select the unwanted VLAN and press " Delete” to remove
it.

There are two special cases for deleting VLAN: The "DEFAULT VLAN" and "Stacking Tag
VLAN" are undeletable! A error message will pop up to cancel the task. Stack VLLAN also can't be
edited.

Microzoft Internet Explorer [$_<|

L] "_\ Stack VLAN could not be edited |

PVID SETUP

The default PVID value of all ports of 802.1Q VLAN is 1. Hence only default VLAN (PVID =1)
has all of ports as members in the beginning.
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a Stacking Manager - Microsoft Internet Explorer E”Elgl

Stacking Manager ~
204 6 (5 @112 1415158 2022 24 m
108 5 7 @9 11z s e mian e
204 6 (5 @112 141518 2022 24 m
108 5 7 @5 4142 (15 03138
204 6 (5 @wpi2 14518 o3 m
INERERES NN EaRCREIREE
204 6 (3 @112 141518 2022 24 m
108 5 7 @9 1z s mian e
[ERERE
R

= Master >
192.168.223.100

Slavel
(192.168.5.10)

Slave2
(192.168.5.20)

Slave3
(192.168.5.30)

Slaved
(192.168.5.40)

2 10 (12 14 (15 g 18 2023 24
1 8 |11 13 [15 Q47 15121 (23
2| W12 14 (16 §18 2022 24
1 8 |11 13 [15 @ 1r 19021 (23

Link Status

Slaves

(192.168.5.50)
s

Current setting is on the above.

PYID :1

The available PVIDs are based on the VLANS that user created in the previous “VLAN” page.

1. Select the PVID to be modified and choose the ports for this PVID value.

2. Click “Apply” button to submit and a message “Please wait” to notice user to wait patiently.

3. When message “Current setting is on ...” shows up, the task is done.

a Stacking Manager - Microsoft Internet Explorer El@lgl

Stacking Manager ~

Xl
Xl

< Master =
192.168.223.100

Slavel
(192.168.5.10)

Slave2
(192.168.5.20)

Slave3
(192.168.5.30)

Slaved
(192.168.5.40)

Ll Slaves
(192.168.5.50)

W
Link Status

DEFAULT__1

4091 Please wait ...

PYID :20

; Stacking Manager - Microsoft Internet Explorer E| E| E|

Stacking Manager s
10 (12 14 |18 m
8 (11 13 44
10 (12 14 |18 m
(11 13 |18
W12 14 |16 m
(11 13 15

< Master >
192.168.223.100

Slawe 1
(192.168.5.10)

Slavez
(192.168.5.20)

Slawe3
(192.168.5.30)

Slawve4
(192.168.5.40)

Slaves
(192.168.5.50)

(e e i

DEFAULT__ 1
4091__ 4091

WLANZ 20

Current setting is on the abowve.

PYID :20
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2.6. TFTP Update Firmware

1. The following menu options provide some system control functions to allow a user to update
firmware and remote boot switch system:

* Install TFTP program (such as Turbo98, or Cisco TFTP) and then execute.
* Copy updated firmware image.bin into TFTP server’s directory.

* In web management select administrator—TFTP update firmware.

* Download new image.bin file by pressing <update firmware>.

* After update finished, press <reboot> to restart switch.

TFTP Download New Image

TFTP Server IP Address 192.168.223.99|

Firmweare File Name image.bin

Llpdate Firmmware I

Reboot Switch System

reboot | Help |
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2.7. Configuration Backup

2.7.1. TFTP Restore Configuration

Use this page to set ftp server address. You can restore EEPROM value from here, but you must put
back image in ftp server, switch will download back flash image.

TFTP Configuration

TFTP Restore Configuration | TFETP Backup Configuration

TFTP Server IP Address |1 92.168.3.87

Backup File Name |data.dat

Applﬁ;l Help |

2.7.2. TFTP Backup Configuration

Use this page to set tftp server ip address. You can save current EEPROM value from here, then go to
the TFTP restore configuration page to restore the EEPROM value.

x TFTP Configuration

| TETP Restore Configuration TFTP Backup Configuration |

TFTP Server IP Address |192.1EE.3.BT

Backup File Mame |data.dat

Ay | Help |
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2.8. Reset System

Reset Switch to default configuration, default value as below

Reset System

Reset Switch to Default Configuration

resetl

2.9. Reboot

Reboot the Switch in software reset.

Reboot Switch System

reboot | Help |
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2.10. Event Logging
A history log is provided here to give a track about events that the switch had happened. There are
100 loggings for maximum capacity of this switch. The latest event will overwrite the oldest one.

All records will be kept in flash memory even after writing default, unless user clears the event log.

Press “Prev” or “Next” button will browse previous 25 or next 25 sequences. The “Top” button will
re-list the table from the latest event. “Clear” button will clear all history.

Event logger displays the real time according to the time zone where user is.

Event Logging

The following information provides 3 log of the recent svents that switch has happened,

MNow is: Sunday, January 11, 2004 7:42:06 PM

seq. | Time ' Event Description
13 Sunday, January 11, 2004 yser from Ip 192,168,182 login the Web.
12 Sunda"’?fg?%ag‘;r%qll 2004 \j_or from [P 102.168.923.00 login the Web.
11 Sundav,?:Jgg:Lfgs;r]\.ql,'2'IZI'D'4 Switch power an and System is up.
10 Sunday%?é?};ﬂaﬁ;&ql, 2A04 IP or Gateway was changed |
) Sunda"’?fgrl‘fgaur‘;r}qll 2004\ )cor fram [P 192.168.223.99 login the Weh,
8 Sunday,?flfg%aﬁryl’jr%ql, 2004 Console timeout,
7 SIU”da"g,:Jfg}gagH,ll*.2.0.0.4 User from IP 192.168.223.99 lagin the Web,
& Sunday,?:Jilg:ulé;s;al, 200 % Console login,
5 Sunday,?flfg%azrg;r%ql, 2004 Switch power on and System is up.
4 :-:Sfter %Y.SEEE: ;JDD e c%av(s) Console login,
3 After SYSEE:';:SE 0 day(s) Console timeout,

-61-



3. Console -- 1K Xmodem update

firmware

We provide the 1k X modem to update firmware on console. 1K X modem only works in 57600bps

mode. So you must change boudrate to 57600bps to download firmware.
There are 2 cases to use 1k X modem to update firmware:

a. User enters "1K X modem receiver mode" through pressing any key within 5 seconds after system

power on.

b. System automatically enters "1K X modem receiver mode" if it detects the firmware checksum

fail while booting.

1. Press disconnect button when you start 1K X modem modes.
Press File -> Properties, change boudrate to 57600bps, then press OK.

* 9600 - HyperT erminal
Fil= Edit Miew Call Tranzster

0] 518] ol

!!! Switch LOADER «

£%% Press any key t
$5% Loading Xmodem
"$45 Download IMAGE
%44 Start Xmodem Re

Connect To I Settings I

LCountry code: IUnited

Enter the area code with
|2
Fhone number: I

Diirect |

Area code:

Connect using:

Cc

¥ s countiicade ar
I™ | Eedial o busy

|Disconnected Auto d

Fart Settings I

3600 Properties COM1 Properties EHE

Bitz per recond: |jagl=]

Diata bits: I a

L

Parity: I Mane

L

Stop bitg: | 1

L

Flow contral: INone

Kl

Advanced. . |

Festare Defaultz |

o |

Cancel |

Apply

Skl
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2. Press connected, you will see “CCCC...”displayed on console.
Then select Transfer Send File.

#9600 - HyperT erminal

File Edit “iew Call | Transfer Help

Ol @l g | ﬁend.Fﬂe..:
a Beceive File. .
LCapture Text... :I
Send Text File. . h Static Configuration
Capture ta Printer 0l Related Configuration

S8tatus and Counters

IFTF Update Firmware

Logout

Hestart the system

Switch LOADER Checksum O0.K **tous Item Enter=Select Item
§5% Press any key to start Xmodem receiver:
§5% Loading Zmodem Driver.. ... e.ccaceccaecacencaaeananeaaaaaancsnaancsnanananasnns

$%% Download IMAGE through console(iK Xmodem;baudrate=57688hps>
$%% Start Hmodem Receiver: CCCCCCCCCCCCCC_

s

3. Select 1K Xmodem in the Protocol item, and give the place that image file folder. Press Send
button.

: Send File EE
Folder: C:hWwIMDOWSs\Deskiop

Filenarne:

| 44652625, bin Browse... |
Protocal;
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4. Start download image file.

1K *modem file send for 9600

Sending: Id:'\EEEE"»-'?E.BIN

Packet: 138 Error checking: ICH C

Retries: IEI Total retries: IEI

Lagt error; I

File: CLLTTNIOTT [136K of 512K

Elapzed: I 00:00:31 Rermaining: I 00125 Throughput: |44E|2 cps
cpa/bps |

5. Finish download image, the switch system will update firmware automatic. Update firmware ok,
the switch will reboot. Please change the boudrate to 9600bps.

#9600 - HyperT erminal
File Edt “iew Cal Transfer Help

D= 53|

Logout

Restart the system.

Switch LOADER Checksum O.K **tous Item Enter=8elect Item
$%% Press any key to start Emodem receiver:
$5% Loading Emodem Driver.. ... ceicecccccaacaacanceaaaaaaessenssaneanaananmnnns

$%% Download IMAGE through console¢1K Xmodem;baudrate=57688hps>
$%% Start Xmodem Receiver: CCCCCCCCCCCCCCCCCCCCCCCCCCC
%5% Dounload IMAGE ....0.K tt¢
$%5 lUpdate FiPmuare .......-cccccciccccccccaaccaacaaccaacaccacccaaceascaacaacsaaaamann=

"$5¢ lpdate firmpare ....0.K 194
$%% Mote: console haudrate of new image is 96@@bps..

o L

[Cannected 0:0351 |futo detect  [57BO0G-N- [SCROLL  [CAPS MUM  |[Caplue [Pt echo
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4. Qut-of-band Terminal mode

management

1. 24+2G switch also provide a serial interface to manage and monitor the switch, user can
follow the Console Port Information provide by web to use windows HyperTerminal
program to link the switch.

2. You can type user name and password to login. The default user name is “admin”; the
default password is “123 ”.

‘& PCI - HyperTerminal

File Edit view Cal Transfer Help

O -5 05

User Interface
FHK-24VH Layer? Intelligent Switch Manager
Ver.10.03.01

username :

password:

1%

Connected 0:00:25 Auko detect 9600 §-N-1
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4.1 Main Menu

There are six items for selected as follows:

Main Menu

Protocol Related Configuration
Status and Counters

Reboot Switch

TFTP Update Firmware

Logout

Configure the switch.
Arrowm/TAB/BKSPC = Move Item Enter = Select Item

Switch Static Configuration: Configure the switch.

Protocol Related Configuration: Configure the protocol function.

Status and Counters: Show the status of the switch.

Reboot Switch: Restart the system or reset switch to default configuration.
TFTP Update Firmware: Use TFTP to download image.

Logout: Exit the menu line program.

<Control Key>

The control key as follow is provided for this mode operation:
Tab: Move the cursor to next item.

Backspace: Move the cursor to previous item.

Enter: Select item.

Space: Toggle selected item to next configure.
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4.2 Switch Static Configuration

Intelligent Switch : Switch Configuration

Trunk Configuration

YLAN Configuration

Misc Configuration
Administration Configuration
Port Mirroring Configuration
Priority Configuration

MAC Address Configuration

Main Menu

Display or change port configuration.
Arrom/TAB/BKSPC = Move Item Enter = Select Item

<Control Key>

You can press the key of Tab or Backspace to choose item, and press Enter key to select item
The action menu line as follow provided in later configure page.

Actions->

<Quit>: Exit the page of port configuration and return to previous menu.

<Edit>: Configure all items. Finished configure press

Ctrl+A: Back to action menu line.

<Save>: Save all configure value.

<Previous Page>: Return to previous page to configure.

<Next page>: Go to the next page to configure it.
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4.2.1. Port Configuration

This page can change every port status.
Press Space key to change configures of per item.

Intelligent Switch : Port Configuration
InRate OutRate FlowControl
Port Type  (168K) {180K) Enable Auto Spd/Dpx Full Half
PORT1 100Tx ] 0] Yes AUTO 100 Full On On
PORT2 180T 1] 0] Yes AUTO 100 Full On On
PORT3 100Tx ] 0] Yes AUTO 100 Full On On
PORT4 100Tx 1] 0] Yes AUTO 100 Full On On
PORTS 100Tx ] 0] Yes AUTO 100 Full On On
PORT6 180T 1] 0] Yes AUTO 100 Full On On
PORT? 100Tx ] 0] Yes AUTO 100 Full On On
PORTS 108Tx 5] 0] Yes AUTO 160 Full On On
actions—> <Quit> <Edit> <Save> <Previous Page> <Next Page>
Select the Action menu.
Arrow/TAB/BKSPC = Move Item Quit = Previous menu Enter = Select Item

1. InRate (100K/unit):
User can set input rate control, per unit is 100K. The valid range is 0~1000.
0: disable rate control.
1~1000: valid rate value.
2. OutRate (100K/unit):
User can set output rate control, per unit is 100K. The valid range is 0~1000.
0: disable rate control.
1~1000: valid rate value.
3. Enabled:
User can disable or enable this port control.
“Yes” that mean the port is enable.
“No” that mean the port is disable.
4. Auto:
User can set auto negotiation mode is “Auto”, “Nway_Force”, “Force” of per port.
5. Spd/Dpx:
User can set “100Mbps” or “10Mbps” speed on port 1~port 24,
Set “1000Mbps”, “100Mbps” or “10Mbps” speed on port25~port26 (depend on module card
mode), and set “full-duplex” or “half-duplex” mode.

- 68 -



6. Flow Control:
Full: User can set full flow control function (pause) as enable or disable.
Half: User can set half flow control function (backpressure) as enable or disable.

NOTE:
1. Pressing <Save> only can save one page configuration.

2. If the static trunk groups exist, you can see it (ex: TRK1, TRK2...) after port 26, and you can configure all of the

items as above.
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4.2.2. Trunk Configuration

This page can create max seven trunk groups. User can arbitrarily select up to four ports from port
1~port 26 to build a trunk group.

Intelligent Switch : Trunk Configuration

101 02 03 B4 05 06 07 B8 89 106 11 12 13 14 15 16 17 18 19 20 21 22 23 24 H1 H2

e T R R
R N e e e e T T > T = T R R
3__________________________
.{I___________________________
5__________________________
6__________________________
R T T T T R R AT B
TRK1  Static
TRKZ2  LACP
TRK3 Disable
TRK4  Disable
TRKS  Disable
TRK6  Disable
TRK?  Static

actions—> <Edit> <Save> <Quit>

Select the action menu.

Arrow/TAB/BKSPC = Move Item Quit = Previous menu Enter = Select Item

Actions->

1. Select <Edit> on actions menu

2. Press space key to configure the member port of trunk group. Besides, you have to set “Static” or
“LACP” for the corresponding trunk group of TRK1~TRK7 item.

“Static” — the normal trunk.

“LACP” —this trunk group have link aggregation control protocol.

Press Ctrl+A to go back action menu line

Select <Save> to save all configure value.

If the item of TRK1~TRK7 is set “Disable”, it’s mean the trunk group is deleted.

All ports in the same static trunk group will be treated as single port. So when you setting VLAN
members and Port configuration they will be toggled on or off simultaneously.

o 0~ w

NOTE: If VLAN group exist, all of the members of static trunk group must be in same VLAN group.

-70 -



4.2.3. VLAN Configuration

Intelligent Switch : YLAN Configuration

Create a VLAN Group
Edit/Delete a YLAN Group
Group Sorted Mode

Previous Menu

Configure the VLAN pvid and ingress. egress Rule.
Arrow/TAB/BKSPC = Move Ttem Quit = Previous menu Enter = Select Item

4.2.3.1. VLAN Configure

This page can set VLAN mode to port-based VLAN or 802.1Q VLAN or disable VLAN function.

Intelligent Switch : VLAN Support Configuraton

YLAN Mode :[Mifaiisf=is=s|

actions—> {Quit> <Edit> <Save> {Previous Page> <Next Page>

Select the Action menu.
Arrom/TAB/BKSPC = Move Item Space = Toggle Ctrl+A = Action menu
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NOTE: Change the VLAN mode for every time, user have to restart the switch for valid value.

If set 802.1Q VLAN, you can set PVID, ingress filtering 1 and ingress filtering 2 in this page too.

Intelligent Switch : VYLAN Support Configuraton
YLAN Mode :802.10Q
IngressFilterl IngressFilter?
Port PVID NonMember Pkt Untagged Pkt
PORT1 1 Forward Drop
PORT2 3 Forward Forward
PORT3 1 Drop Forward
PORTA 1 Drop Forward
PORTS 1 Drop Forward
PORT6 1 Drop Forward
PORT? 1 Drop Forward
PORTS 1 Drop Forward
actions—> <Quit> <Edit> <Save> {Previous Page> <Next Page>
Select the Action menu.
Arrow/TAB/BKSPC = Move Item Quit = Previous menu Enter = Select Item

Actions->
1. PVID (Port VID: 1~255): Type the PVID.
2. NonMember Drop:
It matches that Ingress Filtering Rule 1 on web.
Forwarding only packets with VID matching this port’s configured VID.
Press Space key to choose “forward” or “drop” the frame that VID not matching this port’s
configured VID.
3. UnTagged Drop:
It matches that Ingress Filtering Rule 2 on web.
Drop untagged frame.
Press Space key to choose “drop” or “forward” the untagged frame.
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4.2.3.2. Create a VLAN Group

& Create Port-Based VLAN
Create a port-based VLAN and add member/nonmember ports to it.

1. Select <Edit>.
2. VLAN Name: Type a name for the new VLAN.
3.  Grp ID: Type the VLAN group ID. The group ID rang is 1~4094.
4. Member: Press <Space> key to choose VLAN member. There are two types to selected:
a. Member: the port is member port.
b. No: the port is NOT member port.
5. Press Ctrl+A go back action menu line.
6. Select <Save> to save all configure value.
Add an YLAN Group
VLAN Name: [vlan? 1 Grp ID: [2 1{174094)
Port Hember
PORT1 Hember
PORT2 Hember
PORT3 No
PORT4 Hember
PORTS No
PORT6 No
PORT? No
PORTS No
actions-> <Quit> <Edit> {Save> <Previous Page> <{Next Page>

Select the Action menu.

Arrow/TAB/BKSPC = Move Item Quit = Previous menu Enter = Select Item

NOTE: If the trunk groups exist, you can see it (ex: TRK1, TRK2...) after port26, and you can
configure it is the member of the VLAN or not.
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€ Create 802.1Q VLAN

Create an 802.1Q VLAN and add tagged /untagged member ports to it.
. Select <Edit>.
2. VLAN Name: Type a name for the new VLAN.
3. VLAN ID: Type a VID (between 1~4094). The default is 1. There are 256 VLAN groups to
provided configure.
Protocol VLAN: Press Space key to choose protocols type.
5. Member: Press Space key to choose VLAN member. There are three types to selected:
a. UnTagged : This port is the member port of this VLAN group and outgoing frames are NO
VLAN-Tagged frames.
b. Tagged : This port is the member port of this VLAN group and outgoing frames are
VLAN-Tagged frames.
c. NO : The port is NOT member of this VLAN group.
Press Ctrl+A go back action menu line.
Select <Save> to save all configure value.

Add an YLAN Group

VYLAN Mame: [wlan? 1 YLAN ID: [2 1{174094)
Protocol VLAM : None

Port Member

PORT1 UnTagged
PORTZ2 Tagged

PORT3 UnTagged
PORT4 No

PORTS Ho

PORT6 Ho

PORT? Ho

PORTS Ho

actions—> <Quit> <Edit> {Save> <Previous Page> <Hext Page>

Select the Action menu.
Arrow/TAB/BKSPC = Move Item Quit = Previous menu Enter = Select Item

NOTE: If the trunk groups exist, you can see it (ex: TRK1, TRK2...) after port 26, and you can
configure it is the member of the VLAN or not.
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4.2.3.3. Edit / Delete a VLAN Group

In this page, user can edit or delete a VLAN group.

1. Press <Edit> or <Delete> item.

2. Choose the VLAN group that you want to edit or delete and then press enter.

3. User can modify the protocol VLAN item and the member ports are tagged or un-tagged and
remove some member ports from this VLAN group.

4. After edit VLAN, press <Save> key to save all configures value.

NAME vID NAME vID
DEFAULT 1
vlan2 2

actions—> <Quit> <Edit> <Delete> <Previous Page> <Next Page>

Arrow/TAB/BKSPC = Move Item CTRL+=A = Action menu Enter = Select Item

Edit an VLAN Group

YLAN Hame: [wlan? 1 VLAN ID: [2 1{174094)
Protocol VYLAM : HNone

Port Member
PORT1 UnTagged
PORT?2 Tagged
PORT3 UnTagged
PORT4 Ho

PORTS No

PORT6 Ho

PORT? Ho

PORTS Ho

actions—> i <Edit> {Save> <Previous Page> <Hext Page>
Select the Action menu.
Arrow/TAB/BKSPC = Move Item Quit = Previous menu Enter = Select Item

NOTE :

1. When pressing <Enter> once will complete deletion on delete mode.
2. The VLAN Name and VLAN ID cannot modify.

3. The default VLAN can’t be deleting.
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4.2.3.4. Groups Sorted Mode

In this page, user can select VLAN groups sorted mode:
(1) sorted by name

(2) Sorted by VID.

The Edit/Delete a VLAN group page will display the result.

Intelligent Switch : Group Sorted Selection

Group Sorted :Sorted_By_Name

actions—> <Edit> <Save> <Quit>

Select the action menu.
Arrow/TAB/BKSPC = Move Item Quit = Previous menu Enter = Select Item

In the Edit/Delete a VLAN Group page, the result of sorted by name.

NAME VID NAME VID
DEFAULT 1
Al 56
B1 33
vlan2 2

actions—> IITIN &g <Edit> _<Delete> <Previous Page> <Next Page>

Arrow/TAB/BKSPC = MHowve Item Quit = Previous menu Enter = Select Item

In the Edit/Delete a VLAN Group page, the result of sorted by VID.
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DEFAULT 1
vlan? pi
Bl 33
Al 26

actions—> [HIMEE <Edit> <Delete> <Previous Page> <HNext Page>

Edit/Delete a YLAN Group.
Arrow/TAB/BKSPC = Move Ttem Quit = Previous menu Enter = Select Item

4.2.4. Misc Configuration

Intelligent Switch : Misc Configuration

MAC Age Interwval

Broadcast Storm Filtering

Max bridge transmit delay bound
Port Security

Collisions Retry Forever

Hash Algorithm

IFG Compensation

Previous HMenu

the device IP address.

Arrow/ TAB/BKSPC = Move Item Enter = Select Item
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4.2.4.1. Ping

Intelligent Switch : Ping

IP Address : 192.168.1.87
Send Counts : 18
Reply Counts : 18

actions—> <Edit> <Sau¢> {Quit>
Select the action menu.

Arrow/TAB/BKSPC = Move Ttem  Quit = Previous menu Enter = Select Ttem

Type the Host IP and the counts for pinging, then back to action menu and press “Save”. “Reply
Counts” will display the result of pinging.

4.2.4.2. MAC Age Interval

Type the number of seconds that an inactive MAC address remains in the switch’s address table.
The valid range is 300~765 seconds. Default is 300 seconds.
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Intelligent Switch : MAC Aging Time

MAC Age Interval {sec) [366]1 : 300
(disable:0, valid value:3807765)

actions—> <Edit> <Save> <Quit>

Select the action menu.
Arrow/TAB/BKSPC = Move Item Quit = Previous menu Enter = Select Item

4.2.4.3. Broadcast Storm Filtering

This page is configuring broadcast storm control.

1. Press <Edit> to configure the broadcast storm filter mode.

2. Press Space key to choose the threshold value.

The valid threshold value is 5%, 10%, 15%, 20%, 25% and NO. Default is 5%.

Intelligent Switch : Broadcast Storm Filter Mode

Broadcast Storm Filter Mode :5

actions—> <Edit> <Sayve> <Quit>
Select the action menu.
Arrow/TAB/BKSPC = Move Ttem Quit = Previous menu Enter = Select Item
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4.2.4.4. Max bridge transmit delay bound

1. Max bridge transmit delay bound: Limit the packets queuing time in switch. If enabled, the
packets queued exceed will be drop. Press Space key to set the time. Those valid values are 1sec,
2sec, and 4sec and off. Default is off.

2. Low Queue Delay Bound: Limit the low priority packets queuing time in switch. If enabled, the
low priority packet stays in switch exceed Low Queue Max Delay Time, it will be sent. Press
Space key to enable or disable this function. Default is disable.

3. Low Queue Max Delay Time: To set the time that low priority packets queuing in switch. The
valid range is 1~255ms. Default Max Delay Time is 255ms.

Intelligent Switch : Max Bridge Transmit Delay Bound

Max bridge transmit delay bound :0FF
Low Queue Delay Bound :Disabled
Low Queue Max Delay Time :255 (2ms/unit)

actions—> <Edit> <Saved> <Quit>
Select the action menu.

Arrow/TAB/BKSPC = Move Ttem Quit = Previous menu Enter = Select Item

NOTE: Make sure “Max bridge transit delay bound control” is enabled before enabling Low Queue
Delay Bound, because Low Queue Delay Bound must be work under “Max bridge transit
delay bound control” is enabled situation.

4.2.4.5. Port Security

A port in security mode will be “locked” without permission of address learning. Only the incoming
packets with SMAC already existing in the address table can be forwarded normally. User can disable
the port from learning any new MAC addresses, then use the static MAC addresses screen to define a
list of MAC addresses that can use the secure port.
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Intelligent Switch : Port Security
Port Enable Security
(disable for MAC Learning)
PORT1 Enabled
PORT2 Enabled
PORT3 Enabled
PORT4 Disabled
PORTS Disabled
PORT6 Disabled
PORT? Disabled
PORTS Disabled
actions—> <Quit> <Edit> <Save> <Previous Page> {Next Page>
Select the Action menu.
Arrow/TAB/BKSPC = Mowe Item Quit = Previous menu Enter = Select Item

Actions->

Select <Edit>.

Press Space key to choose enable / disable item.

Press Ctrl+A to go back action menu line.

Select <Save> to save all configure value.

You can press <Next Page> to configure port9 ~ port26, press <Previous Page> return to last

page.

o M~ w b ke

4.2.4.5. Collisions Retry Forever
Collisions Retry Forever: Disable — In half duplex, if happen collision will retry 48 times and then

drop frame.
Enable — In half duplex, if happen collision will retry forever (Default).

-81-



Intelligent Switch : Collisions Retryv Forever

Collisions Retrv Forever : Enabled

<Edit> {Save> <Quit>
Select the action menu.
Arrow/TAB/BKSPC = Move Item Quit = Previous menu Enter = Select Item

actions—>

4.2.4.6. Hash Algorithm

Select CRC-Hash(default) or DirectMap for Hash algorithm.

Intelligent Switch : Hash Algorithm

Hash Algorithm : CRC-Hash

actions—> <Edit> <Save> <Quit>
Select the action menu.

Arrow/TAB/BKSPC = Hove Item Quit = Previous menu Enter = Select Item

4.2.4.7. IFG Compensation

Enable or disable the inter-frame gap (IFG) compensation function.
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actions—>

Intelligent Switch

: IFG Compensation

IFG Compensation : Enabled

<Edit>

<Sayve> <Quit>

| Select the action menu.
Arrow/TAB/BKSPC = Move Ttem Quit =

Previous menu Enter

Select Ttenm
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4.2.5. Administration Configuration

Intelligent Switch : Device Configuration

Change Username
Change Password
Device Information
IP Configuration

Previous Menu

Arrow/TAB/BKSPC = Move Item Enter = Select Ttem

4.2.5.1. Change Username

Use this page; user can change web management user name.
Type the new user name, and then press <Save> item.
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Intelligent Switch : UserName Configuration

UserName : admin

actions—> <Edit> {Save> <Quit>
Select the action menu.
Arrow/TAB/BKSPC = Move Item Quit = Previous menu Enter = Select Item

4.2.5.2. Change Password

Use this page; user can change web management login password.

Intelligent Switch : Password Configuration

01d Password : =wexxsx
Hew Password : ====x

Enter Again : s

actions—> <Edit> <Save> <Quit>
Select the action menu.
Arrow/TAB/BKSPC = Move Item Quit = Previous menu Enter = Select Item

4.2.5.3. Device Information

This page is provided to the user to configure the device information.
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Intelligent Switch : Device Information
Hame : Layer 2 Intelligent Switch
Contact : Admin
Location
Description : 24+2G Laver 2 Intelligent SHMP Switch
actions—> <Edit> {Save> <{Quit>

Select the action menu.
Arrow/TAB/BKSPC = Hove Item Quit = Previous menu Enter = Select Item

4.2.5.4. IP Configuration

User can configure the IP setting and fill in the new value.

Intelligent Switch : IP Configuration

DHCP : Disabled

Switch IP : 192.168.223.100

Switch netmask: 255.255.255.0

Gateway : 192.168.223.254
Management Mode :

Agent TP : 192.168.5.100

Agent netmask : 255.2955.255.0

actions-> <Edit> <Save> <Quit>

Select the action menu.
Arrow/TAB/BKSPC = Move Ttem Space = Toggle Cirl+A = Action menu
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4.2.6. Port Mirror Configuration

The port mirroring is a method for monitor traffic in switched networks. Traffic through ports can be
monitored by one specific port. That is traffic goes in or out monitored ports will be duplicated into
monitoring port.

Actions->

Press Space key to change configure of per item.

1. Select <Edit>.

2. Sniffer Mode: Press Space key to set sniffer mode Disable ~ Rx ~ Tx or Both.

3. Monitoring Port: It means sniffer port can be used to see all monitors port traffic. Press Space
key to choose it.

4. Monitored Port: The ports you want to monitor. All monitor port traffic will be copied to sniffer
port. You can select max 25 monitor ports in the switch. User can choose which port to monitor in
only one sniffer mode. Press Space key to choose member port, “V” — is the member, “—* — not
the member.

Press Ctrl+A go back action menu line

Select <Save> to save all configure value.

On the action menu line you can press <Next Page> to configure port9 ~ port26, press <Previous
Page> return to last page.

Intelligent Switch : Port Sniffer

Sniffer Mode: Rx
Monitoring Port : PORT1
Monitored Port :

Port member

actions—> <Quit> <Edit> {Save> <Previous Page> <Hext Page>
Select the Action menu.

Arrow/TAB/BKSPC = Move Item Quit = Previous menu Enter = Select Item

NOTE: Only has one sniffer mode in switch at the same time.
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4.2.7. Priority Configuration

Intelligent Switch : The Priority configuration

Port Static Priorit
802.1p priority

Previous Menu

Arrow/TAB/BKSPC = Move Item Enter = Select Item

4.2.7.1. Port Static Priority

This static priority based on port, if you set the port is high priority, income frame from this port
always high priority frame.

Intelligent Switch : Port Priority
Port Priority
PORT1 Low
PORT2 High
PORT3 Low
PORT4A High
PORTS High
PORT6 Low
PORT? High
PORTS Low
actions—> <Quit> <Edit> <Save> <Previous Page> <Next Page>
Select the Action menu.
Arrow/TAB/BKSPC = Move Ttem Quit = Previous menu Enter = Select Item
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4.2.7.2. 802.1p Priority Configuration

There are 0~7-priority level can map to high or low queue.

Actions->

1. Select <Edit>.

2. Press Space key to select the priority level mapping to high or low queue.

3. High/Low Queue Service Ration H : L: User can select the ratio of high priority packets and low
priority packets.
Press Ctrl+A go back action menu line.

5. Select <Save> to save all configure value.

Intelligent Switch : 882.1p Priority Configuration

Will be overwritten by port-priorityt!

Priority @ : Low
Priority 1 : Low
Priority 2 : Low
Priority 3 : Low
Priority & : High
Priority 5 : High
Priority 6 : High
Priority 7 : High

QosMode : High/Low Queue Service Ratio
=> H:[21 L:[11

actions—> <Edit> {Save> <Quit>
Select the action menu.
Arrow/TAB/BKSPC = Move Ttem Quit = Previous menu Enter = Select Ttem
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4.2.8. MAC Address Configuration

Intelligent Switch : HAC Address Configuration

Static MAC Address
Filtering MAC Address

Previous Menu

Configurate the MAC address.
Arrow/TAB/BKSPC = Move Item Enter = Select Item

4.2.8.1. Static MAC Address

When you add a static MAC address, it remains in the switch's address table, regardless of whether
the device is physically connected to the switch. This saves the switch from having to re-learn a
device's MAC address when the disconnected or powered-off device is active on the network again.
In this page user can add / modify / delete a static MAC address.

Intelligent Switch : Static MAC Address Configuration

Mac Address Port num VYlan ID Mac Address Port num VYlan ID

actions—> <Quit> HMillil <Edit> <Delete> <Previous Page> {Next Page>
Add/Edit/Delete a Mac.

Arrow/TAB/BKSPC = Move Item Quit = Previous menu Enter = Select Item
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@Add static MAC address

Actions->

1. Press <Add> --> <Edit> key to add static MAC address.

2. MAC Address: Enter the MAC address to and from which the port should permanently forward
traffic, regardless of the device’s network activity.

3. Port num: press <Space> key to select the port number.
Vlan ID: If tag-based (802.1Q) VLAN are set up on the switch, static addresses are associated
with individual VLANSs. Type the VID to associate with the MAC address.
Press Ctrl+A to go back action menu line.
Then select <Save> to save all configure value.

Intelligent Switch : Add Static MAC Address

Mac Address :0090CC26BBAA
Port num :PORT3
Vlan ID 12

actions—> <Edit> <Save> <Quit>
Select the action menu.
Arrow/TAB/BKSPC = Move Item Quit = Previous menu Enter = Select Item

@Edit static MAC address

Actions->

1. Press <Edit> key.

2. Choose the MAC address that you want to modify and then press enter.
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Intelligent Switch : Static MAC Address Configuration

Mac Address Port num VYlan ID Mac Address Port num VYlan ID

AR9BCC26BBAA  PORT3 2
005000100001  PORT1® &

actions—> <Quit> HMillil <Edit> <Delete> <Previous Page> {Next Page>

Add/Edit/Delete a Mac.
Arrow/TAB/BKSPC = Move Item Quit = Previous menu Enter = Select Item

3. Press <Edit> key to modify all the items.
4. Press Ctrl +A to go back action menu line, and then select <Save> to save all configure value.

Intelligent Switch : Static MAC Address Configuration

Mac Address :[ALSeIsIM WA ETY
Port num :PORT3
Vlan ID 12

actions—> <Edit> <Save> <Quit>
Select the action menu.

Arrow/TAB/BKSPC = Move Item Space = Toggle Ctrl+A = Action menu

@®Delete static MAC address

Actions->
1. Press <Delete> key.
2. Choose the MAC address that you want to delete and then press enter.

3. Pressing <Enter> once will complete deletion on delete mode.
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Intelligent Switch : Static MAC Address Configuration

Mac Address Port num Vlan ID Mac Address Port num Wlan ID

0090CcC26BBAA  PORT3 2
005000100001 PORT10 4

actions—> <Quit> <Add> <Edit> MIEYERG:E  <Previous Page> <Next Page>
Add/Edit/Delete a Mac.

Arrow/TAB/BKSPC = Move Ttem Quit = Previous menu Enter = Select Item
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4.2.8.2. Filtering MAC Address

MAC address filtering allows the switch to drop unwanted traffic. Traffic is filtered based on the
destination addresses.

In this page user can add /modify /delete filter MAC address.

Intelligent Switch : Filter MAC Address Configuration

Mac Address Wlan ID Mac Address Vlan ID

actions—> <Quit> ikl <Edit> <Delete> <Previous Page> {Hext Page>
Add/Edit/Delete a Mac.

Arrow/TAB/BKSPC = Move Ttem Quit = Previous menu Enter = Select Item

@ Add filter MAC address
Actions->

1. Press <Add> --> <Edit> key to add a filter MAC address.
2. MAC Address: Type the MAC address to filter.

3. Vlan ID: If tag-based (802.1Q) VLAN are set up on the switch, type the VID to associate with
the MAC address.

4. Press Ctrl+A to go back action menu line, and then select <Save> to save all configure value.
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Intelligent Switch : Add Filter MAC Address

Mac Address :000000001A01
Vlan ID 12

actions—> <Edit> <Save> <Quit>

Save successfully! ' to return!
Arrow/TAB/BKSPC = Hove Item Quit = Previous menu Enter = Select Item

@Edit filter MAC address

Actions->

1. Press <Edit> key.

2. Choose the MAC address that you want to modify and then press enter.

Intelligent Switch : Filter MAC Address Configuration

Mac Address VYlan ID Mac Address VYlan ID

pReeeneeeRa1 1
00eee00ee0e2 2
000000000003 3

actions—> <Quit> <Add> <Edit> <Delete> <Previous Page> {Next Page>

Add/Edit/Delete a Mac.
Arrow/TAB/BKSPC = Move Item Space = Toggle Ctrl+A = Action menu

3. Press <Edit> key to modify all the items.
4. Press Ctrl+A to go back action menu line, and then select <Save> to save all configure value.
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Intelligent Switch : Edit Filter MAC Address

Mac Address 000000000001
VYlan ID 41 |

actions—> <Edit> <Save> <Quit>

Can not modify for Read Onl
Arrow/TAB/BKSPC = Mouve Ttem Space = Toggle Ctrl+A = Action menu
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@Delete filter MAC address

Actions->

1. Press <Delete> key to delete a filter MAC address.

2. Choose the MAC address that you want to delete and then press enter.
3. When pressing <Enter> once will complete deletion on delete mode.

Intelligent Switch : Filter MAC Address Configuration

Mac Address  VYlan ID Mac Address Wlan ID

510151011415 1516 15100 M-
000000RRYRe2 2
000000000003 3

actions—> <Quit> <Add> <Edit> HIEIEREX <Previous Page> <Hext Page>

Add/Edit/Delete a Mac.
Arrow/TAB/BKSPC = Move Ttem Quit = Previous menu Enter = Select Ttem
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4.3. Protocol Related Configuration

Intelligent Switch : The Protocol Related configuration

STP
SNMP
GVRP
IGHP
LACP
802 .14

Previous Menu

Configure the Spanning Tree Protocol.
Arrow/TAB/BKSPC = Move Item Enter = Select Item

43.1.STP

The Spanning-Tree Protocol (STP) is a standardized method (IEEE 802.1D) for avoiding loops in
switched networks. When STP enabled, to ensure that only one path at a time is active between any
two nodes on the network.

Intelligent Switch : Spanning Tree Protocol

Enable/Disable STP
System Configuration
Perport Configuration

Previous Henu

Enabled or disabled the Spanning Tree Protocol f |
Arrow/TAB/BKSPC = Hove Item Enter = Select Item
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4.3.1.1. Enable/Disable STP

This page is showing the users how to enable or disable Spanning Tree function. Press Space key to

select enable or disable.

STP :Enabled

actions—> <Edit>

Arrow/TAB/BKSPC = Move Item

Quit =

Intelligent Switch :

STP Enabled/Disabled Configuration

<Save> <Quit>

Select the action menu.

Previous menu Enter = Select Item

4.3.1.2. STP System Configuration

Priority : 32768
Mac Address : BBB55D1821408
Root_Path_Cost: 20

Root Port : PORTA
Max Age ;20
Hello Time T2

Forward Delay : 15

actions—> <Edit>

Arrow/TAB/BKSPC = Move Item

Quit =

Intelligent Switch :

STP System Configuration

Configure Spanning Tree Parameters
Priority (0-65535) :32768
Max Age (6-40) 20

Hello Time (1-10) ;2

Forward Delay Time(4-30) :15

<Save> <Quit>

Select the action menu.

Previous menu Enter = Select Item
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Actions->
1. You can view spanning tree information about the Root Bridge on the left.
2. On the right, user can set new value for STP parameter.

NOTE: All about the parameter description please see the sections 2-4-8.
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4.3.1.3. Perport Configuration

Intelligent Switch : STP Port Configuration
Port PortState PathCost Priority
PORT1 Forwarding 128
PORT2 Forwarding 18 128
PORT3 Forwarding 10 128
PORTA Forwarding 10 128
PORTS Forwarding 10 128
PORT6 Forwarding 10 128
PORT? Forwarding 18 128
PORTS Forwarding 18 128

actions—> <Quit> <Edit> <Sayve> <Previous Page> {Next Page>

Select the Action menu.
Arrow/TAB/BKSPC = Move Item CTRL+A = Action menu Enter = Select Item

Actions->

1.
2.
3.

N oo o A&

PortState: Display spanning tree status about the switch for per port is forwarding or blocking.
Select <Edit>.

PathCost: Specifies the path cost of the port that switch uses to determine which port are the
forwarding ports.

Priority: This means priority port, you can make it more or less likely to become the root port.
Press Ctrl +A back to action menu line.

Select <Save> to save all configure value.

On the action menu line you can press <Next Page> to configure port9 ~ port26, press <Previous
Page> return to last page.

NOTE: All about the parameter description please see the sections 2-4-8.
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4.3.2. SNMP

Any Network Management running the simple Network Management Protocol (SNMP) can be
management the switch.

Use this page to define management stations as trap managers and to enter SNMP community strings.
User can also define a name, location, and contact person for the switch.

Intelligent Switch : SHMP Configuration

Sustem Options
Community Strings
Trap Managers

Previous Menu

Configurate the system information.
Arrow/TAB/BKSPC = Move Item Enter = Select Item
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4.3.2.1. System Options

Svstem Name :
Svstem Contact :
Svstem Location :

Svstem Description

actions—>

Arrow/TAB/BKSPC = Move Item

Intelligent Switch :

Layer 2 Intelligent Switch

Admin

1 24+26 Laver 2 Intelligent SHMP Switch

<Edit> {Save> <Quit>

Svustem Options Configuration

Select the action menu.

Quit = Previous menu Enter = Select Item

Actions->
Press <Edit>.

No oD

Press <Save> to save the configure value.
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System Name: Type a hame to be used for the switch.

System Contact: Type the name of contact person or organization.
System Location: Type the location of the switch.

System Description: Type the description about the switch.

Press Ctrl+A go back action menu line.



4.3.2.2. Community Strings

Use this page to Add/ Edit/ Delete SNMP community strings.

1. Community Name: The name of current strings.

2. Write Access: Enable the rights is read only or read-write.
Restricted: Read only, enables requests accompanied by this string to display MIB-object
information.
Unrestricted: Read write, enables requests accompanied by this string to display MIB-object
information and to set MIB objects.

Intelligent Switch : SHMP Community Configuration
Community Hame Write Access
public Restricted
private Unrestricted
actions—> <Add> <Edit> <Delete> {Quit>

Add/Edit/Delete community strings.
Arrow/TAB/BKSPC = Move Item CTRL+A = Action menu Enter = Select Item
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® Add Community Name

1. Press <Add> --> <Edit> key.

2. Community Name: Type the community name.

3. Write Access: Press Space key to select the right is restricted or unrestricted.

Intelligent Switch : Add SHMP Community

Community Hame :Commandl

Hrite Access QRestricted

actions—> <Edit> <Save> <Quit>
Select the action menu. |

Arrow/TAB/BKSPC = Moue Ttem Space = Toggle Ctrl+A = Action menu

® Edit Community Name
1. Press <Edit> key, choose the item that you want to modify and then press Enter.
2. Community Name: Type the new name.
3. Write Access: Press <Space> key to change the right is restricted or unrestricted.

Intelligent Switch : Edit SHNMP Community

Community Hame :public

Hrite Access :Restricted

actions—> <Edit> <Save> <Quit>
Select the action menu.
Arrow/TAB/BKSPC = Move Item Quit = Previous menu Enter = Select Item
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® Delete Community Name
1. Press <Delete> key.
2. Choose the community name that you want to delete and then press enter.
3. When pressing <Enter> once will complete deletion on delete mode.

Intelligent Switch : SHMP Community Configuration

public Restricted

private Unrestricted
Commandl Restricted

actions—> <Add> <Edit> <Pelete> <Quit>
Delete SHMP community strings.
Arrow/TAB/BKSPC = Move Item CTRL+A = Action menu Enter = Select Item
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4.3.2.3. Trap Managers

A trap manager is a management station that receives traps, the system alerts generated by the switch.
If no trap manager is defined, no traps are issued. Create a trap manager by entering the IP address of
the station and a community string.

Intelligent Switch : Trap Managers Configuration
IP Community Name
actions—> <Add> <Edit> PDelete> {Quit>

Add/Edit/Delete trap managers.
Arrow/TAB/BKSPC = Move Item Quit = Previous menu Enter = Select Item

® Add SNMP trap manager

1. Press <Add> --> <Edit> to add the trap manager.

2. IP: Type the IP address.

3. Community Name: Type the community name.

4. Press Ctrl +A go to actions line, press <Save> key to save all configure.

Intelligent Switch : Add SHWMP Trap Manager

IP :192.168.1.131
Community Name :[YECEE

actions—> <Edit> <Save> <Quit>
Select the action menu.

Arrow/TAB/BKSPC = Move Item CTRL+A = Action menu Enter = Select Item
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® Edit trap managers

Press <Edit> key, and then choose the item that you want to modify.

IP: Type the new IP address

Community Name: Type the community name.

Press Ctrl +A go to actions line, press <Save> key to save all configure.

D w b e

Intelligent Switch : Edit Trap Managers

IP :192.168.1.131

Community Hame :public

actions—> <Edit> <Save> <Quit>
Select the action menu.
Arrow/TAB/BKSPC = Move Ttem Quit = Previous menu Enter = Select Item

® Delete trap manager

1. Press <Delete> key.

2. Choose the trap manager that you want to delete and then press enter.
3. When pressing <Enter> once will complete deletion on delete mode.

Intelligent Switch : Trap Managers Configuration
IP Community Name
192.168.1.131 public
actions—> <Add> <Edit> <Delete> <Quit>
Delete SNMP trap managers.
Arrow/TAB/BKSPC = Move Item Quit = Previous menu Enter = Select Item
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4.3.3. GVRP

GVRP (GARP [Generic Attribute Registration Protocol] VLAN Registration Protocol)

GVRP allows automatic VLAN configuration between the switch and nodes.

For example, if the switch is connected to a device with GVRP enabled, you can enable this setting to
allow dynamic VLAN configuration information to be processed by the switch.

If a device sends a GVRP request using the VID of a VLAN defined on the switch, the switch will
automatically add that device to the existing VLAN.

This page you can enable / disable the GVRP (GARP VLAN Registration Protocol) support.

Intelligent Switch : GYRP Configuration

[ hab ] ed

actions—> <Edit> <Save> <Quit>

Select the action menu.
Arrow/TAB/BKSPC = Moue Ttem Space = Toggle Ctrl+A = Action menu

Actions->

1. Select <Edit>.

2. Press Space key to choose Enabled / Disabled.
3. Press Ctrl+A back to action menu line.

4. Select <Save> to save configure value.

Note: GVRP must also be enabled on participating network nodes.
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43.4. IGMP

The Internet Group Management Protocol (IGMP) is an internal protocol of the Internet Protocol (IP)
suite.

This page you can enable / disable the IGMP support.

Intelligent Switch : IGMP Configuration

IGHP Protocol
IGHP Query Mode : Auto

actions—> <Edit> <Save> <Quit>
Select the action menu.
Arrow/TAB/BKSPC = Move Item Space = Toggle Ctrl+A = Action menu

Actions->

1. Select <Edit>.

IGMP Protocol: Press Space key to choose Enable / Disable.

IGMP Query Mode: Press Space key to choose Auto / Enable /Disable.
Press Ctrl+A go back action menu line.

a M w N

Select <Save> to save configure value.
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4.3.5. LACP (Link Aggregation Control Protocol)

This page can configure and view all the LACP status.

Intelligent Switch : LACP Configuration

Horking Ports Setting
State Activity
LACP Status

Previous Menu

LACP setting.
Arrow/TAB/BKSPC = Move Item Enter = Select Item

Note: All ports support LACP dynamic trunk group. If connecting to the device that also supports
LACP, the LACP dynamic trunk group will be created automatically.

4.3.5.1. Working Port Setting

This page can set the actually work ports in trunk group.

Intelligent Switch : LACF Group Configuration
Group LACP Work Port Num
TRE7Y 4
actions-> <Edit> <Save> <guit>
Select the action menu.
Arrow/ TAB/BESPC = Move Item ouit = Previous menu Enter = Select Item
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Actions->

Select <Edit>.

Group: Display the trunk group ID.

LACP: Display the trunk group’s LACP status.

LACP Work Port Num: The max number of ports can be aggregated at the same time. If LACP
static trunk group, the exceed ports is standby and able to aggregate if work ports fail. If local
static trunk group, the number must be the same as group ports.

M w b e

NOTE: Before set this page, you have to set trunk group on the page of Trunk Configuration first.

4.3.5.2. State Activity

Intelligent Switch : LACP Port State Active Configuration
Port State Actiwvity Port State Activity
21 Active
22 AZctive
23 Rcotive
24 AZctive
actions-> <Edit <Saver <Quit>
Select the action menu.
Arrow/TAB/BESPC = Move Item guit = Previous menu Enter = Select Item

Actions->
1. Select <Edit>.
2. Press Space key to choose the item.
Active: The port automatically sends LACP protocol packets.
Passive: The port does not automatically send LACP protocol packets, and responds only if it
receives LACP protocol packets from the opposite device.
3. Press Ctrl+A go back action menu line.
Select <Save> to save configure value.

NOTE: If user set LACP mode in the trunk group, all of the member ports of this trunk group will set
"Active" automatic.
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43.5.3. LACP Status

When you’re setting trunk group, you can see the relational information here.
Static trunk group

Intelligent Switch @ LACP Group Status

Static Trunking Group

Group Key @ 7

Port_No 21 22 23 24

actions-> <ouits <Previous Page> <Next Page>

Select the action menu.
Arrow/TAB/BESPC = Move Item guit = Previous menu Enter = Select Item

LACP trunk group
Intelligent Switch : LACP Group Status
Group
[Actor] [Fartner]
Priority: 1 1
MAC : O00R17004567 000R17005678
Port No Key Priority  Active Port No Key Priority
2l 519 1 selected 24 519 1
22 519 1 selected 23 519 1
23 h13 1 selected 22 513 1
24 h13 1 selected 21 515 1
actions-=» <Quits <Previous Page> <Next Page>

ect the action menu.

Arrow/TARE/BESPC = Move Item ouit = Previous menu Enter = Select Item
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Actions->

<Quit>: Exit this page and return to previous menu.
<Previous Page>: Return to previous page to view.
<Next page>: Go to the next page to view.
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4.3.6. 802.1x Protocol

This page can configure and view all the 802.1x status.

Intelligent Switch : B82.1x protocol

Enable/Disable 882.1%

System Configuration
PerPort Configuration
Misc Configuration

Previous Henu

Enabled or disabled the 882.1x Protocol f =
Arrow/TAB/BKSPC = Hove Item Enter = Select Item

4.3.6.1. Enable/Disable 802.1x

Intelligent Switch : 802.1x Enabled/Disabled Configuration

802.1x : Enabled

actions—> <Edit> <Save> <Quit>
Select the action menu.
Arrow/TAB/BKSPC = Move Ttem Quit = Previous menu Enter = Select ITtem
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1.Select <Edit>.

2.Press Space key to choose Enabled / Disabled.
3.Press Ctrl+A go back action menu line.
4.Select <Save> to save configure value.
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4.3.6.2. 802.1x System Configuration

Intelligent Switch : 882 .1x System Configuration

Radius Server IP : 192.168.1.128
Shared Key : 12345678
NAS,Identifier: NAS_L2 SWITCH
Server Port: 1812

Accounting Port: 1813

actions—> <Edit> <Save> <Quit>

Select the action menu.
Arrow/TAB/BKSPC = Move Ttem Quit = Previous menu Enter = Select Item

1. Press <Edit>.

2.Radius Server IP Address: the IP address of the authentication server.

3.Shared Key: A key shared between this switch and authentication server.

4.NAS, Identifier: A string used to identify this switch.

5.Server Port: The UDP port number used by the authentication server to authenticate.
6.Accounting Port: The UDP port number used by the authentication server to retrieve accounting
information.

7.Press Ctrl+A go back action menu line.

8.Press <Save> to save configure value.
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4.3.6.3. 802.1x PerPort Configuration

Intelligent Switch : 882.1x Port Status

Port Status
PORT4 Ho
PORTS No
PORT6 No
PORT? No
PORTS No
PORT9 Au
PORT10 Au
PORT11 No
actions—> <Quit> <Edit> <Save> <Previous Page> <Next Page>

Select the Action menu.
Arrow/TAB/BKSPC = Move Ttem Quit = Previous menu Enter = Select Item

In this page, set the authorization status to activate 802.1x function by port

1. Select <Edit>.

2. Status: Press <Space> key to choose Fu / Fa / Au / No authorization status.
3. Press Ctrl+A go back action menu line.

4. Select <Save> to save all configure value.

Note:
Fu : Force the specific port to be unauthorized.

Fa : Force the specific port to be authorized.

Au : The state of the specific port was determined by the outcome of the authentication.
No : The specific port didn't support 802.1x function.
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4.3.6.4. 802.1x Misc Configuration

Intelligent Switch : 802.1x Misc Configuration

Quiet-period <@..65535,defaul t=60> : 60
Tx-period <@..65535,defaul t=30> : 30
Supplicant—timeout <1..300, default=36> : 30
Server-timeout <1..300,defaul t=30> s
ReAuthMax <1..108,defaul t=2> 22

Reauth-period <1..9999999 defaul t=3680>: 3600

actions—> <Edit> <Save> <Quit>
Select the action menu.
Arrow/TAB/BKSPC = Move Item Quit = Previous menu Enter = Select Item

1. Press <Edit>.

2. Quiet Period : Used to define periods of time during which it will not attempt to acquire a
supplicant (Default time is 60 seconds).

3. TxPeriod : Used to determine when an EAPOL PDU is to be transmitted (Default value is 30
seconds).

4. Supplicant Timeout : Used to determine timeout conditions in the exchanges between the
supplicant and authentication server (Default value is 30 seconds).

5. Server Timeout : Used to determine timeout conditions in the exchanges between the
authenticator and authentication server (Default value is 30 seconds).

6. ReAuthMax : Used to determine the number of re-authentication attempts that are permitted
before the specific port becomes unauthorized (Default value is 2 times).

7. Reauth Period : Used to determine a nonzero number of seconds between periodic
re-authentication of the supplications (Default value is 3600 seconds).
Press Ctrl+A go back action menu line.
Press <Save> to save configures value.
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4.4. Status and Counters

Intelligent Switch : Status and Counters

Port Status

Port Counters
Svustem Information

Main Menu

Display current status of all the switch ports.
Arrow/TAB/BKSPC = Move Item Enter = Select Item

You can press the key of Tab or Backspace to choose item, and press Enter key to select item.

441. Port Status

This page display every port status

Intelligent Switch : Port Status
Link InRate OutRate Flow
Port Status (180K} (180K) Enable Auto Spd/Dpx Control
PORT4 Up )] ] Yes AUTO 160 Full On
PORTS Down B 4] Yes AUTO 10 Half  Off
PORT6 Up ] 4] Yes AUTO 180 Full Off
PORT? Down ] a Yes AUTO 10 Half  Off
PORT8 Down 0 ] Yes AUTO 10 Half  Off
PORT? Down 0 ] Yes AUTO 10 Half  Off
PORT10 Down B 4] Yes AUTO 10 Half  Off
PORT11 Down ] 4] Yes AUTO 10 Half Off
actions—> <Quit> {Previous Page> <Hext Page>
Select the action menu.
Arrow/TAB/BKSPC = Hove Item Quit = Previous menu  Enter = Select Item

Link Status: Display the port is link or no link.
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InRate: Display the input rate control (100K/unit) setting value.

OutRate: Display the output rate control (L00K/unit) setting value.

Enabled: Display the port is enabled or disable depended on user setting. Enable will be display
“Yes”, disable will be display “No”. If the port is unlink will be treated as “No”.

Auto: Display the port is link on which Nway mode: Auto, Nway_Force, and Force.

Spd/Dpx: Display the port speed and duplex.

FlowCtrl: In auto / Nway force mode, display the flow control status is enable or not after
negotiation.

In force mode, display the flow control status is enabling or disable depending on user setting.

Actions->

<Quit>: Exit the page of port status, and return to previous menu.
<Previous Page>: Display previous page.

<Next page>: Display next page.

4.4.2. Port Counters

The following information provides a view of the current status of the unit.

Intelligent Switch : Port Counters

Port TxGoodPkt TxBadPkt RxGoodPkt RxBadPkt TxAbort Collision DropPkt

PORT4 8035 @ 44738 6 6 @ 89
PORTS @ 0 0 0 0 0 ]
PORT6 43595 a 6943 B 8 a 3
PORT? @ 8 8 6 6 8 a
PORT8 © @ 0 6 6 @ @
PORT9 @ 0 0 0 0 0 ]
PORT1A @ a 8 B 8 a ]
PORT11 @ 8 8 6 6 8 A

actions—> <Quit> {Reset All> {Previous Page> <Next Page>

Configure the action menu.
Arrow/TAB/BKSPC = Move Ttem Quit = Previous menu Enter = Select Item

Actions->

<Quit>: Exit the page of port status, and return to previous menu.
<Reset All>: Set all count to 0.

<Previous Page>: Display previous page.

<Next page>: Display next page.
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4.4.3. System Information

MAC Address: The unique hardware address assigned by manufacturer.

Firmware Version: Display the switch’s firmware version.

ASIC Version: Display the switch’s Hardware version.

Module 1 Type: Display the module 1 Type: 1000Tx or 100Fx ext. Depend on module card mode.
Module 1 information: Display the information saved in EEPROM of modulel.

Module 2 Type: Display the module 2 Type: 1000Tx or 100Fx ext. Depend on module card mode.
Module 2 information: Display the information saved in EEPROM of module2.

Intelligent Switch : System Information

MAC Address - BABA17EEHE526

Firmware version : 18.83.M

ASIC version : A7.48

Module 1 Type = HC

Module 1 information : H/A

Module 2 Type = HC

Module 2 information : H/A
actions-> <Quit>

Arrow/TAB/BKSPC = Move Item Quit = Previous menu Enter = Select Item
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4.5. Reboot Switch

Intelligent Switch : Restart Configuration

Defaul t

Restart

Previous Menu

Recovering to default.
Arrow/TAB/BKSPC = Move Item Enter = Select Item

45.1. Default

Reset switch to default configuration, default value please section 2-4-14.

Resetting to the default will restart the system automatically!

Do you want to continue? {v/n)

4.5.2. Restart

Reboot the switch in software reset.
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4.6. TFTP Update Firmware

This page provide user to update firmware or restore EEPROM value or upload current EEPROM
value.

Intelligent Switch : TFTP Update firmware Configuration

TFTP Update Firmware
TFTP Restore configuration
TFTP Backup configuration

Previous HMenu

Use TFTP to update firmware.
Arrow/TAB/BKSPC = Move Item Enter = Select Item

4.6.1. TFTP Update Firmware

This page provides user use TFTP to update firmware.

Intelligent Switch : TFTP Update Firmware
TFTP Serwver : 192.168.223.99
Remote File Name : image.bin
actions—> <Edit> {Save> <Quit>
Select the action menu.
Arrow/TAB/BKSPC = Move Item Quit = Previous menu Enter = Select Item
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Actions->

Start the TFTP server, and copy firmware update version image file to TFTP server.
Press <Edit> on this page.

TFTP Server: Type the IP of TFTP server.

Remote File Name: Type the image file name.

Press Ctrl+A go to action line.

Press <Save> key, it will start to download the image file.

When save successfully, the image file download finished too.

Restart switch.

O N o Ok~

4.6.2. Restore Configure File

This page user can restore EEPROM value, save image file before, form TFTP server.

Intelligent Switch : Restore Configuration File

TFTP Server : 192.168.223.99
Remote File Name : data.dat

actions—> <Edit> <Save> <Quit>
Select the action menu.
Arrow/TAB/BKSPC = Move Ttem Quit = Previous menu Enter = Select Item

Actions->

1. Start the TFTP server.

2. Press <Edit> on this page.

3. TFTP Server: Type the IP of TFTP server.

4. Remote File Name: Type the image file name.

5. Press Ctrl+A go to action line.

6. Press <Save> key, it will start to download the image file.

7. When save successfully, the image file download finished too.
8. Restart switch.
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4.6.3. Backup Configure File

This page user can save current EEPROM value to image file. Then go to the update configure page
to restore the EEPROM value.

Intelligent Switch : Backup Configuration File

TFTP Server : 192.168.223.99
Remote File MName : data.dat

actions—> <Edit> <Save> {Quit>
Select the action menu.

Arrow/TAB/BKSPC = Move Ttem Quit = Previous menu Enter = Select Ttem

Actions->

1. Start the TFTP server.

2. Press <Edit> on this page.

3. TFTP Server: Type the IP of TFTP server.

4. Remote File Name: Type the image file name.

5. Press Ctrl+A go to action line.

6. Press <Save> key, it will start to upload the image file.

7. When save successfully, the image file upload finished too.
8. Restart switch.
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5.Application Examples

5.1. VLAN application used with switch

VLAN is a simple solution to protect your network against broadcast storming by creating
segments based on Layer2 Ethernet information and avoiding the complexity and the heavy
processing requirements of Layer3 IP based routers.

As a result, each group of stations connected to separate Segmented Ports forms different
isolated Broadcast Domain. The Broadcast Sharing Ports should be used to connect servers
and other common services, such as Internet access, that are used by all the stations connected
to the different Segmented Ports.

Virtual LAN, or VLAN, is generally defined as broadcast domain. It can be viewed as a group
of end nodes, possibly on different physical network segments, which can communicate with
each other.

24 + 2 Switch

W W
% 24K

| e

I | B I | | N
C = = N =

Boradcast Domain
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Benefits of VLANS

® Grouping users into logical networks for performance enhancement.

® Provides effective broadcasts containment between Segmented Ports, which prevents
flooding of a network.

® Offers security by completely isolating from each other the different Broadcast Domains

connected on separate Segmented Ports.

Preserving current investment in equipment and cabling.

Providing an easy, flexible, economic way to modify logical groups when needed.

Network administrators can easily "fine tune™ the network.

Keeping network structure from the physical topology of the cabling.

Making large networks more manageable.

You can group users according to some shared characteristic, such as a common business
function or a common protocol. A single switch may have several independent VLANSs within
it. Below is a example that R&D, Manufacturing and Administration group can be partitioned
into two different VLAN group, even members in different group can’t talk directly, but they
still share the same server, such as MRP server, printer server in Adminstration group...etc.

24 +2 Switch

v ', QD
MRF Server  Frint Server
[ ] =]
=
: E MFG Group
\Admin Group |
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5.2. Trunking Application used with switch

Trunking allows you to increase the available bandwidth between switches by grouping ports
into a trunk. Trunk can also be used to connect server to switches for higher bandwidth service
required. You can use trunking to improve the throughput between segments. Moreover, this
switch furtherly provides trunk with fail-over function, that is, when one of the links of trunk
is fail or broken, the traffic originally go through that link will be automatically re-direct to
other links of trunk, this give the trunk with redundancy and greatly increase the value of
trunking.

600 Mbps

24+ 2 Switch 24 + 2 Switch

800 Mbps with cross line cable
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5.3. “Single IP — Agent mode” application
Single IP is a management utility of network devices for administrator to access private IP
devices through a single IP (real IP or private IP). By this utility, administrator can manage much
more network devices than ever and reduce the demand of real IPs, because every real IP switch
can be an agent host for any network devices in their private IP domain. The Single-IP feature is
able to manage up to 32 devices in the LAN using one IP address.

There are some defects in the current solutions of network management. For example, switches
with legacy “stack” capability have to stack together due to their special limited-length cables,
and have the limitation of stacking quantities and brand compatibility due to hardware
specification. Moreover, administrator always has troubles in finding out the target window
among those multi-display interfaces. Though there are expert network management utilities
available in the current market, like HP OpenView, expensive cost and difficult task of
implementation into embedded system are main drawbacks for their practical application.

Because of the rapid development of Ethernet, the scare of real IP shortage becomes a serious
issue when an enterprise continues its IA growth. It is a resource waste and cost a large expense
that every individual host has its own real IP inside the enterprise’s network. Privates IPs and
NAT function (provided by router, gateway or IP sharing) provide a solution to the shortage of
real IP, but new issue gives rise to that remote user from Internet has no access permission into
the private IP domain, thus an administrator has no choose but accesses the private IP devices
from the very location of the local area network to trouble shoot any problems that network
clients report, until now “Single IP-Agent mode”, one of this switch special features, provides a
new solution for all issues above.

There are benefits of “Single IP-Agent mode”:

1. Reduce the demand of real IP (public IP).
Since there are up to 32 devices which have a IP agent as “Single IP” switch, meaning that
the switch becomes a network agent and handles all functions of these devices, MIS can
reduce the number of hosts that are directly connected to Internet, and make use the saved
real IPs more efficiency.

2. Integrate network devices without modifying hardware or software.
“Single IP” is a technique mainly based on application layer in OSI standard. The
connection between master and slave hosts is linked by Ethernet protocol. It is little concern
of hardware and packet transmits. Modifications of hardware or software of the slave hosts
are not necessary. Thanks to the characteristics, single IP switch gives the best compatibility
with other network devices, router, gateway, web server and even another brand switch.

3. Handy User interface without learning complex setting or changing user’s habit of
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operation.

A floating menu gives a comprehensive user interface for administrator to pick the managed
devices. It provides host IP and host name in the same time, saving the trouble that the
administrator tries to remember which IPs those slave hosts are assigned to. Since there is
only one browser window displaying on the screen at one time, Agent Manager plays a role
like a TV channel Remote Controller. Administrator can easily switch to the device he/she
wants and enter the configuration webpage as desired.

4. Totally remote control of network devices in private IP domain.
It is not necessary for MIS to put all devices together in one place. Single IP function will
operate normally no matter how far the distance is between the master and the slave hosts if
their packets can reach each other in local area network. Moreover, a remote administrator
can access the far-side servers in the private domain through the intermediary of single IP
switch which is directly connected to Internet.

5. No up-link limitation through Gigabit port.
Unlike stacking mode, up-link in agent mode can be achieved through any port rather than
Gigabit port only. This provides great flexibility as long as network administrator can
access them, and hence Gigabit ports can be saved for other applications.

5.3.1 Typical setup of “Single IP-Agent mode” network:

The basic rules to set up “Single IP”’:
1. The “Agent IP” of master switch should be within the IP domain of the managed hosts.
(slave switches)
2. The “Agent IP” should be the same as “Switch IP” if administrator is within the IP domain
of slaves; In other hand, the “Agent IP” should be different from “Switch IP” if
administrator want to manage the slaves cross IP domain.

There are three typical examples to demonstrate the usage of “Single IP-Agent mode”.

1. Master and slave switches in the same LAN domain.
In this example, master switch will manage 2 slave switches and 1 router.
Switch IP of master is 192.168.223.100. Set its management mode to “Agent Master”.
Since the IP domain of slaves and router are in the IP domain 192.168.223.0, Agent IP of master
should be set as same as switch IP (192.168.223.100).
Add slavel and slave2 into agent list by auto-discover or by manual. Router can only be added
by manual. Administrator (192.168.223.30) can access those slaves through master.
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Switch 1P: 192.168.223.100
Agent IP: 192.168.223.100
Gateway: 192.168.223.254

Master

Slave

- IP: 192.168.223.30

—
‘P|5 Administrator

Switch IP: 192.168.223.101
Gateway: 192.168.223.254

Slave?2

Switch 1P: 192.168.223.102
Gateway: 192.168.223.254

o d

Router

LAN IP: 192.168.223.254
WAN 1P: 211.23.53.250

2. Master and slave switches in different LAN domain.
In this example, master will manage 2 slave switches and 1 router in other IP domain.

Intermet

LAN IP: 192.168.223.254
WAN IP: 211.23.53.250

Slavel

Switch 1P: 192.168.223.101
Gateway: 192.168.223.254

Slave2

Switch 1P: 192.168.223.102
Gateway: 192.168.223.254

Router

1P: 192.168.1.30

Administrator

Gateway: optional

Switch 1P: 192.168.1.100
Agent IP: 192.168.223.100

Internet



The differences from examplel are that administrator and master switch IP are in the other IP
domain (192.168.1.0).

Switch IP of master is 192.168.1.100. Set its management mode to “Agent Master”.

According to the basic rule 1, agent IP should be set in the same domain of slaves, that is,
192.168.223.100. The other procedures are the same as example 1.

Now administrator (192.168.1.30) can access the slaves in other domain (192.168.223.0).

Master in WAN domain and slaves in LAN domain.

This example gives the practice application for remote management.

The differences from example 2 are that master switch links directly to Internet and administrator
from worldwide can access it through Internet.

Set the Switch IP and gateway of master switch to real IP (211.23.53.251 and 211.23.53.249)

and make sure administrator can access the master switch from Internet. The other procedures
are the same as example 1.

Now administrator from Internet can access the slaves in other domain (192.168.223.0).
Somewhat we can image the master is playing a role of tiny virtual server for these slaves.

Intermet
LAN IP: 192.168.223.254 Rﬂuter Gateway IP: 192.168.223.249
WAN IP: 211.23.53.250 7’

xDSL / Cable

&

Slave1

Switch 1P: 192.168.223.101
Gateway: 192.168.223.254

Master

Switch 1P: 211.23.53.251
Agent IP: 192.168.223.100 Intermet
Gateway: 211.23.53.249

Slave?Z AT e

Switch 1P: 192.168.223.102
Gateway: 192.168.223.254

1

n

=
Administrator

]
0
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5.4. “Single IP - Stacking mode’ application with Switch

This switch provides traditional stacking mode to stack with maximum 32 switches by cascading
their Gigabit ports (purchased separately). For better performance, we recommend stacking
no more than 8 Switches. This feature helps network administrator to easily use one switch
assigned as the master to manage the other stacked switches through the browser. That is, the
master can bring a “global view” showing all stacked devices to network administrator as long as
he/she accessed to the master switch by using its IP (this IP should be public for remote access
through the Internet). This will easily let the network administrator know the group settings (e.g.
tag-based VLAN groups) and link status among all stacked units. A typical arrangement of
network connection of “Single IP — Stacking mode” is shown below:

Typical connections for switch management by stacking

D Master

— —*—— —-*—— OB
Remote PC
Slave 1

]
5 Slave 2

Local PC

I

Server 1

[

Slave 5

Server 2

The significant characteristics of this switch are:

1. No redundant hardware required:
Unlike special requirement of connecting cable among “hardware stacking” switches, this
switch provides the least demand as a Gigabit module to build up a stacking set. The Gigabit
module give the best performance for inter-communication between stacking switches and
the administrator can spare one port of Gigabit module in the top switch or the bottom one in
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the stack for flexible usage.

2. Well integrated Ul to view status of stacking switches:
An user-friendly Web Ul provides user to have a total view of the port link status and
VLAN group settings for all stacked switches at a glance.

3. Easy adding or removal stacking member:
All Stacking members can be easily added or removed through the network. By clicking on
the Ul, the administrator can quickly determinate which switch will join the stack, without
adjusting the network connection in front of those switches. It saves great efforts when
trouble-shooting the network abnormality.

5.4.1 Aguide to build up “Stacking Switches”

Follow these steps to build up a set of “Stacking Switches”:

1. Connect switches with Giga port (purchased separately) in serial sequence.
By reference to the picture of typical network connection of “Single IP — Stacking mode”, user
can connect these stacking switches with Giga port in serial sequence. Technically, in “Stacking
Mode”, the Master Switch is able to connect/control up to 31 Salve Switches (total 32
Switches); however, for better performance, we recommend stacking no more than 8
Switches.
A connection check by pinging these switches’ IP will help to avoid network failure.

2. Make sure the master switch is set to “Stacking Master” and slaves to “Stacking Slave”.
In the Main Menu in “Administrator/IP & Management Mode”, user has to set the management
mode to “Stacking Master” and slave switches to “Stacking Slave”.
User who wishes to access the stacking switches from remote IP, should fill up the switch IP with
its real IP and the agent IP with the alternative LAN IP; on the other hand, for a local area network
access only, the switch IP and agent IP should be kept as the same as the LAN IP.

3. Add stacking members in the Stacking management.
Please refer section 2-4-14 for detailed configuration.

4. Launch the Stack manager.
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5.4.2 An Example of Port-Base Stacking VLAN

PC-0
192.168.223.99

Stacki Mast
acking Master VLAN Group

Agent IP : 192.168.223.100 O Mg toai. 16
|~

Switch IP : 192.168.223.100

192.168.223.110 =iesss"ssslests @ AN 492.168.223.140

192.168.223.120 P e sasees/eses oy

192.168.223.130 192.168.223.150

Q PC-2

192.168.223.93

Port-Base Stacking VLAN setting:

Switch: Master (192.168.223.100)

Slaves (192.168.223.110, 192.168.223.120, 192.168.223.130, 192.168.223.140,
192.168.223.150)

PC: PC-0(192.168.223.99) on port 22 of Master (192.168.223.100)
PC-1(192.168.223.92) on port 9 of Slave 4(192.168.223.140)
PC-2(192.168.223.93) on port 23 of Slave 5(192.168.223.150)

Port-Base VLAN Group:

VLAN name : test

VLAN ID : 10

Members: Port 22, 24 of Master (192.168.223.100 )
Port 9 of Slave4 (192.168.223.140)
Port 23, 24 of Slave5 (192.168.223.150)

Test case:

1. PC-0 ping or trace PC-01 and PC-02 ( The same VLAN )
2. Remove port 9 of Slave4 from VLAN test, and process test1 again.
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a Stacking Manager - Microsoft Internet Explorer glil@ ; Stacking Manager - Microsoft Internet Explorer g|§|@

Stacking Manager Stacking Manager

e e
. e
%ﬁ (192:3::;?5%120) LEd (192.5:2;..!52.120)
i TR o R
G e
T T oo e

Link Status Link Status

The Panel shows the current link-up port{s) Current setting is on the
Yirtual Switch above.Click

< Add/Delete> to create or
delete a ¥LAN group or Click
the ports to edit the YLAN

group members.

Ta view or setup WLAM, click "WLAN" to the zwitch panesl,

Result:
1. PC-0 can access both PC-01 and PC-02.
C:~Documents and Settings™Administratorrtracert 172.168.223.92

[ Delete ] [lAppI\,r.] .[”Cancel ]

Tracing route to 192.168.223.72 over a maximum of 38 hops

1 <1 ms <1 ms <1 ms 1%92.168.223.92

C:“Documents and Settings“Administrator>*tracert 192_168_223.93

Tracing route to 192_.168.223.93 over a maximum of 38 hops

i <1 ms <1 ms <1 ms 192.168.223.93
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2. PC-0 can only access PC-02 only. PC-01 will not reply.

A Stacking Manager - Microsoft Intermet Explorer Elil@

Stacking Manage

er
25 25 | < Master >
192.168.223.100

Slavel
(192.168.5.110)

LIl Slave2

(192.16%8.5.120)

LIl Slave3

(192.168.5.130)

Slaved
(192.168.5.140)

Slaves

Lil (192.168.5.150)
Link Status

Current setting is on the
Virtual Switch abowe.Click

< Add/Delete> to create or
delats a3 ¥LAN group or Click
the ports to edit the VLAN
group members.

|[ Delete .] [_Applv]_[_pancm |

C:s\Documents and Settings“fAdministratoritracert 192.168.2
Tracing route to 192.168. 2 over a maximum of 38 hops
Requ timed out.

timed out.
timed out.

ts and Setting iministrate acert -168.

ing route to 192.168. 93 over a maximum of 38 hops

<1 ms 192.168.

- 138 -



5.4.3 Limitation with Trunking in Stacking mode

Two basic rules declare here:
1. Stacking members can’t and trunk with each other.
2. Stacking members can trunk with non-stacking member.

The packet traffics between stacking members are transferred only through Giga module. Trunking
between stacking members may cause the spanning tree protocol (STP) to alter the topology and
change the routed ports. If it happens, Giga port traffic may break and the stacking mechanism will
fail.

For non-stacking member, it has no such limitation.

Non-Stacking Member
S lerer eeesiEee i ows

et HHHEEECCEECICT B

Stacking Members
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5.5 Compatibility on Virtual Server and “Single IP”

There are practical applications on combination of virtual server and single IP. Network administrator
prefers a router as unique gateway to Internet while he/she likes to use the “Single IP” to manage his
network hosts both from LAN and WAN. This example gives a guide how to setup virtual server with
agent/stacking switch.

Example target:

1. Any client with port 80 (http) go to company’s default web server (example 192.168.223.80)
2. Any client with port 28010 go to agent/stacking switch.( example 192.168.223.90).

3. Any client can use the agent/stacking function through virtual server.

WANIP:80 192.168.223.80:80
=
\ Enterprise Web server
WANIP:28010 192.168.223.90:80

Il

9 PLastar

192.168.223.90:2801
WANIP:28019 >

Router virtual server

The instructive pictures may vary depending on the router the user sets up. The sample uses a GR102
router module for demonstration.

Step 1: Set up web server mapping port (211.23.53.252:80 - 192.168.223.80:80)

a Edit Yirtual Server - Microsoft Internet Explorer |Z||:|Iz|

[21133.53.252 |

| HTTP 80y v |

External Service Port _|8EI

1192.168.223.80

Eeal Server IP { I
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Step 2. Set up agent/stacking switch mapping port (211.23.53.252:28010->192.168.223.90:80)
(Note: Some Routers are not able to allow users to direct External Service Port (28010) to Local
Service Port (80). In that case, user must have Port 80 available for the Switch.)

a Edit Yirtual Server - Microsoft Internet Explorer |__| I |§|

Eeal Server IP

Step 3:  Set up agent function mapping port (211.23.53.252:28019->192.168.223.90:28019)

[x]

/2 Edit Yirtual Sexver - Microsoft Intexnet Explorer

External Service Port ||2E!D1 9

192.168.223.90

Eeal Server IP | I

Step 4: Modify Master’s “Agent IP”” to new IP other than its “Switch IP”” (Important)

According to the basic rule 2 of “Single IP”, if administrator would like to access the slaves
from Internet and master’s Switch IP should differ from its Agent IP.

In this case, change Agent IP to 192.168.223.91 to meet the rule, even thought Switch IP and
Agent IP are still within the same IP domain.

Note: If administrator wishes to access the slaves from LAN , he/she should change back the
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Agent IP to Switch IP again before launching the Agent/Stacking Manager..

Management Mode : |
(Default : Agent Slave)

TRENDware Technical Support:
3135 Kashiwa Street

Torrance, CA 90505

Tel: +1-310-891-1100

Fax: +1-310-891-1111

E-mail: support@trendware.com
www.trendnet.com
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