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1. Introduction

24+2G switch is ahigh performance web-managed SNMP Layer 2 switch that provides
users with 24 10/100Mbps Ethernet and 2 1000Mbps Gigabit ports. This Switch has
SNMP management and remote control capabilities. The Gigabit module, whichcan be
copper or fiber media, supports 1000BASE-SX, 1000BASE-LX or 1000BASET,
allowing users to increase their network response time at gigabit speeds and with great
flexibility. A RS-232 serid port provides an easy way for inddlation and initid set-up.

Non-blocking and maximum wire speed performances are designed on al ports. The
Switch not only supports Auto-Negotiation, but also Auto-MDIX function on al
switched 24 10/100M RJ-45 ports and two Gigabit Copper ports in both half or full
duplex mode. The Auto-MDIX function makes it convenient for the user, because it
eiminates cabling on sraight-line or cross-line issues.

24+2G switch provides a convenient way to operate layer 2 management through the
browser. The User-friendly drop-down menu allows the user to easily learn, control and
monitor. It supports not only traditional SNMP function, but also RMON 1,2,3,9 groups
for advanced network analysis.

The Switch also supports both port-based VLAN and Tag-based. To increase bandwidth
application, it supports 7 groups with up to 4 ports Trunk, and moreover, these trunk
ports provide far-over function to provide back up when one or more ports
mafunction

Totally front access design and full LED dgatus display ease user’s installation and
ingpection and maintenance efforts at rackmount environments. The extra LED
display reflecting the fan satus dlows for quick diagnoss of over-hesat issues.
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1.1 Unpacking

Open the shipping carton of the Switch and carefully unpack its contents, the carton
should contain the following items:

&5z One 24+2G, 24 port Fast Ethernet Layer 2 Switch.
&5 Mounting Kit: 2 mounting brackets and screws
&5 Four rubber feet with adhesve backing.

&5z One AC power cord.

& One RS-232 cable

&5 ThisUser’s Guide (Disk or CD).

1.2 Installation

Y ou can use the following guiddines when choosing a place to ingtdl the Switch.

&5 The surface must support at 3 kg. Do not place heavy object on the Switch.

&5 Visudly ingpect the power cord and AC power connector.

#& Make sure that there is proper heat dissipation form and adequate ventilation
around the Switch.

Desktop or Shelf Installation:

When installing the Switch on the desktop of shelf, the rubber feet included with the
device should first be attached. Attach these cushioning feet on the bottom at each
corner of the device. Allow adequate space for ventilation between the device and the
objects around it.

Rack Insallation:

The 24+2G switch can be mounted in an ELA standard-sized, 19-inch rack, which can
be placed in a wiring closet with other equipment. To ingtall, attach the mounting
brackets on the switch side panels(one on each side ) and secure them with the screws
provided. Then, use the screws provided with the equipment rack to mount the switch
on the rack.
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Power on:

The 24+2G switch can be used with an AC power supply 90-260V AC, 50-60Hz. The
AC power connector is located at the rear of the unit. The switch's power supply will
adjust to the local power source automatically and may be turred on without having any
or al LAN segment cables connected.

After the power switch isturned on, the LED indicators should respond as fallows:

&z All LED indicators will momentarily blink. This blinking of the LED indicators
represents areset of the sysem.

& The power LED indicator will blink while the Switch loads onboard software and
performs a self-test. After approximately 20 seconds, the LED will light again to

indicate the switch isin aready Sate.

& The Speed, Link/Activity LED indicator may remain ON or OFF depending on
each port’s datus.

#& Thefan LED is off when the fan works properly. The LED lights red when the fan
stop running (failed).
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1.3 Initial set up for management

There are two management ways can be chosen, one is out-of-band management, you
work this way with a PC and connect your PC and switch through RS232 cable. The
other way is in-band-management, you also work with a PC but connect your PC and
switch through ethernet network no matter local or remotely, or smply directly connect
your PC and switch through a ethernet cable. Before you activate the management
functionwith the Switch, you have to read the instructions below carefully and do some
proper setting to insure you can access the switch through your PC, then the svitch
devices will be replied or responded correctly as you wish.

1.3.1 Out-of-band Terminal-mode M anagement

First, turn on your PC and execute with terminal mode program, such as, if you are in
Microsoft Window environment, you may choose “super termina “ from programs that
are listed for communication. Then follow the steps below:

Step 1:  Set Hyper Terminal parameterson your PC

Bits Rate per second = 9600
Parity = None

DataBits=8

SopBit=1

Flow Control = None

Step 2:

After setting the above on the PC, then connect your switch device with RS 232 cable,
then type the “enter” key, then, the device will response the Main Menu to you and ask
you answer the username and password. Then, Type the default value for the username
and password D get further service, the default username is ” admin ” and default
password “ 123 “. To know more about operation in this mode, please refer the
indructions in chapter 4 of this manua to perform dl function you want.
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Uzer Interface

Intelligent 24 + Z Switch

LZernaime

password:

1.3.2 In-band management through ether net

In addition to termina mode operation, 24+2G switch also supports in-band
management through browser, this function is much more user-friendly than terminal
mode, because it can be operated through mouse on the PC screen and moreover it can
be performed either locally or remotely through ethernet.

Before you can access the switch, you have to know following things.

First you have to know the I P Address and Subnet Mask of both your switch and your
PC. The default value of the IP Addressand Subnet M ask within the switch can be got
through terminal mode operation described in chapter 4, while the IP Address and
Subnet Mask of the PC can be found in your PC system.

Second, in general, within a network, the members in the same network domain must
have the same Subnet |P unless there are routers between them, or, members in the same
network domain can't talk to each others, so make sure the communication members
in the same domain must havedifferent I P Addresses and same Subnet Mask.

Third, if there is a DHCP server in the network domain, be sure to enable the DHCP
function both on your PC and the switch, then save the setting and reboot the switch
again (power-off-and—on once), DHCP server and its protocol will automatically assign
IP address and related IP Subnet Mask and Default gateway, under this condition, you
can execute your browser program in your PC and simply type http://
| P-Address-of-switch to access the switch through ethernet or over internet. But if
there isno DHCP in the network, then you must follow the stepsinstructed below:
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When there is no DHCP server in your network domain, according to the concept
described above, you must modify either the PC side or switch side to match the rule
“ the communication members in the same domain must have different IP
Addresses and same Subnet Mask. “, below, we try to state the steps if we modify the
content of IP configuration within the switch to match the domain requirement of the
PC:

Step 1: Get the I P configuration information in your PC
Step 2: Get | P configuration value used for switch from your network manager.

Get an IP Addressfor your switch, get 1P Subnet Mask, and get default gateway 1P
address (if needed) from your network manager.

Step 3: Modify the I P configuration value within the switch to match therule

In the step 3, you must use the data that get from step 2 to modify the default value
within the switch, to achieve this, use termina mode operation mentioned in 1.3.1. After
modifying the IP address, Subnet Mask, Default Gateway in the switch, then save the
setting and execute the browser program with http:/ IP_Address_of _switch, then you
may access the switch with following didogue bdow. Then type user name and
password to get further service. To find out more operation in this mode, please refer the
indructionsin Chapter 3.

=
t-? -
TN
_;'I| ™
index. bt
Lser name: Iﬂ admin j
Passwoard: I 1T

[T Remember my password

o 4 I Cancel
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1.3.3 Telnet management

In addition to local termina mode operation, 24+2G switch supports remote
management through Telnet over network or even over Internet for those environment
without browser. In this mode, user also has to do the same setting as required in
inrband management to the IP Configuration before executing the Telnet program.
Again, after proper setting to the switch, save the setting and connect your Ethernet
cable from your PC to any port of the ethernet Switch, then you can simply typing as
following at the command line to access the switch:

Telnet IP_Address of Switch
The following dialogue below appears, type in username and password to login the

configuration To find out more operation in this mode, please refer the instructions in
chapter 3 of this manua to perform dl function you want.

D B0

User Interface

Intelligent 24 + 2 Switch

username 2

password:
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1.4 LED indicator sinformation

There are many LEDSs on the front panel of switch, after the power on, these LEDs will
reflect the current status trudly within the switch, we explain below:

There is one power LED on the left side of the front panel, whenever power is applied,
it lights green. Below the Power LED, there is a Diagnostic LED. This LED blinks
green during the power-on diagnostics. There are also two FAN (cooling fan) Status
LEDs next to the power LEDs. The upper one indicate the left fan status inside the
switch, it vanishes when fan works normally, and will goes RED while fan is stop or
with malfunction the lower one indicates the same for the fan at right side within the
switch.

Each RJ45 of 10/100M is with two LEDs built-in on its upper corner, left one indicates
link status and activity, while the right one indicates the speed information.

Each RJ}45 of 10/100/1000M for gigabit module (optional) is somewhat different.
Upper yellow LED indicates for 10M LINK, middle green LED indicates for 100M
LINK, but for 1000M, or Gigabit, both upper and middle LEDs are lit when gigabit port
is link with other Gigabit port.

LED Color |[Satus
Solid Blinking
Power Green |Turn solid green when poweris  |N/A
applied to this device.
DIAG Green |Successful diagnodtic. during power on diagnostics
FAN Red |Left Sdefanfall. N/A
LINK/ACT | Green |Successful connection with Fast | Sending , Receiving or
Ethernet. collison packets
10/200M | Green |Successful connection with N/A
100Mbps Fast Ethernet.
Vanish |Successful connection with N/A
10Mbps Fast Ethernet.
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2. Web M anagement Function

2-1. Web M anagement Home Overview

ThisisaHome Page.

At this page, you may see the link status from image of front pand, every port will be
with aconnector icon if this port isredly linked with others, you dso may click the
function thet listed at |eft. Below are the explanations of each function:

2-2. Port satus

2-3. Port Statistics

2-4. Administrator

2-5. TFTP Update Firmware
2-6. Configuration Backup
2-7. Reset System

2-8. Reboot

02/12/04- 14 -



2-2.

Port status

This page provides current status of every port that depends on user’s setting and the

negotiation result.
R e —
Port Status &
The following information provides a view of the current status of the unit,
g e D |Etow Rate
s Segatiaton [apend Piper Control Control(100K)
Port Link - Config — [#ust Priority | Security
Config| Atual Config| Atual|Config| Atual|Config| Atual —{Atual—
i i I F i i |  |Full|Half Ingr |Egr
PORTL| On On |Down| Auto |Auto | 100 | 100 | Full | Full |©On|On| On Off Off |Disable Off
PORTZ| On Cn |Down| Auto |Auto | 100 | 100 | Full | Full |On|On| On Off Off |Disable Off
PORTZ| On Cn |Down| Auto |Auto | 100 | 100 | Full | Full |On|On| On Off Off |Disable Off
PORT4| ©On On |Down| Auto |Auto | 100 | 100 | Full | Full |On|On| On Off Off |Disable Off
PORTS | On On |Down| Auto |Auto | 100 | 100 | Full | Full |©n|On| On Off Off |Disable Off
FORTG | On On | Up | Auto |Augto | 100 | 100 Full | Full [On | On | On Off Off |Disable Off
PORT7 | On On |Down| Auto |Auto | 100 | 100 | Full | Full |On|On| On Off Off |Disable Off
PORTE| On On |Down| Auto |Auto | 100 | 100 | Full | Full |On|On| On off Off |Disable Off
PORT2 | On On |Down| Auto |Auto | 100 | 100 | Full | Full |On|On| On off Off |Disable Off
PORT10| On Cn |Down| Auto |Auto | 100 | 100 | Full | Full |On|On| On off Off |Disable Off
PORT11] ©On On |Down| Auto |Auto | 100 | 100 | Full | Full |On|On| On Off Off |Disable Off
PORT1Z2| 0On On |Down| Auto |Auto | 100 | 100 | Full | Full |On|On| On Off Off |Disable Off
PORT13| On On |Down| Auto |Auto | 100 | 100 | Full | Full |©n | On| On Off Off |Disable Off
PORT14 On On |Down| Auto |Auto | 100 | 100 | Full | Full |On|On| On Off Off |Disable Off
PORT1S| On On |Down| Auto |Auto | 100 | 100 | Full | Full |©n|On| On Off Off |Disable Off
PORT16| On On |Down| Auto |Auto | 100 | 100 | Full | Full |On|On| On Off Off |Disable Off
PORT17| ©n On [Down| Auto |Auto | 100 | 100 | Full | Full |On | On | On Off Off |Disable Off
PORT18| ©n On [Down| Auto [Auto | 100 | 100 | Full | Full |On | On | On Off Off |Disable Off
PORT19| ©n On [Down| Auto [Auto | 100 | 100 | Full | Full |On | On | On Off Off |Disable Off
PORTZ20l ©n On Downl Auto [Auto | 100 | 1001 Full | Full 1Onl Onl On Off Off | Disable Off
1. State: Display port statuses: disable or enable. “Unlink” will be treated as “off ”.
2. Link Status: Down means “No Link”, UP means “Link”.
3. Auto Negotiation: Display the auto negotiation mode: auto/force/nway-force.
4. Speed status: Display 1000Mbps or 100Mbps or 10Mbps speed, port 1- 24 are

Sk

8.
9.

10/100Mbps, Port 25-26 are 10/100/1000M bps.
Duplex status: Display full-duplex or haf-duplex mode.
Flow Control: Full: Display the flow contral is enabled or disabled in ful mode.
Half: Digplay the backpressure is enabled or disabled in haf mode.
Rate Control: Display the rate control setting.
Ingr: Display the port effective ingress rate of user setting.
Egr: Display the port effective egress rate of user setting.
Port Security: Display the port security is enabled or disabled.
Config: Digplay the state of user stting.
10. Atual: Display the negotiation resuilt.
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2.2.1 dngleport counter and statusasflows

User can dso click the any port directly on the front panel of Home Page
to get single port Status which is shown below.

]
(]|
8 ]a]
Mone
DEFALILT
1429
0
1701
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2-3. Port Statistics

Thefollowing information provides aview of the current status of the whole unit.
Press“Rest” button to clean dl count.

Port Statistics

{

-

The following information provides a view of the current status of the unit.

Port

| state

Link

TxGoodPkt TxBadPkt|RxGoodPkt

RxBadPkt

Trabort

Collision

DropPkt

PORT1

in

Do

1]

1]

1]

1]

1]

PORTZ2

on

Do

o

FORT3

on

Dowi

PORT4

on

Do

PORTS

on

Do

PORTE

n

Up

[N ]
]

PORTY

on

Do

PORTS

on

Down

PORTS

in

Do

FORT10

on

Do

FORT11

on

Do

PORT1Z

in

Down

PORT13

on

Do

ololojoojlo|lo|Slolojlo|o|o

LTt ]

e

{ AP

o I 8 o o 1 o s
L

i
N
il

o oo jojojojo|o|jo|o|co|o

o o o e o o o
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1
N
1
1
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2-4.  Administrator

There are many management functions can be set or performed if you click the
Administrator on Home Page, induding:

5 &1 P address/Subnet Mask/Gateway
&5 &sSnitch settings

&5 #Console port information
5 &Port controls

& &Trunking

5 &fFlter database

& #NMLAN configuration

& esSpanning tree

& &Port Sniffer

& =SNMP/Trap Manager
&5 #Security Manager

&5 2802.1x Configuration

2-4-1. P Address/Subnet M ask/Gateway

User can modify the IP Settings by filling with the new value, then clicks “apply”
button to confirm (save) his setting, then he must reboot switch, then new IP
configuration Value are activated. [Note] If any of the value is changed in this field,
reboot isnecessary.

Set IP Addresses e

DHcp;iDisahIe "'l

IP Address !1 92.168.223.100

Subnet_Mask|[255 255 255.0

Gateway |[192168.223.254

Apply | Help |
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2-4-2 Switch Setting
2-4-2-1 Basic

All information in Basic is read only, user can't modify its contents.

Description: Display the name of device type.

MAC Address: The unique hardware address assgned by manufacturer (default)
Firmware Verson: Display the switch's firmware verson.

Hardware Version: Display the switch’s Hardware version.

Default config value version: Display write to default EEPROM vaue version.

Switch Settings R~ o

Module Info Advanced

Intelligent 2442 Switch
Q04063209938

w23

A07.00

vw01.00

2-4-2-2 Module Info

All information in this field are read only, user carit modify its contents, it is only to
display the module card information.

Switch Settings R~ o

Module Info Advanced

TYPE |DESCRIPTION
100Tx|100Tx-approve
100T#|M A
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2-4-2-3 Advanced

& #Miscellaneous Setting:

MAC Address Age-out Time: Type the number of seconds that an inactive MAC address
remains in the switch's address table. The valid range is 300~765 seconds. Default is 300
seconds.

Max bridge transit delay bound control: Limit the packets queuing time in switch. If
enable, the packets queued exceed will be drop. These valid vaues are 1sec, 2 sec, 4 sec
and off. Default is 1 seconds.

NOTE: Make sure of “Max bridge transit delay bound control” is enabled before enable
Delay Bound, because Enable Delay Bound must be work under “Max bridge transit delay
bound control is enabled” Stuetion.

Broadcast Storm Filter: To configure broadcast storm control, enable it and set the upper
threshold for individua ports. The threshold is the percentage of the port's total bandwidth
used by broadcast traffic. When broadcast traffic for a port rises above the threshold you set,
broadcast storm control becomes active. The valid threshold value are 5%, 10%, 15%, 20%,
25% and off.

Switch Settings o

Module Info Advanced

Enter the settings, then click Submit to apply the changes an this page.

¥ mMac Table Address Entry
Age-0ut Time: |3UU seconds (300~765, must multiple of 3)

Max bridge transmit delay bound contral: I':'FF 'I
¥ Enable Low Queue Delay Bound -———- Max Delay Time: |255 {1~255, Zmsfunit)

Broadcast Storm Filker Mode: I':'FF "I
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& #Priority Queue Service settings:

First Come First Service: The sequence of packets sent is depending on arrive orders.

All High before Low: The high priority packets sent before low priority packets.

WRR: Weighted Round Robin. Select the preference given to packets in the switch's
high-priority queue. These options represent the number of high priority packets
sent before one low priority packet is sent. For example, 5 High: 2 Low means
that the switch sends 5 high-priority packets before sending 2 low- priority
packets.

Enable Delay Bound: Limit the low priority packets queuing time in switch. Default
Max Delay Time is 255ms. If the low priority packet stays in
switch exceed Max Delay Time, it will be sent. The valid range
IS 1-255ms.

Qos Policy: High Priority Levels: 0~7 priority level can map to high or low queue.

Collisons Retry Forever:

Disable— In half duplex, collisionretry maximum is 48 times and packet
will be dropped if collison sill occurs.

Enable — In hdf duplex, if happen calligon will retry forever.

802.1x Protocol: Enable or disable 802.1x protocol.
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Priarity Qlueue Service:
802.1p Priority

& Fisrt Come First Service

0 all High before Low

' WRR ———- High weight: IE Lowe weight: |1

Qos Policy: High Priority Levels

Cieveln levell [Tlevelz [Dlevelz M Lleveld W levels W levels M Level?

Collisions Retry Forever : IDisabIe "I
802.1x Protocol : IDisabIe "I

Ay | Default | Help |

2-4-3 Console Port Infor mation
Consoleisa standard UART interface to communicate with Serial Port.

User can use windows HyperTermina program to link the switch. Connect To ->
Configure:

Bits per seconds: 9600
Databits: 8

Parity: none

Stop Bits: 1

Flow control: none

. R Y —
Console Information - E\f
Baurate(bitsfsec) 9600
Data Bits g
Parity Check nane
Stop Bits i
Flowe Control (glulgl=
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2-4-4 Port Controls

User may modify or change mode operation in this page.

s, =
Port Controls & S
: s - : : Flow Control RH & Eontrol
Port State Negotiation!Speed |Duplex (100K} Priority  |Security
Full Half |Ingress Egress

[Enable w|fauto x| |10 =]|[Full =]|Enable =][Enanle *|fo o | Disable ]|

oy |

Flow Rate

: i ol i il s Control Control(100K)|
Port Link ‘ ii':'qnﬁ‘g Atual Priority Security
Config|Atual Config| Atual|{Config| Atual Config| Atual Atual——— 17—
; ' ' : Full|Half Ingr |Egr
PORTA|{ON Oon  |Up |&uto jAuto (100 (100 [Full  |Full |On |On |On  |Off Off  |Disahle |Off

. State: User can disable or enable this port control.
. Auto Negotiation: User can set auto negotiation mode is Auto, Nway (specify the
speed/duplex on this port and enable auto- negotiation), Force of per port.
. Speed:
User can set 100Mbps or 10M bps speed on Port1~Port24.
User can set 1000Mbps, 100Mbps or 10Mbps speed on Port25~Port26 (depend
on module card mode).
Duplex: User can st full-duplex or haf-duplex mode of per port.
Flows control:
Full: User can st flow contral function is enable or disable in full mode.
Half: User can set backpressureis enable or disable in half mode.
Rate Control: portl ~ port 24, supports by-port ingress and egress rate control. For
example, assume port 1 is 10Mbps, users can set it’s effective egress rate at 1Mbps and
ingress rate at 500K bps. Device will perform flow control or backpressure to confine
the ingress rate to meet the specified rate.

Ingress: Type the port effective ingress rate. The valid range is 0 ~ 1000. The unit is
100K.
0: disable rate control.
1~ 1000: valid rate value
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Egress: Type the port effective egress rate. The valid range is 0~1000. The unit is
100K.
0: disable rate control.
1~ 1000: vdid rate vaue.
. Port Priority:
. Port Security: A port in security mode will be “locked” without permission of address
learning. Only the incoming packets with SMAC already existing in the address table
can be forwarded normally. User can disable the port from learning any new MAC
addresses, then use the static MAC addresses screen to define a list of MAC addresses
that can use the secure port. Enter the settings, then click Apply button to change on
this page.
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2-4-5 Trunking

The Link Aggregation Control Protocol (LACP) provides a standardized means for
exchanging information between Partner Systems on a link to allow their Link Aggregation
Control instances to reach agreement on the identity of the Link Aggregation Group to
which the link belongs, move the link to that Link Aggregation Group, and enable its
transmission and reception functions in an orderly manner. In conclusion, Link aggregation
lets you group up to eight consecutive ports into a single dedicated connection. This feature
can expand bandwidth to a device on the network. L ACP operation requires full-duplex
mode, more detail information refers to |EEE 802.3ad

2-4-5-1 Agoregator setting

Trunking R -

Aggregator Setting

System Priority

I

Group ID [Groupt =] == Gt |
Lacp |Enab|e _vJ
Work Ports |4
PORTI == Add ==_| PORTE =
PORTZ PORTE
PORTS = PORTT
PORT4 __Removex> | PORTS
PORTS
PORT1O
PORT11
PORT12
PORT12 =]

1. System Priority: A value used to identify the active LACP. The switch with the lowest
vaue has the highest priority and is sdected asthe active LACP.

2. Group ID: There are seven trunk groups to provided configure. Choose the "group id"
and dlick "Get".

3. LACP: If enable, the group is LACP static trunking group. If disable, the group islocal
static trunking group. All ports support LACP dynamic trunking group. If connecting to
the device that also supports LACP, the LACP dynamic trunking group will be created
autometically.

4. Work ports: Allow max four ports can be aggregated at the same time. If LACP static
trunking group, the exceed ports is standby and able to aggregate if work ports fail. If
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local gtatic trunking group, the number must be as same as the group member ports.

5. Select the ports to join the trunking group. Allow max four ports can be aggregated at
the same time.

6. If LACP enable, you can configure LACP Active/Passive status in each port on State
Activity page.

7. Click Apply.

2-4-5-2 Aggregator Information

When you are setting LACP aggregator, you can see relation information in here,
1. Thispageisno group active. LACP don't working.

Trunking o

Aggregator Setting Agagregator information

The fallowing infarmation pravides a view of LACF current status.

NO GROUP ACTIVE

2. Thispageis Static Trunking groups.

Trunking o e

Agqaregator Setting Aggregator information State Activity

The following information provides a view of LACP current status.

Group Key 1
Port_MNo 1234

Static Trunking Group
Group Key |2
Port_ No |9 101112

3. Thispageis Actor and Partner trunking one group.
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Trunking 2

Aggreqgator Setting Aggregator information State Activity

The following information provides a view of LACF current status.

1 1

004053309953 004053303399

PORTS |514(1 selected|PORTS [S14|1
PORTE 5141 selected|PORTE [S14|1
PORT? |514(1 selected|PORT? [S14|1
PORTS 5141 selected|PORTS [S14|1

2-4-5-3 State Activity

Active (select): The port automatically sends LACP protocol packets.

N/A (no sdlect): The port does not automaticaly sends LACP protocol packets, and

responds only if it receives LACP protocol packets from the opposite device.

1. A link that has either two active LACP ports or one active port can perform dynamic
LACP trunking.
A link has two N/A LACP ports will not perform dynamic LACP trunking because both
ports are waiting for and LACP protocol packet from the opposite device.

2. If you are active LACP s actor, when you are select trunking port, the active status will
be created automatically.
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Port|LACP State Activity | Port|LACP State Activity
1 W active 2 W active
e W active 4 ¥ Active
5 M M
7 M ML
9 W active 10 W active
11 W active 12 W sctive
12 M 14 M
15 M 16 ML
17 M 18 M
19 M 20 M

21 M 23, M

23 M 24 M

25 M 26 ML
Apply ||Hely
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2-4-6. Filter Database

2-4-6-1. IGMP Snooping

The 24+2G switch supports multicast IP, one can enable IGMP protocol on web
management’s switch setting advanced page, then display the IGMP snooping information
in this page, you can view difference multicast group, VID and member port in here, IP
multicast addresses range from 224.0.0.0 through 239.255.255.255.

i i i R Y
Forwarding and Filtering o T

IGMP Snooping Static MAC Addresses MAC Filtering

Multicast Group
Ip_Address WD MemberPort

224.001.001.002
224.001.001.003
224.001.001.004
224.001.001.00%
224.001.001.006
224.001.001.007
224.001.001.008
224.001.001.009
224.001.001.010
224.001.001.011

L e I e R e s s s s e e }
Lo o o o

IGMP Protocol: | Enahle vI Apply |

The Internet Group Management Protocol (IGMP) is an interna protocol of the Internet
Protocol (IP) suite.

IP manages multicast traffic by using switches, routers, and hosts that support IGMP.
Enabling IGMP allows the ports to detect IGMP queries and report packets and manage IP
multicast traffic through the switch. IGMP have three fundamenta types of message as
follows

M essage Description

Query A message sent from the queries (IGMP router or switch) asking for a
regponse from each host belonging multicast group.

Report A message sent by ahogt to the queries to indicate that the host wants to be or
Isamember of agiven group indicated in the report message.

L eave Group |A message sent by ahost to the queriesto indicate that the host has quit being
amember of a specific multicast group.
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2-4-6-2. Static MAC Address

When you add astatic MAC address, it remainsin the switch's address table, regardless of
whether the device is physcaly connected to the switch. This saves the switch from having
to re-learn a device's MAC address when the disconnected or powered-off deviceisactive
on the network again.

Forwarding and Filtering R

IGMP Snooping Static MAC Addresses

Static addresses currently defined on the switch are listed below.
Click Add to add a new static entry to the address table.

MAC Address PORT IO

Mac Address |

Port num |F'OF~:T1 "I

¥lan ID |

add| Delete | Hep |

1. At theman menu, click administrator < Filter Database < Static MAC Address.

2. Inthe MAC address box, enter the MAC address to and from which the port should
permanently forward traffic, regardiess of the device s network activity.

3. Inthe Port Number box, enter a port number.

4. If tag-based (IEEE 802.1Q) VLANS are set up on the switch, static addresses are
associated with individua VLANSs. Type the VID (tagbased VLANS) to associate
with the MAC address.

5. Clickthe Add.
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2-4-6-3 MAC filtering

MAC addressfiltering allows the switch to drop unwanted traffic. Traffic isfiltered
based on the destination addresses.

Forwarding and Filtering o

IGMP Snooping

0ooogoaogooz 2

Qogoooaooanz 3

Mac Address |

Vlan ID |
add| Delete | Help |

1. Inthe MAC Address box, enter the MAC address that wantsto filter.

2. If tag-based (802.1Q) VLAN are set up on the switch, in the VLAN ID box, type the
VID to associate with the MAC address.

3. Click the Add.

4. Choosethe MAC address that you want to delete and then click the Delete.
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2-4-7. VL AN configuration

A Virtual LAN (VLAN) is alogical network grouping that limits the broadcast domain. It
allows you to isolate network traffic so only members of the VLAN receive traffic from the
same VLAN members. Basically, creating a VLAN from a switch is logically equivalent of
reconnecting a group of network devices to another Layer 2 switch. However, al the
network devices are il plug into the same switch physicaly.

The 24+2G switch supports port-based, 802.1Q (tagged-based) and protocol-base VLAN in
web management page. In the default configuration, VLAN support is disable.

YLAN Operation Mode; | Mo VLAN :_l

™ Enable GYRP Protocal

VLAN NOT ENABLE

& esSupport Port-based VL AN

Packets can only be broadcast among only members of the same VLAN group. Note all
unselected ports are treated as belonging to another single VLAN. If the port-based VLAN
enabled, the VLAN-tagging isignored.

WTaS26

B B

s = s ronoa ; ; =
E1  E2 Ty M1 2 1

' J - P
1'\ E'-'IQI'IEEIII g9 , *-.\ r-.é_\arketlr;g e
R A S Gl
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& esSupport Tag-based VLAN (IEEE 802.1Q VLAN)

Tagged-based VLAN is an |IEEE 802.1Q specification standard. Therefore, it is possible to
create a VLAN across devices from different switch venders. IEEE 802.1Q VLAN uses a
technique to insert a “tag” into the Ethernet frames. Tag contains a VLAN Identifier (VID)
that indicatesthe VLAN numbers.

WTEIZE

"'L} "*m}‘ u}h
.a = o ol
E1 F? 1 : MI M2 I
W Endinesring M0 =23 aMarketing (A0 = 3)
W £y z
b iy LY -

& Support Protocol-based VL AN

In order for an end station to send packets to different VLANS, it itself has to be either
capable of tagging packets it sends with VLAN tags or attached to a VLAN-aware bridge
that is capable of classifying and tagging the packet with different VLAN ID based on not
only default PVID but aso other information about the packet, such as the protocol.

24+2G switch will support protocol-based VLAN classification by means of both built-in
knowledge of layer 2 packet formats used by selected popular protocols, such as Novell
IPX and AppleTalk’s EtherTalk, and some degree of programmable protocol matching

capability.
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2-4-7-1. Port Based VLAN

VLAN Configuration R~

WLAN Operation Mode: | Port Based YLAN = |

[T Enable GWRP Protacol

vLAMN Information
wlan 1

add| Edit] Delete | PrePage | MemPage

Click Add to create anew VLAN group.

Enter the VLAN name, group 1D and sdlect the members for the new VLAN.

Click Apply.

If there are many groups that over the limit of one page, you can click the “Next Page”
to view other VLAN groups.

DN PRE

NOTE: If the trunk groups exist, you can see it (ex: TRK1, TRK2...) in select menu of
ports, and you can configureit is the member of the VLAN or not.
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2-4-7-2. 802.1Q VLAN

This page, user can create Tag-based VLAN, and enable or disable GVRP protocol.
There are 256 VLAN groups to provide configure. Enable 802.1Q VLAN, the al portson
the switch belong to default VLAN, VID is 1. The default VLAN can't be deleted.

e
o

VLAN Configuration .-

i

WLAN Operation Mode: |802.10 j

[T Enable GYRP Protocol

Basic Port ¥ID

YLAMN Information
DEFAULT 1

add| Edit] Delete | PrePage | mestPage | Heip |

GVRP (GARP [Generic Attribute Registration Protocol] VLAN Registration
Protocol)

GVRP alows automatic VLAN configuration between the switch and nodes. If the
switch is connected to a device with GVRP enabled, you can send a GVRP request
using the VID of a VLAN defined on the switch; the switch will automatically add that
deviceto theexisting VLAN.
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? Badc

Create aVLAN and add tagged member portsto it.

1. From the main menu, dick Adminigrator < VLAN configuration, click Add then
you will see the page as follow.

| Basic Port ¥ID

VLAN Name: |

VID: |1

Protocol Vlan: INONE |

FORT1 &
FORTZ2
FORTA
FORT4
PORTS add s> |
PORTE —

FORTT =—
PORTS == Remmove |
FORTY

FORTD

PORT11

FORT12 *

NE}H--l Help |

Type aname for the new VLAN.

TypeaVID (between 2-4094). The default is 1.

Choose the protocol type.

From the Available ports box, sdect portsto add to the switch and click “Add >>".
If the trunk groups exist, you can seeit in here (ex: TRK1, TRK2...), and you can
configure it is the member of the VLAN or not.

6. Click Next. Then you can view the page asfollow.

A tane: .
o 2
PORTL I I PORTZ ITag I

PORT3 I I PORT4 ‘ IUntag *I
FORTS IUntag 'I

Apply

SRR S
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7. Usesthis page to set the outgoing frames are VLAN-Tagged frames or no. Then
click Apply.
Tag: outgoing frames with VLAN-Tagged.
Untag: outgoing frames without VLAN-Tagged.
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? PortVID
Configure port VID settings
From the main Tag-based (IEEE 802.1Q) VLAN page, click Port VID Settings.

Basic Port ¥ID

Assign a Port WLAN ID (1~255) for untagged traffic on each port,
then click Submit to apply the changes on this page.

IDisahIE ﬂ

Port VID (PVID)

Set the port VLAN ID that will be assigned to untagged traffic on a given port. This
feature is useful for accommodating devices that you want to participate in the VLAN
but that don’t support tagging. 24+2G switch each port allows user to set one PVID, the
range is 1~255, default PVID is 1. The PVID must as same as the VLAN ID that the
port belong to VLAN group, or the untagged traffic will be dropped.

IngressFiltering

Ingress filtering lets fames belonging to a specific VLAN to be forwarded if the port
belongsto that VLAN. 24+2G switch have two ingressfiltering rule asfollows

Ingress Filtering Rule 1: A forward only packet with VID matching this port’'s
configured VID.

IngressFiltering Rule 2: Drop Untagged Frame.
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2-4-8. Spanning Tree

The Spanning-Tree Protocol (STP) is a standardized method (IEEE 802.1D) for
avoiding loops in switched networks. Enable STP to ensure that only one path at atime

is active between any two nodes on the network.

Y ou can enable Spanning- Tree Protocol on web management’ s switch setting advanced
item, select enable Spanning-Tree protocol. We are recommended that you enable STP
on dl switches ensures a Sngle active path on the network.

1. You can view spanning tree information about the Root Bridge. Such asfollow

SCreen.

Root Bridge Information

32768

004053509958

1]

1]

20

2

15

2. You can view spanning tree status about the switch. Such asfollow screen.

STF‘TF'ort Status
PORT1 10 128 FORWARDING
PORTZ 10 128 FORWARDING
PORT3 10 128 FORWARDING
PORT4 10 128 FORWARDING
PORTS 10 128 FORWARDING
PORTE 10 128 FORWARDING
PORT? 10 128 FORWARDING
PORTE 10 128 FORWARDING
PORTS 10 128 FORWARDING
PORT10 10 128 FORWARDING
PORTLL 10 128 FORWARDING
PORTL2 10 128 FORWARDING
PORT13 10 128 FORWARDING
PORT14 10 128 FORWARDING
PORTLS 10 128 FORWARDING

02/12/04- 39 -




3. You can setting new value for STP parameter, then click set Apply button to

modify

Set Spanniny Tree s -

Configure Spanning Tree Parameters

STP State v

Priority (0-65535) | [0

Max Age (6-40) [

Forveard_Delay_Time(4-30) |15

Apphfl

Parameter

Description

Priority

Y ou can change priority value, A vaue usad to identify the root bridge.
The bridge with lowest vaue has the highest priority and is sdected as
the root. Enter a number 1 through 65535.

Max Age

Y ou can change Max Age vaue, The number of second bridge waits
without receiving Spanning- Tree Protocol configuration messages
before attempting a reconfiguration. Enter a number 6 through 40.

Hedlo Time

Y ou can change Hello time vaue, the number of seconds among the
transmisson of Spanning-Tree Protocol configuration messages. Enter a
number 1 through 10.

Forward
Delay time

Y ou can change forward delay time, The number of seconds a port waits
before changing from its Spanning- Tree Protocol learning and listening
dates to the forwarding state. Enter a number 4 through 30.

4. Thefollowing parameter can be configured on each port, click set Apply button

to modify

Configure Spanning Tree Port Parameters

PORT1 =

PORTZ

PORTZ [ra 128
PORTY

PORTS =]

Applyl Help |
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Parameter

Description

Port Priority

Y ou can make it more or less likely to become the root port, therangeis 0
~ 255,default setting is 128
Note: the lowest number has the highest priority.

Path Cost

Specifies the path cost of the port that switch uses to determine which port
are the forwarding ports

Note: the lowest number is forwarding ports, the rage is 1-65535 and
default value base on IEEE802.1D

10Mb/s = 50-600 100Mb/s = 10-60 1000Mb/s = 3-10
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2-4-9. Port Sniffer

The Port Sniffer is a method for monitor traffic in switched networks. Traffic through
ports can be monitored by one specific port. That is, traffic ges in or out monitored

portswill be duplicated into sniffer port.

1. Sniffer Mode: Press Space key to set sniffer mode: Disable \Rx \Tx \Baoth.

2. Monitoring Port: It' mears sniffer port can be used to see al monitors port traffic.

Y ou can connect sniffer port to LAN analyzer or netxray.

3. Monitored Port: The ports you want to monitor. All monitor port traffic will be
copied to sniffer port. You can select max 25 monitor ports in the switch. User can

choose which port that they want to monitor in only one sniffer mode.
If you want to disable the function, you must select monitor port to none.

i o
Port Sniffer | e

Roving Analysis State: _

Analysis Port: |NDHE
PORT1 = r
FPORTZ r PORT4 il
PORTS - PORTE -
PORT? - PORTS -
PORTS - PORT10 -
PORT11 - PORT12 -
PORT13 = FORT14 -
PORT15 = PORT16 -
PORT17 = FORT18 -
PORT19 = FORTZ0 -
PORTZ21 - PORT22 -
PORT23 = PORT24 -

Apply | Default | Help
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2-4-10. SNMP/Trap Manager

Any Network Management platform running the simple Network Management Protocol
(SNMP) can manage the switch, provided the Management Information Base (MIB) is
installed correctly on the management station. The SNMP is a Protocol that governs the
trandfer of information between management station and agent.

1. System Options: Use this page to define management stations as trap managers
and to enter SNMP community strings. User can also define a name, location, and
contact person for the switch. Fill in the system options data, and then click Apply
to update the changes on this page.

Name: Enter a name to be used for the switch.
L ocation: Enter the location of the switch.
Contact: Enter the name of a person or organization.

System Options
Mame : |24+2 Intellinent switch

Location : |Lab

Contact : IL::u:aI

Apply I Help I

2. Community strings serve as passwords and can be entered as one of the following:
RO: Read only. Enables requests accompanied by this string to display MIB-object
information.
RW: Read write. Enables requests accompanied by this string to display
MIB-object information and to set MIB objects.

Community Strings
Current Strings : New Community String :

public__ RO == Add == I String : i
private_ R
Remaove I # RO RW

3. Trap Manager : A trap manager is a management station that receives traps, the
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system alerts generated by the switch. If no trap manager is defined, no traps are
issued. Create a trap manager by entering the IP address of the station and a
community string.

Trap Managers

Current .
Managers : Mew Manager :

(hone;) == Add =< | IP Address: |
Y — | Community :|
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2-4-11 Security Manager
Onthis page, user can change user name and password with following steps.

1. User name: Typethe new user name.
2. Password: Type the new password.

3. Reconfirm password: Retype the new password.

4. Click Apply.

P
F B

security Manager

User MName: admin
AssignfChange password:

Reconfirm pssword:

11

Apply
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2-4-12 802.1x Configuration
System Configuration

802.1x makes use of the physical access characteristics of IEEE802 LAN infrastructures
in order to provide a means of authenticating and authorizing devices attachedtoaLAN
port that has point-to-point connection characteristics, and of preventing access to that
port in cases in which the authentication and authorization processfails.

To enable 802.1x, from Administrator \Switch setting \Advanced then you 4ill tofill
in the authentication server information

802.1x Configuration R -

1

=
i —
.

o

System Configuration _FE.rPurt-Gﬂ nfiguration M isC E:unf'iur-atiun_

Conﬁgure 802.1x Parameters

Radius Server IP : [t92.168.221.72
Server Port: [1812
Accounting Port: f1813
Shared Key: | [12345675
NAS,Identifier: | [MaS_Lz_SWITCH

Radius Server | P Address. the IP address of the authentication server.

Server Port: The UDP port number used by the authentication server to authenticate.
Accounting Port: The UDP port number used by the authentication server to retrieve
accounting information.

Shared Key: A key shared between this switch and authentication server.

NAS, Identifier: A dring used to identify this switch.

Perport Configuration

In this page, you can select the specific port and configure the Authorization State.
Each port can sdlect four kinds of Authorization State:
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Configure 802.1x Per Port State

Port Number Port State
PORTZ =
PORT4
FORTS ALl

Applyl Help I

Fu: Force the specific port to be unauthorized.

Fa: Force the specific port to be authorized.

Au: The dtate of the specific port was determined by the outcome of the authentication.
No: The specific port didn't support 802.1x function.

Misc. Configuration

In this page, you can change the default configuration for the 802.1x standard:

T L

802.1x Configuration i

Misc Configuration

Configure 802.1x misc configuration

Quiet period: [60
Tx period: ED
‘Supplicant timeout: D
Server timeout: EE
‘Max requests: |2
‘Reauth period: |3600

Appl‘y‘l

Quiet Period:  Used to define periods of time during which it will not attempt to

acquire asupplicant (Default time is 60 seconds).

Tx Period:  Used to determine when an EAPOL PDU isto be transmitted (Default
vaueis 30 seconds).

Supplicant Timeout: Used to determine timeout conditions in the exchanges between
the supplicant and authentication server (Default value is 30 seconds).

Server Timeout: Used to determine timeout conditions in the exchanges between the
authenticator and authentication server (Default vaue is 30 seconds).

ReAuthMax: Used to determine the number of reauthentication attempts that are

permitted before the specific port becomes unauthorized (Default vaue is 2 times).
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Reauth Period: used to determine a nonzero number of seconds between periodic
reauthentication of the supplications (Default vaue is 3600 seconds).
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2-5. TFTP Update Firmware

1. Thefollowing menu options provide some system control functionsto allow a
user to update firmware and remote boot switch system:

* Ingdl TFTP program (such as Turbo98, or Cisco TFTP) and then execute it.
*  Copy updated firmwareimage. bin into TFTP server’s directory.

* In web management select administrator—TFTP update firmware.

*  Download new image.bin fileby pressing  <update firmware>.

*  After update finished, press <reboot> to restart switch.

TFTP Download New Image RO o

[192.168.223.48
Iimage.bin

Applyl Help |

Image download complete.
Would you make sure to update firmware?

Update Firmmware |

Rehoot Switch System a ﬁ“’
tehoot |ﬂ|
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2-6. Configuration Backup

2-6-1. TFTP Restore Configuration

Use this page to set ftp server address. Y ou can restore EEPROM va ue from here, but
you must put back image in ftp server, switch will download back flash image.

TFTP Configuration

TFTP Restore Configuration TETP Backup Configuration

[r92.168.223.99

(|nash.dat

F.xpplﬁ,?.' Help |

2-6-2. TFTP Backup Configuration

Usethis pageto set TFTP server |P address. Y ou can save current EEPROM vaue from
here, then go to the TFTP restore configuration page to restore the EEPROM vadue.

TFTP Configuration _,L ﬁﬁs“"

TETP Restore Configuration TFTP Backup Configuration

TETP Server IP Address ([152.168 223 99
Backup File Name  [[iash.dat

Apﬁ]lﬁ;l Help |
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2-7. Reset System

Reset Switch to default configuration, default value as below

Reset System o A

Reset Switch to Default Configuration

Eese‘fil

TR E T R T ]

2-8. Reboot

Reboot the Switch in software rest.

Reboot Switch System o

==
-5
2
2.
o
g
g
=
T R e TR T T
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3. Console -- 1K Xmodem update firmware

We provide the 1k X modem to update firmware on console. 1K X modem only works

in 57600bps mode. So you must change baud rate to 57600bps to download firmware.

There are 2 cases to use 1k X modem to update firmware:

a. User enters"1K X modem receiver mode” through pressing any key within 5
seconds after system power on.

b. Sysem automaticdly enter "1K X modem receiver mode" if it detects the firmware
checksum fal while booting.

1. Pressdisconnect button when you start 1K X modem modes.
Press File -> Properties, change baud rate to 57600bps, then press OK.

“ ¢ 9600 - HyperT erminal HEUU Properties COM1 Properties EHE EE

File Edit “iew Call Transfer EDHHBCtTDISettingsI

R

Part Settings |

Bitz per zecond: [EREIN
Country code: IUnited
_ Data bits: IB ﬂ
Enter the area code with
Area code: |2 Barity: |Nu:|ne j
Phone number; I
Stop bitg: |1 j
Connect using: | Direct |
Cr Flow contral: INu:une ﬂ
!!! Switch LOADER (
4% Ppess any key t [ use.countr_u Gade ar
£5% Loading Xmodem [T} Eedial o by Advanced... | Bestore Defaults |
"EiL Dounload IMAGE
£5% Start Xmodem Re

OF I Cancel | Lapn

|Discu:unnecteu:| Auto d

Skl
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2. Pressconnected, you will see“CCCC..." displayed on console.
Then sdlect Transfer Send File.

“& 9600 - HyperT erminal

File Edit Wiew Call | Transfer Help

(1= @|g|E Send File...

FReceive File...

LCapture Text...
Send Text File... Static Configuration
Capture ta Printer 0l Related Configuration

8tatus and Counters

TFIP Update Firmware

Logout

Restart the system.
Switch LOADER Checksum 0.K t¥tous Item Enter=8elect Item
£5%% Press any key to start Hmodem receiver:
$55 Loading Emodem Driver.. ... ieicceceaenacacnacaeeacaasaenamnenannnnns

$%% Download IMAGE through console<1¥ Hmodem;baudrate=57600hps>
§%5 Start Hmodem Receiver: CCCCCCCCCCCCCC_

o K

3. Sdlect 1K Xmodem in the Protocol item, and give the place that image file folder.

Press Send button.
! Send File EHE
Folder: C:AWwWIMDOWSADeskiop
Filename:
| d:45526+25.bin Browse... |
Fratocal;

Send I Cloze | Cancel |
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4. Start download imagefile.

1K *modem file send for 9600

Sending: Iu:l:"-.EEEE"v"EE.EIN

Packet: 138 Error checking: IEHE

R etnes: IEI Tatal retries: IEI

Lazt error; I

File: CLLTTVITTT [136K of 512K

Elapzed: I 00:00:31 R eraining: I 00125 Throughput; |44EI2 cps
cpa/bps |

5. Fnish download imege, the switch system will update firmware automatic. Update
firmware ok, the switch will reboot. Please change the baud rate to 9600bps.

#9600 - HyperT erminal
Fil=  Edit “iew Call Transfer Help

EEEE

Logout

Restart the

Switch LOADER Checksum O0.K *t'fous Item -Enter=Select Item
$%% Press any key to start Emodem receiver:
G55 Loading Emodem Driver. ... c.cercccaeoneeaeaacaseasaneananaaenasnasmnnmnmnnns

§%% Download IMAGE through console{iK Xmodem;baudrate=57688bps>
$%% Start Xmodem Receiver: CCCCCCCCCCCCCCCCCCCCCCCCCCC
%55 Download IMAGE ....0.K tt¢

85 lUpdate Firmuare ... ... ... .cicciaccaecoaccaacaccnascascaecaacaacascascaamaanann=

£5% Update firmware ....0.K tt¢
$%% Mote: console baudrate of new image is 9688bps..
CECEOCCECE CEOEOCCECEOEOECEoed_

~ =

[Cannected 0:0%51 |Auto detect  [S7EO08N-1 [SCAOLL  [CAPS [MUM  |Capiue  [Frintecho
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4. Out-of-band Terminal mode management

1. 24+2G switch also provide a serial interface to manage and monitor the switch,
user can follow the Console Port Information provide by web to use windows
Hyper Terminal program to link the switch.

2. You can type user name and password to login. The default user nameis
“admin”, the default password is“123".

Uzser Interface

Intelligent 24 + 2 Switch

Lnsername.

password:
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4-1 Main Menu

There are Sx itemsfor selected asfollows.

Main Menu

itch Static Configuration

Protocol Related Configuration
Status and Counters

Reboot Switch

TFTF Update Firmware

Logout

Configure the switch.
Tab=Next Item BackSpace=Previous Item Enter=select Item

Switch Static Configuration: Configure the switch.

Protocol Related Configuration: Configure the protocol function.
Status and Counters: Show the status of the switch.

Reboot Switch: Restart the system or reset switch to default configuration.
TFTP Update Firmware: Use TFTP to download image,

L ogout: Exit the menu line program.

<Control Key>

The control key asfollow are provided for this mode operation:
Tab: Moveto next item.

Backspace: Moveto previousitem.

Enter: Sdect item.

Space: Toggle sdlected item to next configure.
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4-2 Switch Static Configuration

Intelligent Switch : Switch Configuration

Port Configuration

Trunk Configuration

VLAN Configuration

Misc Configuration
Administration Configuration
Port Mirroring Configuration
Priority Configuration

MAC Address Configuration

Main Menu

Display or change port configuration.
Tab=Next Item BackSpace=Previous Item Enter=Select Item

<Control Key>

Y ou can pressthe key of Tab or Backspace to choose item, and press Enter key to
sectitem

The action menu line asfollow provided in later configure page.

Actions->

<Quit>:  Exit the page of port configuration and return to previous menul.
<Edit>: Configure dl items. Finished configure press

Ctrl+A: Back to action menu line.

<Save>. Savedl configure vaue.

<Previous Page>: Return to previous page to configure.

<Next page>: Go to the next page to configure it.
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4-2-1. Port Configuration

This page can change every port satus.
Press Space key to change configures of per item.

Intelligent Switch : Port Configuration

InRate OutRate FlowControl
Port Type (100K} t100K) Enahble Auto Spd/Dpx Full Half
PORT1 100Tx ] 0 Tas AUTO 100 Full on on
PORTZ 100Tx 0 0 Tas AUTO 100 Full on on
PORT3 100Tx 0 0 Tas AUTO 100 Full on on
PORT4 100Tx ] 0 Tas AUTO 100 Full on on
PORTS  100Tx 0 0 Tas AUTO 100 Full on on
PORTE  100Tx 0 0 Tes AUTO 100 Full on on
PORT? 100Tx ] 0 Tas AUTO 100 Full on on
PORTZ 100Tx 0 0 Tas AUTO 100 Full on on

actions-» <Edit:> <gaver <Previous Page>
ect the Action menu.

Tab=Next Item BackSpace=Previous Item Quit=Previous menu Enter=Select Item

<Next Page

1. InRate (100K /unit):
User can set input rate control, per unit is 100K. The vaid range is 0~1000.
0: disable rate control.
1~1000: vaid rate vaue.
2. OutRate (100K /unit):
User can set output rate control, per unit is 100K. The valid range is 0~1000.
0: disable rate control.
1~1000: vaid rate vaue.
3. Enabled:
User can disable or enable this port control.
“Yes’ tha mean the port is enable.
“No” that mean the port is disable.
4. Auto:
User can set auto negotiation modeis “Auto’, “Nway_Force”, “Force” of per port.
5. Spd/Dpx:
User can set “100M bps’ or “10M bps’ speed on port 1~port 24,
set “1000M bps’, “100M bps’ or “10M bps’ speed on port25~port26 (depend on
module card mode), and set “full-duplex’ or “half-duplex’ mode.
6. Flow Control:

02/12/04- 58 -



Full: User can et full flow control function (pause) as enable or disable.
Half: User can set hdf flow control function (backpressure) as enable or disable.

NOTE:
1. Pressing <Save> only can save one page configuration.
2. If thestatic trunk groups exist, you can seeit (ex: TRK1, TRK2...) after port 26, and you can

configure all of the items as above.
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4-2-2. Trunk Configuration

This page can create max seven trunk groups. User can arbitrarily select up to four ports
from port 1~port 26 to build a trunking group.

Intelligent Switch : Trunk Configuration

01 02 03 04 05 06 07 08 09 10 11 12 13 14 15 1e 17 18 1% 20 21 22 23 24 M1 M2

=1 Gy N o L D
|
|
|
|
|
|
|
|
|
|
|
|
|
|
|
|
|
|
|
|
|

TREK1 Static
TREKZ LACP

TRE3 Disable
TRE4 Disable
TRES Disable
TREG Disable
TRE7 Static

actions-> <Edit> <5avex <Quit>

select the action menu.
Tab=Next Item Back$pace=Previous Item Quit=Previous menu Enter=Select Item

Actions->

1. Sdect <Edit> on actions menu

2. Press space key to configure the member port of trunk group. Besides, you have to
set “Static” or “LACP” for the corresponding trunk group of TRK1~TRK7 item.
“Static” — the normal trunk.

“LACP’ —thistrunk group have link aggregation control protocol.

Press Ctrl+A to go back action menu line

Sdlect <Save> to save dl configure vaue.

If theitem of TRK1~TRK7 issat “Disable’, it's mean the trunk group is deleted.
All portsin the same gtatic trunk group will be treated as single port. So when you
setting VLAN members and Port configuration they will be toggled on or off
Smultaneowdy.

o g bk~ w

NOTE: If VLAN group exig, dl of the members of satic trunk group must be in same
VLAN group.
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4-2-3. VLAN Configuration

Intelligent Switch : VLAN Configuration

VILAN Configure

Create a VLAEN Group
Edit/Delete a VIAN Group
Group sSorted Mode

Previous Menu

Configure the VIAN pvid and ing
Tab=Next Item BackSpace=Previous Item oQuit= Prev1ous meru Enter Select Item

4-2-3-1. VLAN Configure

This page can set VLAN mode to port-based VLAN or 802.1Q VLAN or disable
VLAN function.

Intelligent Switch : VILAN Support Configuraton
VLAN Mode
actions-> <gQuits> <Edit> <Save <Previous Page> <MNext Page>

Select the Action menu.
Tab=Next Item BackSpace=Previous Item Space=Toggle Ctrl+A=Action menu
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NOTE: Changethe VLAN mode for every time, user have to restart the switch for
vaid vaue.

If 52t 802.1Q VLAN, you can s&t PVID, ingressfiltering 1 and ingressfiltering 2 in this
page too.

Intelligent Switch : VILAN Support Configuraton

VLAN Mode :80Z2.10Q

IngregssFilterl IngressFilter?Z

Port PVID NonMember Pkt Untagged Pkt
PORT1 1 Forward Drop

PORTZ 3 Forward Forward

PORT3 1 Drop Forward

PORT4 1 Drop Forward

PORTSH 1 Drop Forward

PORTE 1 Drop Forward

PORT7 1 Drop Forward

PORTS 1 Drop Forward

actions-> <Quit> <Edit <5ave> <Previous Page> <Next Page>

Select the Action menu.
Tab=Next Item BackSpace=Previous Item ¢@Quit=Previous menu Enter=Select Item

Actions->
1. PVID (Port VID: 1~255): Typethe PVID.
2. NonMember Drop:
It maiches that Ingress Filtering Rule 1 on web.
Forwarding only packets with VID matching this port’s configured VID.
Press Space key to choose “forward” or “drop” the frame that VID not matching
this port’s configured VID.
3. UnTagged Drop:
It metches that Ingress Filtering Rule 2 on web.
Drop untagged frame.
Press Space key to choose “drop” or “forward” the untagged frame.
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4-2-3-2. CreateaVLAN Group

?

Create Port-Based VLAN

Create a port-based VLAN and add member/nonmember portsto it.

1

Sdlect <Edit>.

6. VLAN Name: Typeanamefor the new VLAN.
8.
9

Grp ID: Typethe VLAN group ID. The group ID rang is 1~4094.

Member: Press <Space> key to choose VLAN member. There are two typesto
Selected:

a. Member: the port is member port.

b. No: the portisNOT member port.

10. Press Ctrl+A go back action menu line.
11. Sdlect <Save> to save dl configure value.

Zdd an VLAN Group

VLAN Name: [vlan?z ] Grp ID: [Z 1{1~40594)
Fort Member

POERT1 Membetr

PORTZ Member

FPORT3 No

POERT4 Member

FPORTS el

FORTH No

PORTY No

FPORTS o

actions-> <Quit> <Edit> <Save:s <Previous Page> <Next Pagex

Select the 1on menu.
ab=Next Item BackSpace=Previous Item Quit=Previous menu Enter=Select Item

NOTE: If the trunk groups exist, you can seeit (ex: TRK1, TRK2...) after port26, and

you can configure it is the member of the VLAN or not.
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& #Create 802.1Q VLAN

Create an 802.1Q VLAN and add tagged /untagged member ports to it.
1. Sdect <Edit>.
2. VLAN Name: Type anamefor the new VLAN.
3. VLANID: TypeaVID (between 1~4094). The default is 1. There are 256 VLAN
groups to provided configure.
4. Protocol VLAN: Press Space key to choose protocols type.
5. Member: Press Space key to choose VLAN member. There are three typesto
Selected:
a.UnTagged this port is the member port of this VLAN group and outgoing frames
are NO VLAN-Tagged frames.
b. Tagged: thisport isthe member port of thisVLAN group and outgoing frames
are VLAN-Tagged frames.
c. NO: TheportisNOT member of thisVLAN group.
6. Press Ctrl+A go back action menu line.
7. Select <Save> to save dl configure vaue.

Zdd an VLAN Group
VLAN Name: [vlanZ ] VLARN ID: [2 1{1~405%4)
Protocol VLAN : None
Port Member
PORT1 UnTagged
PORTZ Tagged
PORT3 UnTagged
PORT4 No
PORTS No
PORTH No
PORT7 No
PORTE No
actions-> <Quit> <Edit> - <Previous Page> <Next Page>

on menu.
Tab=Next Item BackSpace=Previous Item gQuit=Previous menu Enter=Select Item

NOTE: If the trunk groups exigt, you can seeit (ex: TRK1, TRK2...) after port 26, and
you can configure it is the member of the VLAN or not.
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4-2-3-3. Edit/ Deletea VLAN Group

In this page, user can edit or deleteaVLAN group.

1. Press<Edit> or <Delete> item.

2. Choosethe VLAN group that you want to edit or delete and then press enter.

3. User can modify the protocol VLAN item and the member ports are tagged or
un-tagged and remove some member ports from this VLAN group.

4. After edit VLAN, press <Save> key to save dl configures vaue.

actions—> <guit> <Edit> <Delete> <Previous Page> <Next Page>
Edit/Delete a VLAN Group.

ab=Next Item BackSpace=Previous Item CTRL+A=Action menu Enter=sSelect Item

Edit an VLAN Group
WLAT MName : [v1lanzZ ] WLAM ID:= (= 1 61l~4054)
Protocol VLAN = AppleTalk / NNetBIOS
Fort Membe r
FORTL InTagged
PORTZ Tadgdged
PORTZ InTagged
FPORTA o
PORTE ™o
PORTGS ™o
PORTT o
FPORTS ™o
actions—> <ouit> <Edits <Save <Prewvious Page> <MNext FPage>

Tab=MNextC Item

NOTE:

1. When pressng <Enter> once will complete deletion on delete mode.
2. TheVLAN Nameand VLAN ID cannot modify.

3. Thedefault VLAN can't be ddleting.
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4-2-3-4. Groups Sorted M ode

In this page, user can select VLAN groups sorted mode:

(1) Sorted by name

(2) Sorted by VID.

The Edit/Delete a VLAN group page will display the result.

Intelligent Switch : Group Sorted Selection

Group Sorted :tSorted By Name

actions—> <Edit> <Savel <uit>

TIAME WL TIATTE WID
DEFAULT 1
oSl 5a
Bl S
wlanZ zZ
actions—>> ~<cou it <Fdit> <Delete> <Prewvious Page> <MNext Page>

| Edit/Delete a VLAN Sroup.

Tab=MNe=xt Item BacksSpace=Prewvious Item ouit=Prewvious menu Enter=sSelect Item

In the Edit/Delete a VLAN Group page, the result of sorted by VID.
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MAME VID AME VID
DEFAULT 1
wvlan?zZ 2
Bl 33
1 =12
actions—> ooud <Edit> <Delete> <Prewvious Page> <Next Page>

Edit/Delete a VLAN Group.

Tab=lext Item RacksSpace=Prewvious Item ouit=Prewvious menu Enter=select Item

4-2-4. Misc. Configuration

Intelligent Switch : Misc Configuration

MAC Age Interval

Broadcast Storm Filtering
Max bridge transmit delay bound
Port Security

Previous Menu

Configure the MAC aging time.
Tab=Next Item RackSpace=Previous Item Enter=sSelect Item

4-2-4-1. MAC Agelnterval
Type the number of seconds that an inactive MAC address remainsin the switch's

addresstable.
Thevdid range is 300~765 seconds. Default is 300 seconds.
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Intelligent Switch : MAC Aging Time

MAC Rge Interwval (sec) [&00] = =00
{disable:0,valid value:300~765)

actions-» <Edit> <Saver <ouit>

Select the action menu.
Tab=Next Item BackSpace=Previous Item Quit=Previous menu Enter=Select Item

4-2-4-2. Broadcast Storm Filtering

This page is configuring broadcast siorm control.

1. Press<Edit> to configure the broadcast storm filter mode.

2. Press Space key to choose the threshold vaue.

The vaid threshold value is 5%, 10%, 15%, 20%, 25% and NO. Default is5%.
|

Intelligent Switch : Broadcast Storm Filter Mode

Broadcast storm Filter Mode =5

actions-> <Edit> <Saver <ouit>

Select the action menu.
ab=Next Item BackSpace=Previcous Item pQuit=Previous menu Enter=Select Item
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4-2-4-3. Max bridge transmit delay bound

1. Max bridgetransmit delay bound: Limit the packets queuing timein switch. If
enabled, the packets queued exceed will be drop. Press Space key to st thetime.
Those vaid vaues are 1sec, 2sec, 4sec and off. Default is off.

2. Low Queue Delay Bound: Limit the low priority packets queuing timein switch. If
enabled, the low priority packet stays in switch exceed Low Queue Max Delay Time,
it will be sent. Press Space key to enable or disable this function. Default isdisable.

3. Low Queue Max Delay Time: To st thetime that low priority packets queuing in
switch. The vdid range is 1~255ms. Default Max Delay Timeis 255ms.

B Intelligent Switch : Max Bridge Transmit Delay Bound

Max bridge transmit delay bound :0FF
Low gueue Delay Bound :Disabled

Low Queue Max Delay Time :255

actions-> <Edit> <Saver <guit>

Select the action menu.
Tab=Next Item BackSpace=Previous Item Quit=Previous menu Enter=Select Item

NOTE: Make sure “Max bridge transit delay bound control” is enabled before enabling
Low Queue Delay Bound, because Low Queue Delay Bound must be work
under “Max bridge trangt delay bound control” is enabled Stuation.

4-2-4-4. Port Security

A port in security mode will be “locked” without permission of address learning. Only
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the incoming packets with SMAC aready exigting in the address table can be forwarded
normally. User can disable the port from learning any new MAC addresses, then use the
static MAC addresses screen to define alist of MAC addresses that can use the secure
port.

J Intelligent Switch : Port Security

Port Enable Ssecurity
{digzable for MAC Learning;

FORTI1 enabled
FPORTZ enabled
FORT3 enabled
PORT4 Dizabled
PORTE Dizabled
PORTG Dizabled
PORTT Dizabled
PORTSH Dizgabled
actions—> <Quit> <Edit> < Save <FPrevious Fage> <HNext Fage>

= -t the Action menu.
Tab=Next Item BackSpace=Prewvious Item o¢Quit=Previous menu Enter=sSelect Item

Actions->

1. Sdect <Edit>.

Press Space key to choose enable / disable item.

Press Ctrl+A to go back action menu line.

Sdlect <Save> to save dl configure value.

You can press <Next Page> to configure port9 ~ port26, press <Previous Page>
return to last page.

a b~ DN

4-2-4-4. Collision sRetry Forever

Collisions Retry Forever: Dissble — In haf duplex, if hgppen collison will retry 48
times and then drop frame.
Enable — In half duplex, if happen collison will retry forever
(Default).
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Intelligent Switch : Collisions Retry Forever

Collisions Retry Forever @ Enable

actions-> <Edit> <Saver <guit>

Select the action menu.
ab=Next Item BackSpace=Previous Item ¢Quit=Previous menu Enter=Select Item
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4-2-5.  Administration Configuration

Intelligent Switch : Device Configuration

Chan Je Username

Change Password
Device Information
IF Configuration

Previous Menu

Configure the username.
Tab=Next Item RBackSpace=Previous Item Enter=5elect Item

4-2-5-1. Change Username

Use this page; user can change web management user name.
Type the new user name, and then press <Save> item.
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Intelligent Switch : UserNMame Configuration

UserName : admin

actions-» <Edit> <Saver <Quit>
Select the action menu.

ab=Next Item BacksSpace=Previous Item Quit=Previous menu Enter=Select Item

4-2-5-2. Change Password

Use this page; user can change web management login password.

Intelligent Switch : Password Configuration

0ld Password:***
new password:i**®*

enter again 1%**

Entering new pa

Esc=Previous menu
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4-2-5-3. Device Information

This page is provided to the user to configure the device information

Intelligent Switch : Device Information

lame : Intelligent 24+2 Switch

Description : Intelligent Z24+2 Switch

Location : LAE
Content r 24 + 2 PORTS
actions-» <Edit <Saver <ouit>

gelect the action menu.
Tab=Next Item BacksSpace=Previous Item Quit=Previous menu Enter=Select Item

4-2-5-4. |P Configuration

User can configure the IP setting and fill in the new value,

Intelligent Switch = IP Configuration

DHCFP : Disabled

IP Address = 192.168.223.38
Subnet Mask = 255.255.248.9
Gateway : 192.168.223.254

actions—> Edit > LSaver LQuit>

Select the action menu.
ab=Mext Item BackSpace=FPrevious Item Quit=Previous menu Enter=Select Item

02/12/04- 74 -



4-2-6. Port Mirroring Configuration

The port mirroring isamethod for monitor traffic in switched networks. Traffic through

ports can be monitored by one specific port. That is traffic goesin or out monitored

ports will be duplicated into monitoring port.

Actions->

Press Space key to change configure of per item.

1. Sdect <Edit>.

2. Sniffer Mode: Press Space key to sat sniffer mode Dissble? Rx? Tx or Both.

3. Monitoring Port: It means sniffer port can be used to see dl monitors port traffic.

Press Space key to chooseiit.

4. Monitored Port: The ports you want to monitor. All monitor port traffic will be
copied to sniffer port. You can select max 25 monitor ports in the switch. User can
choose which port to monitor in only one sniffer mode. Press Space key to choose
member port, “V” —isthe member, “—* — not the member.

5. Press Ctrl+A go back action menu line

6. Select <Save> to save dl configure value.

7. Onthe action menu line you can press <Next Page> to configure port9 ~ port26,
press <Previous Page> return to last page.

! Intelligent Switch : Port Sniffer

sniffer Mode: Bx
Monitoring Port : PORTI1
Monitored Port

o
O
=
H
1=
T T T O L TR B

actions-> <Quits> <Save> <Previous Page> <Next Page>
Select the Action menu.

Tab=Next Item BackSpace=Previous Iftem @Quit=Previous menu Enter=Select Item

NOTE: Only has one sniffer mode in switch at the same time.
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4-2-7. Priority Configuration

Intelligent Switch : The Priority configuration

ic Priority

802.1p priority

Previous Menu

Configure port static priority.
Tab=Next Item BackSpace=Previous Item Enter=sSelect Item

4-2-7-1. Port Static Priority

This atic priority based on port, if you set aport to high priority, outgoing frame from
this port will dways have high priority.

I Intelligent Switch : Port Priority
Port Priority
PORT1 Low
PORTZ High
PORT3 Low
PORT4 High
PORTS High
PORTE Low
PORT7 High
PORTE Low
actions-> <Quits> <Edit> <gave <Previcus Page> <Next Page>

Select the Action menu.
Tab=Next Item EBackSpace=Previous Item gQuit=Prewvious menu Enter=Select Item
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4-2-7-2. 802.1p Priority Configuration

There are O~7-priority level can map to high or low queue.

Actions->

1. Sdect <Edit>.

2. Press Space key to sdlect the priority level mapping to high or low queue.

3. High/Low Queue Service Ration H: L: User can sglect theratio of high priority
packets and low priority packets.

4. Press Ctrl+A go back action menu line.

5. Sdect <Save> to savedl configure vaue.

! Intelligent Switch : 802.l1p Priority Configuration

Will be overwritten by port-priority!!

Priority 0O : Low
Priority 1 : Low
Priority 2 : Low
Priority 3 : Low
Priority 4 : High
Priority & ! High
Priority & : High
Priority 7 : High

QosMode : High/Low Queue Service Ratio
=> H:[2] L:[1]

actions-» <Edit> <saver <ouits
Select the action menu.

Tab=Next Item BRackSpace=Previous Item Quit=Previous menu Enter=Select Item
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4-2-8. MAC Address Configuration

Intelligent Switch : MAC Address Configuration

Static MAC Address

Filtering MAC Address

Previous Menu

Configurate the MAC address.
Tab=Next Item RackSpace=Frevious Item Enter=select Item

4-2-8-1. Static MAC Address

When you add a static MAC address, it remains in the switch's address table, regardiess
of whether the device is physicaly connected to the switch. This saves the switch from
having to re-learn a device's MAC address when the disconnected or powered-off
deviceis active on the network again.

In this page user can add / modify / delete a static MAC address.
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Intelligent Switch @ Static MAC Address Configuration
Mac Address Port num Vlan ID Mac Address Port num ¥Vlan ID
actions-> [delbkRees <Add> <Edit> <Delete> <Previous Page> <Next Page>

2dd/Edit/Delete a Mac.

Tab=Next Item BackSpace=Previous Item gQuit=Previous menu Enter=Select Item

? Add static MAC address

Actions->

1. Press<Add> --> <Edit> key to add static MAC address.

2. MAC Address. Enter the MAC address to and from which the port should
permanently forward traffic, regardiess of the device s network activity.

3. Port num: press <Space> key to salect the port number.

4. Vlan ID: If tag-based (802.1Q) VLAN are set up on the switch, static addresses are
associated with individua VLANS. Type the VID to associate with the MAC
address.

5. Press Ctrl+A to go back action menu line.

6. Then sdect <Save> to save dl configure vaue.

Intelligent Switch : Add Static MAC Address
Mac Address :0030CCZ6RBBAR
Fort num :PORT3
Vlan ID L5
actions-» <Edit> <saver <guit>

gelect the action menu.
Tab=Next Item BackSpace=Previous Item Quit=Previous menu Enter=Select Item
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? Edit static MAC address

Actions->

1. Press<Edit> key.

2. Choose the MAC address that you want to modify and then press enter.

Intelligent Switch : Static MAC Address Configuration

Mac Address Port num Vlan ID Mac Address Port num ¥lan ID

005000100001 PORTLO 4

actions-»> <Quit> <«Add> <«Edit> <«Delete> <«Previous Page> <MNext Page>

Add/Edit/Delete a Mac.
Tab=Next Item BackSpace=Previous Item Space=Toggle Ctrl+A=Action menu

3. Press<Edit> key to modify dl theitems.
4. Press Ctrl +A to go back action menu line, and then sdlect <Save> to savedl
configure vaue,

Intelligent Switch : Static MAC Address Configuration
Mac Rddress
Port num
Vlan ID i
actions-= <Edit> <Saver <Quits

Select the action menu.
Tab=Next Item BackSpace=Previous Item Space=Toggle Ctrl+A=Action menu
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? Delete static MAC address

Actions->

1. Press<Delete> key.

2. Choose the MAC address that you want to delete and then press enter.
3. Pressng <Enter> once will complete deletion on delete mode.

Intelligent Switch : Static MAC Address Configuration

Mac Address Port num Vlan ID Mac Address Port num ¥Vlan ID

D0S0CCZGBBRA PORT3 2
005000100001 PORTLO 4

actions-> <guit> <Add> <«<Edit> g 2 <Previous Page>  <Next Page>
Add/ Ed el a Mac.
Fab=Next Item BackSpace=Previous Item Quit=Previous menu Enter=Select Item
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4-2-8-2. Filtering MAC Address

MAC addressfiltering alows the switch to drop unwanted traffic. Treffic isfiltered
based on the destination addresses.
In this page user can add /modify /delete filter MAC address.

Intelligent Switch : Filter MAC Address Configuration

actions—-> <guit> LeXslskl -<Edit> <«<Delete> <«<Frewvious FPage> <MNext Page

Add/Edit/Delete a Mac.
Tab=Next Item RBackSpace=Previous Item @Quit=Prewvious menu Enter=Select Item

? Add filter MAC address
Actions->

1. Press<Add> --> <Edit> key to add afilter MAC address.

2. MAC Address: Typein the MAC addresses that will be filtered out.

3. Vlan ID: If tag-based (802.1Q) VLAN are set up on the switch, type the VID to
associate with the MAC address.

4. Press Ctrl+A to go back action menu line, and then sdlect <Save> to saveadl
configure vaue.
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Intelligent Switch : Add Filter MAC Address

Mac Address :000000001A01

Vlian ID L

actions->

Tab=Next Item

? Edit filter MAC address

Actions->

1. Press<Edit> key.

2. Choose the MAC address that you want to modify and then press enter.

Intelligent Switch : Filter MAC Address Configuration

Mac Address Vlan ID Mac Address Vlian ID

goooooooDoooz 2
oooooooDOo03 3

pctions—> <Quit> <Add> <Edit> <Delete> <«<Previous Page> <Next Page>
rdd/Edit/Delete a Mac.
Tab=Next Item BackSpace=Previous Item Space=Toggle Ctrl+A=Action menu

3. Press<Edit> key to modify dl theitems.
4. Press Ctrl+A to go back action menu line, and then sdlect <Save> to savedl
configure value.
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Intelligent Switch

Mac Address

Vlan ID

actions-> <Edit>

Edit Filter MAC Address

0ooooooooool

: -

<Save> <guit>

Can not modify for Read only item.

Tab=Next Item ERackSpace=Previous

Item Space=Toggle Ctrl+A=Action menu
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? Deletefilter MAC address

Actions->

1. Press<Delete> key to delete afilter MAC address.

2. Choose the MAC address that you want to delete and then press enter.
3. When pressing <Enter> once will complete deletion on delete mode.

Intelligent Switch : Filter MAC Address Configuration

Mac Address Vlan ID Mac Address Vlan ID

000000000001 1
000000000002 2
0ooooooooono3 3

actions-» <Quit> <Add> <Edit> [IUHEI=E <Previous Pagel <Next Page>

2dd/Edit/Delete a Mac.
Tab=NWext Item BacksSpace=Previous Item ¢Quit=Previous menu Enter=select Item
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4-3. Protocol Related Configuration

Intelligent Switch : The Protocol Related configuration

SNMP

GWVRP

IGMP

DHCP

LACP

g0Z.1X

Previous Menu

Configure the Spanning Tree Frotocol.
Tab=Next Item BackSpace=Previous Item Enter=Select Item

4-3-1. STP
The Spanning-Tree Protocol (STP) is a standardized method (IEEE 802.1D) for

avoiding loops in switched networks. When STP enabled, to ensure that only one path
a atimeis active between any two nodes on the network.

Intelligent Switch : Spanning Tree Protocol

STP Enable

System Configuration
Perport Configuration

Previous Menu

Enabled or disabled the Spanning Tree Protocol.
Tab=Next Item Backspace=Frevious Item Enter=sSelect Item
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4-3-1-1. STP Enable

This section shows the users how to enable or disable Spanning Tree function. Press
Space key to sdlect enable or disable.

Intelligent Switch : STP Enabled/Disabled Configuration

STEF :Enabled

actions-> <Edit> <5ave> <Quit>

Select the action menu.

ab=Next Item BackSpace=Previous Item gQuit=Previous menu Enter=Select Item

4-3-1-2. STP System Configuration

02/12/04- 88 -



Intelligent switch : STP System Configuration

Root Bridge Information Configure Spanning Tree Parameters

Priority : 32768 Priority (0-65535) 132768

Mac Address : 0DOR1TO0DO01

Root Path Cost: 0 Max Rge (6-40) =20

Root Port : Root

Max Age 120 Hello Time {1-10) 12

Hello Time HI

Forward Delay : 15 Forward Delay Time (4-30) :15
actiong-> <Edit <gaver <Quit>

Select the action menu.
Tab=Next Item BacksSpace=PFrevious Item Quit=Previous menu Enter=select Item

Actions->
1. You can view spanning tree information about the Root Bridge on the left.
2. Ontheright, user can set new vaue for STP parameter.

NOTE: To find out about the parameter descriptions, please see section 2-4-8.
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4-3-1-3. Perport Configuration

Intelligent Switch : STP Port Configuration
Port Portstate PathCost Priority
PORT1 Forwarding 128
PORTZ Forwarding 10 128
PORT3 Forwarding 10 123
PORT4 Forwarding 10 128
PORTGH Forwarding 10 128
PORTH Forwarding 10 128
PORTY Forwarding 10 128
PORTS Forwarding 10 123
actiong-> <Quits> <Edit> <Save> <Previous Page> <Next Page>

Select the Action menu.
ab=Next Item BackSpace=Frevious Item CTRL+A=Action menu Enter=Select Item

Actions->

1. PortState: Display spanning tree status about the switch for per port is forwarding
or blocking.

2. Sdect <Edit>.

3. PathCost: Specifiesthe path cost of the port that switch usesto determine which
port are the forwarding ports.

4. Priority: Thismeans priority port, you can make it more or less likely to become
the root port.

5. Press Ctrl +A back to action menu line.

6. Select <Save> to savedl configure vaue.

7. Onthe action menu line you can press <Next Page> to configure port9 ~ port26,
press <Previous Page> return to last page.

NOTE: To find out about the parameter descriptions, please see section 2-4-8.
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4-3-2. SNMP

Any Network Management running the ssmple Network Management Protocol (SNMP)
can be management the switch.

Use this page to define management stations as tap managers and to enter SNMP
community strings. User can also define a name, location, and contact person for the
switch.

Intelligent Switch : SWMP Configuration

em options

Community Strings
Trap Managers

FPrevious Menu

Configurate the syst information.
Tab=Next Item BackSpace=Frevious Item Enter=Select TItem

4-3-2-1. System Options

Intelligent Switch @ System Options Configuration

System Name
Intelligent 24+2 Switch

System Contact :
Root

System Location :
Local

actions-> <Edit> <Save> <Quit>

Select the action menu.
Tab=Next Item BackSpace=Previous Item CTRL+A=Action menu Enter=Select Item
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Actions->

Press <Edit>.

System Name: Type aname to be used for the switch.

System Contact: Type the name of contact person or organization.
System L ocation: Type the location of the switch.

Press Ctrl+A go back action menu line.

Press <Save> to save the configure vaue.

© g bk~ wbdhPE
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4-3-2-2. Community Strings

Use this page to Add/ Edit/ Delete SNMP community strings.

1. Community Name: The name of current strings.

2. Write Access. Enabletherightsis read only or read-write.
Restricted: Read only, enables requests accompanied by this string to display
MIB-object information.
Unrestricted: Read write, enables requests accompanied by this string to display
MIB-object information and to set MIB objects.

Intelligent Switch : SWMP Community Configuration

Community Name Write Access
public Festricted
private Unrestricted

actions-> < Adds <Edits> <Deletex <Quits>

2dd/Edit/Delete community strings.
Tab=Next Item BRackSpace=Previous Item CTRL+A=Action menu Enter=Select Item
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&5 Add Community Name

1. Press<Add> --> <Edit> key.

2. Community Name: Type the community name.

3. Write Access. Press Space key to sdlect theright isrestricted or unrestricted.

Intelligent Switch : Add SHNMP Community

Community Wame :Commandl

Write Access

actions-> <Edit> <Saver <guits>

Select the action menu.
Tab=Next TItem BackSpace=Prewvious Item Space=Toggle Ctrl+A=Action menu

&5&5 Edit Community Name
1. Press<Edit> key, choose the item that you want to modify and then press Enter.
2. Community Name: Type the new name.
3. Write Access. Press <Space> key to change theright is restricted or unrestricted.

Intelligent Switch : Edit SWMP Community

Community MName :public

Write Access :Restricted

actions-> 1t <Saver <guit>
Select the action menu.

Tab=Next Item BackSpace=Previous Item Quit=Previous menu Enter=Select Item
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#5& Delete Community Name
1. Press<Delete> key.
2. Choose the community name that you want to delete and then press enter.
3. When pressing <Enter > once will complete deletion on delete mode.

Intelligent Switch : SHNMP Community Configuration

Community Mame Write Access
public Restricted
private Unrestricted

Commandl Bestricted

actions-> <Add> <Edit> <Delete> <Quit>
Delete SNMP community strings.

Tab=Next Item EBackSpace=Previous Item CTRL+Z=Action menu Enter=Select Item
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4-3-2-3. Trap Managers

A trap manager is a management station that receives traps, the system derts generated
by the switch. If no trap manager is defined, no traps are issued. Create a trap manager
by entering the IP address of the station and a community string.

Intelligent Switch : Trap Managers Configuration

actions-—> <Add> <REdit> <Deleter> <Quit>

2dd/Edit/Delete trap managers.
Tab=Next Item BackSpace=Previous Item Quit=Previous menu Enter=Select Item

&5z Add SNM P trap manager

1. Press<Add> --> <Edit> to add the trgp manager.

2. |P: Typethe|P address.

3. Community Name: Type the community name.

4. PressCtrl +A goto actionsline, press <Save> key to save dl configure.
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Intelligent Switch : Add SWNMP Trap Manager

IF :192.1e8.1.234

Community MName :|sjiisikisl

actions-> <Edit> <Save> <guit>
Select the action menu.
ab=Next Item BacksSpace=Frevious Item CTRL+A=Action menu Enter=Select Item
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&5 Edit trap managers

1. Press<Edit> key, and then choose the item that you want to modify.

2. |P: Typethe new IP address

3. Community Name: Type the community name.

4. PressCtrl +A goto actionsline, press <Save> key to save dl configure.

Intelligent Switch : Edit Trap Managers

g S -aEo e B L I e

Community Name :public

actions-> <Edit> <Saver <Quit>

Select the action menu.
Tab=Next Item BackSpace=Previous Item ¢Quit=Prewvious menu Enter=Select Item

#&5 Deletetrap manager

1. Press<Delete> key.

2. Choose the trap manager that you want to delete and then press enter.
3. When pressing <Enter > once will complete deletion on delete mode.

Intelligent Switch : Trap Managers Configuration

public

actions-> <Add= <Edit> <Delete> <guit>

Delete SWMP Lrap managers.
Tab=Next Item BacksSpace=Previous Item @Quit=Previous menu Enter=select Item
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4-3-3. GVRP

GVRP (GARP [Generic Attribute Registration Protocol] VLAN Regigtration Protocol)
GVRP dlows automatic VLAN configuration between the switch and nodes.

For example, if the switch is connected to a device with GV RP enabled, you can enable
this setting to dlow dynamic VLAN configuration information to be processed by the
switch.

If adevice sendsa GVRP request using the VID of aVLAN defined on the switch, the
switchwill automatically add that device to the existing VLAN.

This page you can enable/ disable the GVRP (GARP VLAN Regidtration Protocol)
support.

Intelligent Switch : GVRP Configuration

GVEF : INgElsiN=lsl

actions-» <Edit> <Saver <guits
Select the action menu.

Tab=Next Item BackSpace=Previous Item $Space=Toggle Ctrl+a=Action menu

Actions->

1. Sdect <Edit>.

2. Press Space key to choose Enabled / Disabled.
3. Press Ctrl+A back to action menu line.

4. Sdect <Save> to save configure value,

Note: GVRP mugt aso be enabled on participating network nodes.
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4-3-4. IGMP

The Internet Group Management Protocol (IGMP) is an internal protocol of the Internet
Protocol (IP) suite.

This page you can enable/ disable the IGMP support.

Intelligent Switch : IGMP Configuration

IGME : |HgEleNN=Tsl

actions-> <Edit> <Save> <Quit>

Select the action menu.
Tab=NWext Item BackSpace=Previous Item Space=Toggle Ctrl+A=Action menu

Actions->

1. Sdect <Edit>.

2. Press Space key to choose Enabled / Disabled.
3. Press Ctrl+A go back action menu line.

4. Sdect <Save> to save configure value,
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4-3-5. LACP (Link Aggregation Control Protocol)

This page can configure and view al the LACP datus.

Intelligent Switch =

LACF Configuration

State Actiwvity

LACE Status

Previous Menu

LACFP setting.
Tab=Next Item BackSpace=Frevious Item

Enter=select Item

Note: All ports support LACP dynamic trunking group. If connecting to the device that

aso supports LACP, the LACP dynamic trunking group will be created
automaticaly.

4-3-5-1. Working Port Setting

This page can set the actudly work portsin trunk group.
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Intelligent Switch  LACP Group Configuration

Group LACF Work Port Mum
TREK2 4

<Edit > £Save > LQuit >
Select the action menu.

m BackSpace=Previousz Item Space=Toggle Ctrl+A=Action menu

Actions->

1. Sdect <Edit>.

2. Group: Display thetrunk group ID.

3. LACP: Display the trunk group’s LACP dtatus.

4. LACP Work Port Num: The max number of ports can be aggregated at the same
time. If LACP datic trunking group, the exceed portsis standby and able to
aggregate if work portsfail. If loca static trunking group, the number must be the
same as group ports.

NOTE: Before set this page, you have to set trunk group on the page of Trunk Configurationfirst.

4-3-5-2. State Activity

Intelligent Switch : LACP Port State Active Configuration

Fort State Activity Port State Activity

Active
Active
Passive
Passive

28 -J LR

Lions—> <Edit> {Save> <Quit >

Save successfullytpress any k to returnt
Mext Item BackSpace=Previous Item Quit=Previouz menu Enter=Select Item

02/12/04- 102 -



Actions->

1. Sdect <Edit>.

2. Press Space key to choose theitem.
Active: The port automatically sends LACP protocol packets.
Passive: The port does not automatically send LACP protocol packets, and responds
only if it receives LACP protocol packets from the opposite device.

3. Press Ctrl+A go back action menu line.

4. Sdect <Save> to save configure value,

NOTE: If user sst LACP modein the trunk group, al of the member ports of this trunk
group will st "Active' automdtic.
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4-3-5-3. LACP Status

When you' re setting trunking group, you can see the relationd information here,
Static trunk group
Intelligent Switch - LACP Group Status

Static Trunking Group

Group Key - 1
Fort_HMo 12 34

Quit > {Previous Pagel <Mext Page>

Zelect the action menu.
BackSpace=Previous Item Quit=Previous menu Enter=Select Item_

LACP trunk group

Intelligent Switch @ LACP Group Status

Group

[Actor] [Partner]
Priority: 1 1
HAG H AA4863809988 AB486 3808829
Port_Ho Key Priority Active Port_Ho Key Priority
L Li4 1 selected L L14 1
6 L14 1 selected b L14 1
7 514 1 zselected 7 514 1
8 514 1 zselected 8 Li14 1

hctions—32 LQuit > Previous Pagel? {MNext Page}

Select the action menu.
ab=Mext Item BackSpace=Previouz Item Quit=Previous menu Enter=Select Item

Actions->

<Quit>: Exit this page and return to previous menu.
<Previous Page>: Return to previous page to view.
<Next page>: Go to the next pageto view.
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4-3-6. 802.1x Protocol

This page can configure and view al the 802.1x status.

Intelligent Switch : 802.1x protocol

System Configuration

Migc Configuration

Frevious Menu

Tab=Next Item Back3pace=Previous Item

4-3-6-1. 802.1x Enable

[ntelligent Switch @ B0Z.1x Enabled/Dizabled configuration

actlonhs—> <E1t LHaVa i1l

-~ The acti T Ta==T11l «

Tab=Next Item EacksSpace=Freviou=s Item gQuit=Frevious menu Enter=sslect Item

1.Sdlect <Edit>.

2.Press Space key to choose Enabled / Disabled.
3.Press Citrl+A go back action menu line.
4.Select <Save> to save configure vaue.
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4-3-6-2. 802.1x System Configuration

Intelligent switch : 802.1x Sysbem Configuration

Radius Server IP @ 1%2Z.1608.221.72
Shared Key @ 12345878
Wa%,Identifiers WAS LZ SWITCH
Servar Port: 181Z
Rcoounting Ports 1813

{Force Unauth=Fu, FTorce Auth=Fa, Auto=Au, None=Ho):

01 02 03 04 05 0 07 08 0% 10 11 12 13 14 15 16 17 18 1% 20 21 22 23 24 ML M2
Ho No AU AU AU No NO NO Mo No NO Ne No NO HO NO No Wo Mo WO NO Ho Mo No No No

actions-= <Edit> <Haver <puits=

Tab=Next Item Backfpace=Frevicous Item Quit=Frevious menu Enter=Seleck Item

1. Press <Edit>.

2.Radius Server | P Address:. the |P address of the authentication server.

3.Shared Key: A key shared between this switch and authentication server.

4.NAS, | dentifier: A dring used to identify this switch.

5.Server Port: The UDP port number used by the authentication server to authenticate.
6.Accounting Port: The UDP port number used by the authentication server to retrieve
accounting information.

7.Press Ctrl+A go back action menu line.

8.Press <Save> to save configure value.

Note:

Fu: Force the specific port to be unauthorized.

Fa: Force the specific port to be authorized.

Au: The state of the specific port was determined by the outcome of the authentication.
No: The specific port didn't support 802.1x function.
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4-3-6-3. 802.1x Misc. Configuration

Intelligent Switch : 90:Z,.1% Misc Configuratlon

oulet-period =0..65535, dafault=60> i BO
Ta-period <0..65535,default=30x> e £
Supplicant-timecut <1..300,d=efault=30> : 30
Zearver-timeout <1..300,dafsaulc=30> T 30
FefuthMax <1..10,default=2> H 2

Reauth-period <1..899955%5%,default=3c00> :3c00

actions—= CEdits “Save <guit>
ab=Next Item BacksSpace=FPreviou=s Item (uit=Previous menu Enter=select Item
1. Press<Edit>.

2. Quiet Period: Usad to define periods of time during which it will not attempt to
acquire asupplicant (Default time is 60 seconds).

3. TxPeriod: Usad to determine when an EAPOL PDU isto be transmitted (Default
vaue is 30 seconds).

4. Supplicant Timeout: Used to determine timeout conditions in the exchanges
between the supplicant and authentication server (Default value is 30 seconds).

5. Server Timeout: Usad to determine timeout conditions in the exchanges between
the authenticator and authentication server (Default vaue is 30 seconds).

6. ReAuthMax: Used to determine the number of reauthentication attempts that are
permitted before the specific port becomes unauthorized (Default vaue is 2 times).

7. Reauth Period: used to determine a nonzero number of seconds between periodic
reauthentication of the supplications (Default vaue is 3600 seconds).

8. Press Citrl+A go back action menu line.

9. Press<Save> to save configure value.
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4-4. Status and Counters

Intelligent Switch : Status and Counters

Port Counters
System Information

Main Menu

isplay current status of all the switch ports.
Tab=Next Item BackSpace=Frevious Item Enter=Select Item

Y ou can pressthe key of Tab or Backspace to chooseitem, and press Enter key to
seect item.

4-4-1. Port Status

This page display every port status
Intelligent Switch : Port Status
Link InRate OutRate Flow

Port Status (100K (100K Enable Zuto Spd/Dpx Control
PORT1 Down 0 0 Tes AUTO 10 Half Off
PORTZ Down 0 0 Tes AUTO 10 Half Off
PORT3 Down 0 0 Tes AUTO 10 Half Off
PORT4  Down 0 0 Tes AUTO 10 Half Off
PORTS Down 0 0 Tes AUTO 10 Half Off
PORTE Down 0 0 Tes AUTO 10 Half Off
PORTT7 Down 0 0 Tes AUTO 10 Half Off
PORTZ  Down 0 0 Tes AUTO 10 Half Off
actions-> <ouits <Previous Page:> <Next Page>

select the action menu.
BackSpace=Previous Item gQuit=Previous menu Enter=Select Item

Tab=Next Item
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Link Status: Display the port islink or no link.

InRate: Display the input rate control (100K /unit) setting vaue.

OutRate: Display the output rate control (100K/unit) setting vaue.

Enabled: Display the port is enabled or disable depended on user setting. Enable will
be display “Yes’, dissble will be display “No”. If the port is unlink will be trested as
“No”.

Auto: Digplay the port islink on which Nway mode: Auto, Nway_Force, Force.
Spd/Dpx: Display the port speed and duplex.

FlowCtrl: In auto / Nway force mode, display the flow control status is enable or not
after negotiation.

In force mode, display the flow control statusis enable or disable depending on user
Setting.

Actions->

<Quit>: Exit the page of port status, and return to previous menu.
<Previous Page>: Display previous page.

<Next page>: Digplay next page.

4-4-2. Port Counters

Thefollowing information provides aview of the current status of the unit.

Intelligent Switch : Port Counters

Port TxGoodPkt TxBadPkt RxGoodPkt BExBadPkt TxAbort Collision

Lo I e s o o e o e e
oo oo oo oo
oo oo oo OO
oo oo oo oo
Lo I s o S Y e

actions-=
Configure the action menu.

Tab=Next Item BackSpace=Previous Item Quit=Previous menu Enter=Select Item

Lo R e e o T o e N e B e

<Previous Page> <Next Page>

Actions->

<Quit>: Exit the page of port status, and return to previous menu.
<Reset All>: Set dl count to 0.

<Previous Page>: Display previous page.
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<Next page>: Digplay next page.
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4-4-3. System Information

MAC Address: The unique hardware address assgned by manufacturer.

Firmware Verson: Digplay the switch's firmware version.

ASIC Verson: Digplay the switch's Hardware version.

PCBA version: Display the board number.

Serial number: Digplay the serid number assigned by manufacturer.

Module 1 Type: Display the module 1 type: 1000Tx or 100Fx ext. Depend on module
card mode.

Module 1 information: Display the information saved in EEPROM of modulel.

Module 2 type: Display the module 2 type: 1000Tx or 100Fx ext. Depend on module
card mode.

M odule 2 information: Display the information saved in EEPROM of module2.

Intelligent Switch @ System Information

MAC Address : BB4863809988
Firmware version 2.5

ASIC version : A?.A

PCBA wversion 1.8

Serial number

Module 1 Type : 1888Tx
Module 1 information : NAR
MHodule 2 Type : 1888Tx
Module 2 information : NAR

Ezc=Previous menu
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4-5. Reboot Switch

Intelligent Switch @: Restart Configuration

Restart

Previous Menu

overing to default.
Tab=Next Item BacksSpace=FPrevious Item Enter=sSelect Item

4-5-1. Default

Reset switch to default configuration, default value plesse section 2-4-14.

Resetting to the default will restart the system automatically!

Do you want to continue? (y/n)

4-5-2. Restart

Reboot the switch in software reset.
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4-6. TFTP Update Firmware

This page provide user to update firmware or restore EEPROM value or upload current
EEPROM value.

Intelligent Switch : TFTP Update firmware Configuration

TFTP Update Firmware

TFTP Restore configuration
TFTP Backup configuration

Previous Menu

Use TFTP to update firmware.
Tab=Next Item BackSpace=Previous Item Enter=Select Item

4-6-1. TFTP Update Firmware

This page provides user use TFTP to update firmware.
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Intelligent Switch : TFTF Update Firmware
TFTP Server  19E.1680223.88
Remote File MName ! image.bin
actions-> <Edit> <Saver <Quit>
Select the action menu.
Tab=Next Item BackSpace=Previous Item Quit=Previous menu Enter=Select Item

Actions->

Start the TFTP server, and copy firmware update verson imagefileto TFTP server.
Press <Edit> on this page.

TFTP Server: TypethelP of TFTP server.

Remote File Name: Typetheimagefile name.

Press Ctrl+A goto action line.

Press <Save> key, it will sart to download the image file.

When save successfully, the image file download finished too.

Regtart switch.

O N U~ wDhPRE

4-6-2. Restore ConfigureFile

This page user can restore EEPROM value, save image file before, form TFTP sarver.
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Intelligent Switch : Restore Configuration File

TFTEF Server : 152.168.223.59

Femote File Name : data.dat

actions-> <Edit> <Saver <guit>

Select the action menu.
Tab=Next Item BackSpace=Previous Item Quit=Previous menu Enter=Select Item

Actions->

1. Startthe TFTP server.

2. Press<Edit> on this page.

3. TFTP Server: TypethelP of TFTP server.

4. Remote File Name: Typetheimagefile name.

5. PressCirl+A goto action line.

6. Press<Save> key, it will gart to download the imagefile.

7. When save successtully, the image file download finished too.
8. Redart switch.
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4-6-3. Backup ConfigureFile

This page user can save current EEPROM vaue to image file. Then go to the update
configure page to restore the EEPROM value.

| Intelligent Switch : Backup Configuration File
TETP Server : 152.168.223.595
Femote File MName : data.dat
actions-> <Edit <Saver <guit>
Select the action menu.
Tab=Next Item BackSpace=Previous Item Quit=Previous menu Enter=5elect Item

Actions->

Start the TFTP server.

Press <Edit> on this page.

TFTP Server: Typethe P of TFTP server.

Remote File Name: Type theimagefile name,

Press Ctrl+A goto action line.

Press <Save> key, it will gart to upload the imagefile.
When save successfully, the image file upload finished too.
Redtart switch.

O N O U~ wDhPRE
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5.0 Application Examples
5.1 VLAN application used with switch

VLAN is a simple solution to protect your network against broadcast storming
by creating segments based on Layer2 Ethernet information and avoiding the
complexity and the heavy processing requirements of Layer3 IP based routers.

As a result, each group of stations connected to separate Segmented Ports forms
different solated Broadcast Domain. The Broadcast Sharing Ports should be
used to connect servers and other common services, such as Internet access, that
are used by dl the gtations connected to the different Segmented Ports.

Virtua LAN, or VLAN, is generally cfined as broadcast domain. It can be
viewed as a group of end nodes, possibly on different physical network
segments, which can communicate with each other.

24 + 2 Swiich
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Benefits of VL ANS

&2 Grouping usarsinto logica networks for performance enhancement.

525 Provides effective broadcasts containment between Segmented Ports, which
prevents flooding of a network.

#&s Offers security by completely isolating from each other the different
Broadcast Domains connected on separate Segmented Ports.

&5&5 Presarving current investment in equipment and cabling.

#& Providing an easy, flexible, economic way to modify logica groups when
needed.

&5 Network administrators can easly "fine tune' the network.

525 Kegping network structure from the physica topology of the cabling.

& Making large networks more managesable.

Y ou can group users according to some shared characteristic, such as acommon
business function or a common protocol. A single switch may have severa
independent VLANS within it. Below is a example that R&D, Manufacturing
and Administration group can be partitioned into two different VLAN group,
even members in different group can't talk directly, but they still share the same
server, such as MRP sarver, printer server in Admingtration group. ... etc.

24 +2 Switch

MRF Server  F'ring Server
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5.2 Trunking Application used with switch

Trunking allows you to increase the available bandwidth between switches by
grouping ports into a trunk. Trunk can also be used to connect server to switches
for higher bandwidth service required. You can use trunking to improve the
throughpu between segments. Moreover, this switch provides trunk with
fal-over function, that is, when one of the links of trunk is fail or broken, the
traffic originally go through that link will be automatically re-direct to other
links of trunk, this give the trunk with redundancy and greatly increase the value
of trunking.

24+ 2 Switch

fa) 24 + 2 Switch

800 Mbps with cross line cable
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